
RReeaarr  AAddmm..  DDaavvee  AAnnttaanniittuuss,,  UUSSNN

How do you know what you
know? The Director, Installations
& Logistics (SPAWAR), explains
how program managers  obtain
objective quality evidence—
metrics—to substantiate their pro-
gram successes and strategies.
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Dean is Director of the DoD Biometrics Manage-
ment Office (BMO), located in Arlington, Va. Her
full bio appears on p. 5 of this article. Ferrell is Di-
rector, Biometrics Fusion Center, BMO; and Kaizer
is with Booz, Allen & Hamilton, providing policy
contract support to the BMO.

D O D  B I O M E T R I C S  P R O G R A M

Strengthening DoD’s Identity
Assurance Through an Enterprise-
Wide Biometrics Solution

Biometrics—A Prime Security Enabler that
Cannot be Lost, Forgotten, Forged, or Stolen

D R .  L I N D A  D E A N  •  M A J .  S T E P H E N  F E R R E L L ,  U S A  •  LY D I A  K A I Z E R

2

I
magine what it might be like for
DoD employees, even when trans-
ferring from one area to another, to
be able to easily access their com-
puters and workplaces with the

touch of a finger to a platen device, or
by glancing into an iris scanner. Imag-
ine, more importantly, what it might be
like for the DoD to know that users are
able to access only the facilities and in-
formation to which they have been
granted authority.

Traditional Forms of
Identification Fall Short
The challenge to achieving such an end-
state is easily stated: how does the DoD
guarantee—at any given time, in any
given location—that a person claiming
authority to access valuable internal as-
sets is actually the person to whom such
authority has been granted? Recent
events have made it clear that something
in addition to the traditional forms of
identification—photo IDs, Personal
Identification Numbers (PINs) and pass-
words—might be necessary to meet this
challenge. A tool is needed that cannot
be lost or forgotten, forged or stolen;
that can guarantee the identity, or ver-
ify the claimed identity, of an individ-
ual; that can ensure that the right per-
son with the right privileges has timely
access to secure systems and facilities
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across the DoD enterprise; and that can
positively link an individual with cer-
tain activities or events.

To achieve these levels of identity as-
surance, the DoD is turning to measur-
able, individual-specific characteristics
that can positively associate a person
with the benefits—including facility and
network access—to which he or she is
entitled. These characteristics are re-
ferred to as biometrics. They include
certain physical patterns and geometries
that are unique to each human being: a
fingerprint, the shape of a hand, the con-

figuration of an iris, the arrangement of
nerves in the retina, the topology of the
face, the inflections and modulation of
a voice.

Each of these and other individual-spe-
cific identifiers can be captured, mea-
sured, converted to a mathematical al-
gorithm, and recorded for future use.
Moreover, because they represent who
you are, instead of what you know (a
PIN or password) or what you possess
(a token or key), each has the potential
to allow for guaranteed identity assur-
ance. That, in turn, translates to guar-
anteed security of the DoD’s physical
and information assets.

The DoD is no stranger to biometric
technologies; the Department has been
using these technologies to manage ac-
cess to chemical demilitarization pro-
jects for many years. More recently, the
Department has begun using iris scan
and fingerprint technologies to manage
physical access to restricted properties
and logical access to critical computers
and networks.

Looking to the future, the DoD is in-
vesting heavily in the research, devel-
opment, and evaluation of emerging
biometric technologies, including facial
recognition, hand geometry, signature
verification, and voice recognition, to
determine their operational viability. A
list of qualified devices, however, is only
half the equation. The question remains:
how do you make each device functional
within an enterprise as massive, multi-
faceted and geographically dispersed as
the DoD?

The DoD Biometrics
Management Office
In 2000, the United States Congress di-
rected the Secretary of the Army to act
as Executive Agent in leading, consoli-
dating, and coordinating all biometrics
information assurance programs for the
DoD. To accomplish this mission, the
Army created a DoD Biometrics Man-
agement Office (BMO). The mission of
the BMO is to ensure that biometrics
technologies are integrated effectively
into information assurance programs,
physical access control systems, and best

business practices across the DoD. This
mission entails two clearly defined ob-
jectives: 1) to test and evaluate currently
available biometrics products for DoD
applications; and 2) to develop an en-
terprise solution to facilitate the use of
biometrics across the DoD.

Device Testing
The BMO maintains two criteria for se-
lecting the biometric devices that it eval-
uates.

COTS Product
First, the device must be a Commercial-
Off-the-Shelf (COTS) product. Through
close working relationships with re-
search and development organizations
such as the Defense Advanced Research
Projects Agency (DARPA), the BMO
keeps informed of cutting-edge tech-
nology developments in the biometrics
arena. Its mandate, however, is to build
a solution that will satisfy current DoD
requirements.

Interoperability
Second, the BMO considers only those
devices that have the potential to inte-
grate into a large, enterprise-wide solu-
tion. Interoperability is critical. Once
these prerequisites are satisfied, the Bio-
metrics Fusion Center (BFC), located in
West Virginia, steps in to perform com-
prehensive testing.

There are three phases to the BFC’s prod-
uct testing process.

Product Assessment Phase
All devices claim certain levels of tech-
nical performance. The BFC’s Product
Assessment phase determines to what
degree those claims are valid, and
whether or not they meet certain DoD-
determined minimum performance
standards.

Controlled Environment Testing
The second phase of the evaluation
process, Controlled Environment Test-
ing, introduces each device to a set of
conditions intended to determine if an
item—in addition to being technically
viable—can remain technically viable
in various DoD operational environ-
ments. Devices are subjected to extremes

DDooDD  iiss  ttuurrnniinngg  ttoo
mmeeaassuurraabbllee,,

iinnddiivviidduuaall--ssppeecciiffiicc
cchhaarraacctteerriissttiiccss  tthhaatt

ccaann  ppoossiittiivveellyy
aassssoocciiaattee  aa  ppeerrssoonn
wwiitthh  tthhee  bbeenneeffiittss  ttoo
wwhhiicchh  hhee  oorr  sshhee  iiss
eennttiittlleedd,,  ssuucchh  aass  aa

ffiinnggeerrpprriinntt,,  tthhee  sshhaappee
ooff  aa  hhaanndd,,  tthhee

ccoonnffiigguurraattiioonn  ooff  aann
iirriiss,,  tthhee  aarrrraannggeemmeenntt

ooff  nneerrvveess  iinn  tthhee  rreettiinnaa,,
tthhee  ttooppoollooggyy  ooff  tthhee
ffaaccee,,  tthhee  iinnfflleeccttiioonnss

aanndd  mmoodduullaattiioonn  
ooff  aa  vvooiiccee..
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of illumination, temperature, humidity,
physical stress, operational repetition,
particulate contamination, and elec-
tronic and magnetic interference. The
data collected from these evaluations
allow the BFC to match device capa-
bilities with specific DoD operational
requirements.

Field Testing
Those devices that meet one or more
DoD operational requirements are grad-
uated to the final phase of the evalua-
tion process. Field Testing involves phys-
ical deployment of selected devices to
the operational environments in which
they will have to function. Their per-
formance during this phase will estab-
lish the military applications for which
they will be appropriate, and the level
of security that they will be able to pro-
vide within each application.

The result of these testing activities will
be a DoD Biometrics Product List. This
is the list from which DoD executives
and commanders will select biometric
devices that meet their specific identity
assurance requirements.

Enterprise Solution Development
The BMO plans to reach Full Opera-
tional Capability (FOC) of its biomet-
rics enterprise solution by the second
quarter of fiscal 2005. The devices, sys-
tems, network architecture, and busi-
ness processes that comprise this solu-
tion will allow for worldwide deploy-
ment of biometric identification devices
to safeguard access to DoD facilities and
information.

The goal of this development initiative
is summarized in a phrase coined early
on by the BMO: one enrollment, multiple
uses. The idea is to provide the DoD with
the ability to: 1) rapidly, accurately, and
securely authenticate personal identity
based upon one or more of an individ-
ual’s biometric characteristics; and 2) to
exchange that individual’s biometric cre-
dentials between authorized entities in
a secure and trustworthy fashion.

Once fully operational, the DoD’s bio-
metrics solution may be used as a stand-
alone access security tool or—especially

dards or common commercial practices
for biometrics. This maximizes inter-
operability between biometrics appli-
cations, helping the biometrics indus-
try meet DoD technology requirements
in an efficient manner. By reducing the
adoption of technologies that cannot in-
teract with other systems of similar pur-
pose but different architectures, this in-
teraction between industry and
government is a benefit to taxpayers as
well.

Building the Component Pieces
The BMO has identified four stages in
the life of a biometric:

• Collection
• Storage
• Access and Retrieval
• Use

Each of these stages, or functional areas,
poses a unique set of requirements that
must be satisfied individually, but must
also work within the larger context of
an integrated solution. For each func-
tional area, there are five phases to the
development process:

• Design
• Build
• Test
• Field
• Integrate

The final phase, integration, involves
the incorporation of the solutions de-
veloped within each functional area
(Collection, Storage, Access and Re-
trieval, and Use) into a unified archi-
tectural whole. To create best-of-breed
solution sets for each area, the BMO has
created four Enterprise Working Groups
(EWGs) to identify requirements and
design and implement Technology
Demonstrations (TDs).

The Collection Enterprise
Working Group
This EWG is responsible for research-
ing and recommending the best bio-
metrics collection system configurations
to become part of the enterprise solu-
tion’s operational, systems, and stan-
dards architectures. To ensure scalabil-
ity, this group will focus primarily on

in those instances when the facility or
network in question is of particular im-
portance—it may become part of a lay-
ered solution, serving in concert with
other, more traditional forms of identi-
fication.

The DoD Biometrics Senior
Coordinating Group
To ensure that the security requirements
of the various Agencies, Departments,
and Services within the DoD are ade-
quately represented as the BMO pro-
ceeds with evaluating biometric devices
and with building a biometrics enter-
prise solution, the Army, acting as ex-
ecutive agent, also has formed a DoD
Biometrics Senior Coordinating Group
(BSCG). Similar in function to a board
of directors, this group is composed of
senior military and civilian executives
across the DoD.

Its mission is to provide strategic guid-
ance to the DoD BMO on the develop-
ment, evaluation, and implementation
of biometrics enterprise solutions; and
to serve as the DoD-wide coordinating
group for biometrics issues. This mis-
sion entails, among other things, the de-
velopment and implementation of pol-
icy, and the promotion of selected
technical and business process stan-
dards.

Policy
In order for the DoD to successfully de-
ploy a biometrics enterprise solution,
policy must be created and implemented
to allow for and manage the use of this
solution. The BSCG endorses and pro-
vides advocacy for policy governing the
collection, storage, retrieval, and use of
biometric data within DoD. This pro-
vides the needed horsepower to imple-
ment those plans, and provides the DoD
biometrics  end-users with the guidance
they need to best employ these new
technologies for security or business
process improvement.

Standards
As information and resource sharing be-
comes an ever-increasing priority across
all government departments, the BSCG
recommends and promotes the use of
federal, national, and international stan-
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the most widely used biometrics tech-
nologies, such as fingerprint and iris
scan, to serve as a program baseline. De-
pendence on other biometric technolo-
gies, such as voice and facial recogni-
tion, will grow as those systems become
more mature and are able to satisfy user
requirements. The intent is to identify
biometric collection devices that will
meet user requirements regardless of lo-
cation or environment, including de-
vices used for both physical and infor-
mation access.

One solution currently under review by
the Collection EWG is to leverage all or
portions of the DoD’s existing person-
nel information collection infrastruc-
ture. These include:

• All 65 United States Military Entrance
Processing Command Stations.

• All fixed Real-time Automated Per-
sonnel Identification System locations
(RAPIDS).

• All portable RAPIDS workstations that
issue Common Access Cards (CACs)
within the DoD.

In any event, candidate collection solu-
tions are scheduled for testing during
the TD phase in the fourth quarter of
fiscal 2003.

The Repository Enterprise
Working Group
This EWG is tasked with identifying the
most relevant biometric storage solu-
tions to enhance DoD business and tac-
tical functions. To achieve this goal, the
group is focused on researching and rec-
ommending optimal biometric reposi-
tory configurations for local, regional,
and central repositories. Candidate
repository solutions for local and re-
gional repositories are scheduled for test-
ing in the fourth quarter of fiscal 2003.

Access and Retrieval
Enterprise Working Group
The next step in the process is to iden-
tify the communications architecture
that will best support secure access, re-
trieval, and management of biometrics
data. Working closely with the Defense
Manpower Data Center (DMDC), the
Access and Retrieval Enterprise Work-

DR. LINDA S. DEAN
DOD BIOMETRICS MANAGEMENT OFFICE
Office of the Secretary of the Army
Corporate Information Office/G6

Dr. Linda S. Dean be-
came the Director,
DoD Biometrics Man-

agement Office on Aug. 1,
2002. As the Director, Dean
is currently overseeing the
development of DoD biomet-
ric policies and enterprise so-
lutions for physical and logical
access uses crossing all func-
tional areas including finance,
logistics, personnel, acquisi-
tion, information management, and medical. 

Prior to assignment in this position, from Oc-
tober 1999 to August 2002, Dean served as
the Army's Corporate Information Office's
(CIO) C4 Enabling Technologies Director
where she directed the implementation of
the Army's Common Access Card and Public
Key Infrastructure programs, which provide a
standardized DoD smart card technology so-
lution for personal identification, digital signa-
tures, and email encryption. 

From October 1997 to August 1999 she
served in the Army's Office of the Director of
Information Systems for Command, Control,
Communications, and Computers (DISC4) as
the Director, Electronic Commerce (October
1990 through September 1997) and Direc-
tor, C4 Policy (October 1997 through Sep-
tember 1999), respectively. While in those
policy positions, she managed the develop-
ment of Army-wide policy direction con-
tained in over 200 regulations, pamphlets,
and Army policy letters, for the Army's five
information mission area disciplines, which
included: automation; telecommunications;
printing and publishing; visual information;
and records management.

Before joining the ODISC4 staff, from 1987-
1990, she served as a senior program ana-
lyst in the Army's Program Executive Office,
Standard Army Management Information
Systems (PEO STAMIS). As a senior analyst,
she was responsible for oversight of program
management activities for several high-dollar
(greater than $100 million in life cycle costs)
Army Information Systems, including the
Army's Computer Aided Logistics System
(ACALS), the Corps of Engineers Automation

Program (CEAP), and the
Army's Super Computer Pro-
gram.

Dean served as Chief of the
Resource Management
Division, Software Develop-
ment Center, Fort Lee, Va., and
as Chief of the Program and
Budget Division, Headquarters,
Information Systems Engineer-
ing Command, Fort Belvoir, Va.
(1984-1987). In both posi-

tions she centrally managed Army-wide an-
nual operating budgets amounting to $60
million and $756 million respectively.

While serving as a comptroller careerist, she
held journeyman program analyst positions in
both the Army's Training and Doctrine Com-
mand and the Information Systems Com-
mand (1981-1984). She entered the Army's
Comptroller career field as an Army Materiel
Command Intern at Corpus Christi Army
Depot in August 1979. Prior to the internship,
she spent six years (1973-1978) working in
both supervisory and non-supervisory posi-
tions in Army finance and accounting offices
at Fort Monroe, Va.; Fort Jackson, S.C.; and
the Army Corps of Engineers Middle East Di-
vision (Rear) in Berryville, Va.

Dean earned her Doctorate in Public Admin-
istration from the University of Southern Cali-
fornia, Washington Public Affairs Center,
Washington, D.C. She holds a Masters of
Public Administration from the University of
Southern California, Washington Public Affairs
Center, Washington, D.C., and a Bachelor of
Arts (with honors) in Human Resource Man-
agement from Saint Leo's College, Fla.

Dean's executive training includes the Profes-
sional Military Comptrollership Program at the
Air University, Maxwell Air Force Base, Ala., in
1983 (her team received the academic
achievement award); the U.S. Army Mid-Ca-
reer Executives Program in Public Administra-
tion during 1986 through 1987; and, the
Federal Executive Institute Program for Lead-
ership in a Democratic Society in 1995.



P M  :  M A R C H - A P R I L  2 0 0 36

ing Group is tasked with guiding the
design and development of this optimal
architecture.

As with the processes previously de-
scribed, candidate solutions identified
by the Access and Retrieval EWG will
be tested in the fourth quarter of fiscal
2003.

Use Enterprise Working Group
The Use Enterprise Working Group is
responsible for carefully considering
DoD end-user requirements in design-
ing an enterprise solution. This group
is working closely with the RAND Cor-
poration, which has been tasked with
surveying multiple DoD organizations
to identify user requirements. Consoli-
dated user feedback is expected during
the second quarter of fiscal 2003, in time
for candidate solution testing in the
fourth quarter of fiscal 2003. 

In addition to the four EWGs that con-
stitute the core of the BMO’s enterprise
solutions development program, five
specialized working groups are charged
with addressing program-wide enter-
prise architecture, requirements, policy,
legal, and economic issues.

• The Enterprise Architecture working
group is tasked with determining the
optimal architectural configuration
between DoD users and the central
repository.

• The Requirements working group is
responsible for identifying functional
requirements from the Uniformed Ser-
vices, DoD civilian political leader-
ship, the Joint Staff, and other DoD
agencies to establish future regula-
tions.

• The Policy working group is charged
with developing a prescriptive, in-
cremental DoD policy framework that
mandates policies and procedures for
how biometrics will be acquired,
stored, and used.

• The Legal working group is tasked
with establishing regulatory author-
ity and guidelines for proper collec-
tion and disposal of biometrics from
active and reserve military personnel,
civilians, contractors, family mem-
bers, and foreign personnel hired by
the DoD.

• Finally, the Functional Economic
Analysis working group is responsi-
ble for defining alternatives to sup-
port the Program Objective Memo-
randum (POM) process, and for
delivering a cost-benefit model to val-
idate the implementation of the en-
terprise solution.

Putting the Pieces Together
Once the TDs are complete, the BMO
will integrate these functional solutions
into a comprehensive Enterprise Archi-
tecture. Parallel to this effort, the BMO
will develop a policy framework to es-
tablish procedures for the collection,
storage, and use of biometrics within
DoD. Leveraging both the technology
solutions and the policy framework, the
BMO plans to reach Initial Operational
Capability (IOC) by the second quarter
of fiscal 2004 and FOC by the second
quarter of fiscal 2005. Figure 1 to the
left illustrates this process.

During the IOC phase, the BMO will in-
troduce its integrated enterprise solu-
tion on a smaller scale to various test
populations. This important phase will
allow the BMO to identify user concerns
regarding technology and operational
components of the solution. This in-
formation will provide the BMO with a
clear picture of which best-of-breed bio-
metric technologies are best suited
within each environment, and will allow
for fine-tuning and adjusting of the so-
lution as a whole. Collected over the 12-
month duration of the IOC phase, this
information will drive the Biometrics
Management Office’s migration plans,
as well as its acquisition and deploy-
ment plans, for scaling and  imple-
menting the solution to FOC across the
DoD.

FIGURE 1. DoD Biometrics Management Office Enterprise 
Solution Development

FIGURE 2. DoD Biometrics Management Office Enterprise 
Solution Management
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Enterprise Solution Management
Once the enterprise solution has
achieved FOC, the focus of the DoD’s
biometrics program turns to maintain-
ing and securing DoD biometric data
and managing the network over which
those data are exchanged. However, the
rapidly evolving nature of biometric
technologies will continue to present
challenges and opportunities for im-
provement. In fact, as illustrated in Fig-
ure 2 on the preceding page, the devel-
opment of a biometrics enterprise
solution is itself an ongoing, iterative
process.

This approach follows a “build as you
grow” concept, dividing the system into
several useful, supportable, and opera-
tional increments. In growing biomet-
rics capability, demonstrated technol-
ogy and operational concepts are
incorporated into sequential Capability
Increments (CIs). As each CI completes
the build phase, it becomes the baseline
for the next increment. This ongoing
process will ensure that the BMO con-
tinues to meet its mission within the
DoD, and will ensure that the DoD pos-
sesses the identity assurance system that
it needs to meet its mission to the peo-
ple of the United States.

Biometrics—A Prime
Security Enabler
As the DoD moves further into the dig-
ital age, biometrics serve as a prime se-
curity enabler by ensuring positive iden-
tification of those accessing critical
systems and facilities. This technology
offers countless uses for military appli-
cations in future systems, including in-
formation assurance, force protection,
and access control. However, mature
technology adoption takes a deliberate,
conservative approach in order to
achieve optimal effectiveness. The DoD’s
initiative with the BMO’s biometric En-
terprise Solution assumes this course of
action to ensure that the resulting sys-
tem architecture is interoperable, scal-
able, and able to meet the growing de-
mands of our transforming military.

EEddiittoorr’’ss  NNoottee::  The authors welcome
questions or comments on this article.
Contact ssadlon@brtrc.com.

FORT BELVOIR, Va. (Feb. 4, 2003)—The Commission of the Council
on Occupational Education (COE) has granted accreditation to the
Defense Acquisition University, located at Fort Belvoir, Va. An-

nouncement of the action was made by Harry L. Bowman, Executive Di-
rector, Commission of the Council on Occupational Education (COE),
following the Commission’s meeting held in Atlanta, Ga., Feb. 2-4, 2003. 

The award of accreditation status is based on an evaluation to demonstrate
that the institution meets not only the standards of quality of the Com-
mission, but also the needs of students, the community, and employers.

The Commission’s evaluation process includes an extensive self-study by
the institution and an intensive review by a visiting team of professional
educators representing the Commission’s member institutions from other
states.

The Defense Acquisition University began its self study in July 2000 and
underwent a team visit in November 2002. The visiting team chairperson
was James Conely.

The COE, based in Atlanta, Ga., offers quality assurance services to post-
secondary workforce education providers across the nation. Organized as
a non-profit corporation, the mission of the Council is to assure quality
and integrity in career and workforce development. Services offered in-
clude institutional accreditation (recognized by the U.S. Department of
Education), program quality reviews for states and workforce education
providers, and informational services. Most of the Council’s work is car-
ried out by qualified professional volunteers who are experts in workforce
education.

Institutional membership in the Council is voluntary, but can be achieved
only by becoming accredited. The Council’s current membership makes
it unique. Members include postsecondary public technical institutes, spe-
cialized military and national defense schools, Job Corps Centers, private
career schools, non-profit workforce education providers, corporate and
industry education units, and federal agency institutions. No other agency
accredits and serves the diversity of organizations served by the Council.
There are approximately 410 institutional members at the present time.

The Defense Acquisition University, with headquarters at Fort Belvoir, Va.,
has regional campuses in Patuxent River, Md.; Dayton, Ohio; Huntsville,
Ala.; and San Diego, Calif. For its primary mission,
DAU provides training and education to approxi-
mately 129,000 practitioners in the Depart-
ment of Defense Acquisition, Technology
and Logistics Workforce (DoD AT&L).

EEddiittoorr’’ss  NNoottee:: To view the DAU 2003
Course Catalog, visit http://www.dau.mil
and click on “DAU Courses.” 

Defense Acquisition University Awarded
National Accreditation



DoD Transformation Still on Track
G E R R Y  J .  G I L M O R E

WASHINGTON, March 6, 2003—The
Sept. 11, 2001, terror attacks on the
United States underscored DoD’s

need to transform to meet the challenges of
the 21st century, Defense Secretary Donald
H. Rumsfeld said here today. 

In his opening remarks to military and civil-
ians gathered at the fifth Pentagon town hall
meeting, Rumsfeld recalled that he’d spo-
ken to Pentagon employees about transfor-
mation issues at a similar gathering the day
before the attacks. 

At that time nobody knew terrorists were
about to launch their attacks against Amer-
ica the next day, Rumsfeld pointed out. Im-
mediately after the attacks, some people, he

said, thought transformation should be put
on hold, in order to better prosecute the
war on global terrorism. 

“The opposite was true,” the Secretary em-
phasized. “Indeed, the attacks of Sept. 11
make transforming the Department even
more urgent, because they have awakened
us to a fundamental truth.” 

America has entered a new security envi-
ronment, where, Rumsfeld remarked, “the
nexus between terror and terrorist states
and weapons of mass destruction means
that attacks in this 21st century will be more
likely—(and) very likely more deadly—than
at any time in modern history.” 

RELEASED March 6, 2003

An Air Force sergeant asks Defense Secretary Donald H. Rumsfeld a question during a “town hall”

meeting at the Pentagon, March 6, 2003. Photo by Robert D. Ward



Although the United States and its allies
have routed terrorists in Afghanistan and
elsewhere in the world early in the war, the
Defense Department is “still not yet arranged
to deal successfully with this new security
environment,” he stated. 

DoD entered the 21st century configured “to
fight big armies, big navies, and big air
forces,” Rumsfeld said. It isn’t arranged, he
added, “to fight the shadowy terrorists and
terrorist networks that operate with the sup-
port and assistance of terrorist states.” 

To win the global war on terror, America’s
armed forces have to become more flexible
and agile “so our forces can respond more
quickly,” Rumsfeld pointed out. “Today, we
still do not yet have that agility.” 

The Defense Department “is still bogged
down to too great an extent in the micro-
management and bureaucratic processes of
an earlier era,” he said. For example, he said,
DoD wants to be like a private-sector cor-
poration and be able to transfer money from
department to department rapidly, as
needed, rather than haltered by myriad out-
dated rules. 

Today, he added, more than 300,000 ser-
vicemembers are performing essentially non-
military jobs, “and yet, we’re calling up re-
serves to help deal with the global war on
terror.” 

Hundreds of thousands of manhours are
consumed preparing reports that are likely
not read and are “of marginal value,” he
noted. 

And the time to produce a weapon system
at DoD has doubled since 1975, Rumsfeld
remarked, “in an era when new technolo-
gies are arriving in years and months, not
decades.” 

Today’s DoD was set up to meet the chal-
lenges of the mid-20th century, not the 21st,

he declared. However, steps to eliminate
waste and duplication have taken place on
his watch, the Secretary said. 

For example, headquarters staffs across DoD
have been reduced by about 11 percent, he
said. The acquisition process has been
streamlined “by getting rid of hundreds of
pages of rules and regulations and allowing
program managers—we hope—to be more
innovative, flexible and creative,” he added. 
A new financial management system is slated
to debut this spring, he said, that will help
DoD to greatly reduce the 1,800 different
information systems it currently uses. 

Rumsfeld said he wants to revamp DoD’s
civilian personnel system, making it more
flexible and responsive “so we can attract
and retain and improve the performance of
our 700,000-plus civilian workforce.” 

Opening the floor to questions, he fielded
inquiries about Iraq, transformation, and
other topics. A female Air Force civilian em-
ployee asked if there was a way to stream-
line the paperwork and bureaucracy re-
quired for hiring new people. 

Rumsfeld gestured toward David Chu, the
Pentagon’s top personnel manager, and said:
“David Chu, fix it.” 

The auditorium erupted in laughter. Chu
told the Air Force employee that civilian
personnel management is one of the things
DoD has marked to revamp as part of its
transformation. 

“That’s exactly what we want to try to
change,” he said. 

EEddiittoorr''ss  NNoottee:: This information is in the
public domain at http://www.defenselink.
mil/news.
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Y
our first impression of the title
of this article may be that it is
written primarily for acquisi-
tion professionals (APs) or for
“budget weenies.” You are right.

However, I would submit that for any
of us who control money, whether that
be an ACAT I program manager devel-
oping the latest weapons system or a di-
vision officer managing a portion of
ship’s OPTAR (Operating
Target), we are all at least
part AP, and if we are not
all “budget weenies,” we
probably should be (that
is, unless, you have an
unlimited budget!).

Developing Metrics
This article addresses the
process of developing
metrics, the objective sets
of data we use to measure
how we are doing relative
to goals, and how we are
improving, declining, and
the reasons for both. If
you control any amount
of money, are part of or
own a process, have peo-
ple working for you, or
work for somebody who
imposes goals and stan-
dards, this article is for
you. I guarantee you that
you are not measuring
everything you should.

Why Develop
Metrics at All?
The first question to ask
is, “Why develop metrics
at all?” The answer is sim-
ply to improve your per-

formance. You think you know how you
are doing, but how do you really know
unless you have the objective quality
evidence to prove it? Put another way,
“how do you know what you know?”
In the case of Space & Naval Warfare
Systems Command (SPAWAR), as we
started fielding IT-21 (Information Tech-
nology for the 21st Century)—the U.S.
Navy’s IT program to improve shipboard

communications and computing capa-
bility—our customers voiced significant
dissatisfaction in our ability to field sys-
tems that worked, were cost effective,
and could be delivered on schedule.

We “knew” we were not as bad as our
customer was telling us. We were good
people, working hard to deliver the best
products and services we could to the

M A N A G E M E N T  &  M E A S U R E M E N T

The Business of Metrics—
Measuring the Product of the Plan

How Do You Know What You Know?
R E A R  A D M .  D A V E  A N T A N I T U S ,  U S N
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Fleet. Yet, our reputation was in the toi-
let. We had no substantive data, no met-
rics, to document where our money was
spent, why it was spent the way it was,
and why some systems were troubled.
We wanted to be the premier provider
of IT systems for Navy, but the truth was
our processes really were broken, and
we were not measuring anything to de-
velop the knowledge to make our
processes better. 

You develop metrics, then, to measure
your processes. Your analysis of your
metrics then provides knowledge, which
is fed directly back into your processes.
The result should be improvement in
your processes, which will be borne out
by your subsequent metrics. Much like
a systems engineering approach, this is
a recursive and iterative process for im-
provement in your processes, and ulti-
mately in your performance. 

In SPAWAR, we had plenty of incentive
to embark on process improvement, and
today’s metrics show where performance
has substantially improved as well as areas
that still need the work. The difference
between now and three years ago is that
we now understand our processes, we
know what drives them, and we are mea-
suring them. How do we know this? Our
customers have told us.  

Where Do We Start?
We all have things we should be mea-
suring, but for whatever reason, we do
not. Given this situation, and the knowl-
edge that we do need to improve our
performance and do need to develop
metrics, where do we start? Well, we
could just start measuring anything and
everything and see what falls out. We
could hire an outside contractor to come
into our organization and do this work
for us. There are several very profes-
sional contractors out there willing to

do this work for us, but if
we a looking to “buy a mir-
acle” from a contractor,
what will we have learned
in the long run?

A better approach is to do
the work ourselves. Think
about this for a while. If you
hire a contractor, don’t they
come in and learn what it
is you do for the first few
weeks? The point may very
well be that you do not un-
derstand what it is that you
do or do not understand
about the processes you use
to do your job. If this is an
honest assessment of your
starting point, why would
you hire someone else to
figure it out for you? 

A good way to start on your
metrics development jour-
ney is to map out your core
competencies (what it is
that you do) by organiza-
tion, department, division,
and so on down to the de-
sired level. When you have
defined and agreed upon
your core competencies, the

next step is to map the processes you
use to execute your mission to the core
competencies. This again, is not easy. In
SPAWAR, it took us several meetings be-
fore we reached consensus on these first
two steps, and we are still refining these
areas as missions and tasks change or
evolve. The last step is to identify met-
rics (things you would like to measure)
to assess how well you execute your
processes. Yes, a contractor could do
this for you, but I contend the best prod-
uct is generated internally. 

What Makes a Good Metric?
First and foremost, a good metric is mea-
surable. Examples include cost, perfor-
mance, reliability, schedule, or anything
else that has numbers readily associated
with it. (Be careful here—just because
you can measure something does not
mean it is a useful metric!) Secondly, a
good metric is one that maps directly to
a strategic goal or has a tactical focus. A
strategic goal may take the form of the
CNO (Chief of Naval Operations) ob-
jectives, Type Commander strategic
goals, or even the goals of a Battle Group
for a given deployment. Metrics with a
tactical focus would be a level or more
below the organizational or corporate
level, but would be similar in content
and would map to higher-level goals or
objectives.

Measure the Right Things
The metrics you develop and track need
to be part of your everyday job. If you
are tracking metrics just to maintain
data, you are measuring the wrong
things. Do not hesitate to discard met-
rics that you find you are not using on
a day-to-day basis. You need to focus
your attention on things that make a dif-
ference. If you are measuring the right
things, your metrics provide knowledge
to improve your processes, are impor-
tant to your boss, are important to your
customer, and in a sense, “tell your story”
for you.

Share your data and your conclusions
with your customers frequently. They
will tell you if you are measuring the
right things. Have open books, build
trust with your customers and stake-
holders, and keep feeding the metrics

Why develop
metrics at all? The
answer is simply to

improve your
performance.You
think you know

how you are doing,
but how do you

really know unless
you have the

objective quality
evidence to prove

it? Put another
way,“how do you
know what you

know?”
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back into your processes to improve
your performance. This approach 
really does work, and once you get it
going, it is just part of your daily rou-
tine.

Fleet Modernization and the
D-30 Process
To illustrate how metrics really do make
a difference in becoming more efficient,
let’s look at how we do Fleet modern-
ization. Again, this is a SPAWAR point
of view, but the processes involved and
metrics measured could be used by any
organization.

The chart on p. 13 shows the timeline
for the D-30 process, which is mandated
by the Fleet for modernization. Taking
a look at the first 6 months of the time-
line, you can see that Battlegroup (BG)
composition should be identified at D-
30, the first planning conference held
at D-28, a final planning conference at
D-25, and the final baseline for the BG
established at D-24.

At SPAWAR, we keep track of, or mea-
sure the dates of these meetings and con-
ferences. While the exact dates for these
milestones may not be critical, planning
meetings and conferences that take place
on schedule provide good “leading” or
predictive metrics for how successful
we will be in providing cost-effective
modernization for the BG. Specifically,
the final baseline must be established
on or before D-24 (or 1 month prior to
BG deployment). This allows the plan-
ning yards to ship check individual ships
for the new systems they will receive in
their post-deployment CNO availabil-
ity before they get underway for their
near-term deployment. This then allows
the planning yards to develop integrated
System Installation Drawings (SIDs)
while the ships are deployed.

Similarly, with completed SIDs, fund-
ing put in place, Government Furnished
Equipment (GFE) received, and instal-
lation contracts let prior to return from
deployment, the installation contractor
has ample time to plan for moderniza-
tion before the ship returns and hit the
ground sprinting once the CNO avail-
ability starts.

In SPAWAR, we have found that with

everything working perfectly, you can get

a contract awarded up to 100 days...In

many cases, early contract award has

resulted in installation cost savings of up

to 30 percent, and the metrics show 

how and why.

DAVID J. ANTANITUS
REAR ADMIRAL (LOWER), USN
Director, Installations & Logistics (SPAWAR 04)
Space & Naval Warfare Systems Command

R
ear Admiral David
Joseph “Dave” An-
tanitus is a native

of La Salle, Ill. He grad-
uated from the United
States Naval Academy
in 1974 with a Bache-
lor of Science degree in
Mathematics.

A member of the ac-
quisition professional
community, Antanitus is currently
serving as the Director for Installa-
tions and Logistics in the Space and
Naval Warfare Systems Command.
His previous acquisition assignments
include serving as a major program
manager in the Naval Sea Systems
Command’s Deep Submergence Pro-
gram (NAVSEA PMS-395) and Major
Program Manager in SPAWAR’s Fixed
Undersea Surveillance Program
(PMW-181).

Antanitus entered the Submarine Ser-
vice upon graduation from the Naval
Academy, and his initial sea tour was
aboard the nuclear-powered attack
submarine USS Parche (SSN 683). He

went on to serve as Engi-
neer Officer of the fleet bal-
listic missile submarine
USS Ulysses S. Grant (SSBN
631) and Executive Offi-
cer of USS Boston (SSN
703).

His shore tours included
duty on the staff of Sub-
marine Squadron 14 in
Holy Loch, Scotland, and

Weapons Systems Analyst for the
Chief of Naval Operations Office for
Naval Warfare (CNO OP-07).

Antanitus assumed command of the
pre-commissioning unit for the Los
Angeles class attack submarine Hamp-
ton (SSN 767) Aug. 12, 1991. He took
the ship through commissioning, ini-
tial sea trials and fitting out, and com-
missioned it USS Hampton Nov. 6,
1993.

Antanitus’ personal awards include
the Legion of Merit with gold star, the
Meritorious Service Medal, and the
Navy Commendation with four gold
stars.
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The planning phase of modernization
discussed here is a process with nu-
merous metrics mapped back to it. In
addition to dates, other metrics include
ship check completion, SID completion,
ShipAlt Record (SAR) approval, instal-
lation funding, GFE delivery, and Inte-
grated Logistics Support (ILS) certifica-
tion and many, many more. All of these
metrics roll up into contract award for
a consolidated installation package. In
SPAWAR, we have found that with
everything working perfectly, you can
get a contract awarded up to 100 days
prior to the start of a CNO availability.
In many cases, early contract award has
resulted in installation cost savings of
up to 30 percent, and the metrics show
how and why.

As with most things in life, however, the
planning and execution of moderniza-
tion rarely goes perfectly. Poor ship checks
spawn errors, SIDs are inaccurate or in-
complete, or GFE is not properly kitted
for an optimum installation. So, once
your high-level metrics have identified
areas of concern, you have to develop
and analyze lower-level metrics to really
get at the root cause of your problem. In
the case of drawing errors, we found that
we were spending millions of dollars
every year in rework due to inaccurate
SIDs. Armed with this data (or metrics),
we were able to go back to the individ-
ual planning yards and discuss process
improvements they needed to implement
to provide us, the customer, with a more
cost-effective product.

Interestingly, most of the yards kept no
metrics on their performance with re-
spect to drawings. They just assumed
they were doing fine, not knowing how
well they really could do. Once they
started tracking the right metrics and
started feeding them back into their
processes, we saw error rates drop by as
much as 50 percent! This is one of many
examples where our metrics were used
to make a process more efficient. Put
another way, metrics modify behavior.

For every step in planning and execu-
tion of modernization, we found many
things we could measure and many
areas we could improve. We continue

to work on these areas for every ship we
modernize. We also found that when
measuring our cost effectiveness in de-
livering the end product, there were
events that we could not control, and
some of these were real cost drivers. 

Baselining (that is, establishing a mod-
ernization installations package) a BG
two years before deployment is some-
what of a crystal ball exercise. We all do
the best we can in predicting composi-
tion and requirements for individual
units, but over the course of two years,
“stuff happens.” Ships’ schedules change,
units in BGs are swapped for operational
and maintenance reasons, and world
events can alter dramatically. All of these
reasons lead to changes in BG compo-
sition and ship requirements after the
D-24 baseline is set. 

Consider the scenario where at D-20 on
the nominal timeline, Cruiser A is
swapped out for Cruiser B for the sub-
sequent deployment. The immediate ef-
fect is that the money spent to ship
check and complete SIDs for Cruiser A
is lost, and new funds have to be iden-

tified to ship check and complete draw-
ings for Cruiser B. Additionally, if Cruiser
B is deployed, we may have to expend
additional travel and Per Diem expenses
to ship check at sea, and we may have
to pay the planning yard additional
funds to expedite drawing development
to support a CNO availability on an ear-
lier timeline than planned.

There is no free lunch here, and opera-
tional failure is not an option, but re-
sponsiveness has a price tag attached.
We always get the job done, but the later
in the cycle an installation is turned on
or a change is made, the more it costs.
It is important to measure this cost of
responsiveness and share it with the cus-
tomer. They need to understand how
they are driving costs so they can make
sound business decisions as well as op-
erational ones. The metrics in this case
help both the provider and customer
optimize their processes.

Execution—Where the Rubber
Meets the Road
While the planning metrics provide all
the leading indicators for success, the

D-30 Process (Deployment – 30 Months)

If you control any amount of money, are

part of or own a process, have people

working for you, or work for somebody

who imposes goals and standards...I

guarantee you that you are not

measuring everything you should.
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rubber meets the road in execution. The
final cost, schedule, and performance
measure the total product of the plan. 

• For cost performance, there is no ap-
proach better than the Earned Value
Management (EVM) system. (EVM is
a system that uses work completed
vs. funds expended to develop cost
and schedule performance indexes.
It develops a Cost Performance Index
[CPI] and Schedule Performance
Index [SPI] to assess work efficiency
as it is being performed. Courses in
EVM are taught by the Defense Ac-
quisition University [DAU] and are
also offered online.) 

• Schedule is measured directly in time
to accomplish work.

• Performance is measured in a variety
of methods, from CASREP (Casualty
Report) free time to performance vs.

advertised standards. Again, metrics
shared between the provider and the
customer provide a common refer-
ence for the success of the modern-
ization performed.

Good Metrics Evolve
The modernization example demon-
strates how we started by identifying a
core competency, mapped our processes
to it, and developed metrics to measure
the process. Actually, the example given
discussed only a small fraction of the
metrics we measure on a daily basis.
There are many more at several differ-
ent levels required to fully understand
what is driving our cost, schedule, and
performance and ultimately to provide
the objective evidence to let us “know
what we know.” Good metrics also
evolve, and by continually measuring

the same things, you may be missing
new opportunities to improve.

Set Goals
When you start measuring your
processes, set goals. When you achieve
your goals, raise the bar and keep mea-
suring. Push your metrics to your cus-
tomers and show your customers how
they can contribute to process efficiency.
You really are what you measure, and
measuring the product of the plan needs
to be part of doing business every sin-
gle day.

Think you are doing fine?——Show me
the metrics!

EEddiittoorr’’ss  NNoottee:: The author welcomes
questions or comments on this article.
Contact him at david.antanitus@navy.
mil.

DAU SOUTH REGION SIGNS MOA WITH U.S. ARMY SPACE & 
MISSILE DEFENSE COMMAND & ACQUISITION SUPPORT CENTER, 

SOUTHERN & WESTERN REGIONS

On Feb. 5, 2003, the Defense Acquisition University
South Region (DAU South), located in Huntsville,
Ala., and representatives from the U.S. Army Space

and Missile Defense Command (SMDC) and the Acqui-
sition Support Center (ASC), Southern and Western Re-
gions, signed a Memorandum of Agreement (MOA) es-
tablishing and entering into an educational and strategic
partnership. Their partnership will seek to leverage mu-
tual learning opportunities.

Signatories of the MOA were from left: Maxine Maples
Kilgore, Director, ASC Southern and Western Regions;
Mark Lumer, Principal Assistant Responsible for Con-
tracting, U.S. Army SMDC; and Jim McCullough, Dean,
DAU South Region.

For more information on DAU Strategic Partnerships,
contact Wayne Glass at wwaayynnee..ggllaassss@@ddaauu..mmiill.
Photo by Debra Valine



Distance Learning Technology
Brings Instructors to Students

G E R R Y  J .  G I L M O R E

W
ASHINGTON, March 13, 2003—The Air
National Guard's distance-learning programs
are recognized as some of the most advanced
within the Department of Defense. 

About a decade ago, DoD asked the Services to step
up research and implementation of distance-learning
methods as a means of training servicemembers, said
Master Sgt. John Kayko, superintendent for the Air
Guard distributed learning program.

“E-learning,” “distance learning,” or “distributed
learning” is any method of instruction where the in-
structor isn't physically present,” Kayko explained.
Classes may be conducted via satellite broadcast, on
CD-ROM, over the Internet—even by teleconference. 

For years the Air National Guard has adopted many
cutting-edge training and education techniques—es-
pecially e-learning methods, he noted. 

“We follow private industry and try to get the very
latest e-learning technology they're using and adapt
it to our DoD-related methods,” Kayko explained. 
In 1995, the Air Guard put in a satellite-based learn-
ing system called the “Warrior Network” and con-
currently created its distance learning policy branch,
he explained. The Air National Guard and Army Na-
tional Guard mutually share the Warrior Network and
many other e-learning resources, he noted. 

Kayko said the Air Force's version of the Warrior
Network is the Air Training Network, or ATN. Many
other federal agencies, he noted, share ATN's satellite
system. 

E-learning technology saves money “because you're
not sending people from the home unit to another
state to take these courses,” said Maj. Dean DeJong,
chief of the Air Guard advanced distributed learning
section. This type of training is especially beneficial
for guardsmen who may live far away from their units,
he pointed out. 

“We can deliver an education or training course
pretty much anywhere in the world, even if service-
members are on deployment,” noted Master Sgt.
William Quarles, Air Guard advanced distributed learn-
ing program manager. 

In a joint project called “Project Alert,” the Uni-
versity of Nebraska is working with the Air Guard and

Army Guard to develop common courses suitable for
e-learning, Kayko said. One example is a hazardous
material-handler training course that's available to ser-
vicemembers on CD-ROM and on the Web. 

“Such training is applicable, of course, to all the
Services, and many other federal agencies,” Kayko
pointed out. 

He said the Air Guard's Warrior Network is mostly
televised by satellite with three uplink sites and 202
downlink sites or classrooms. 

The classrooms feature high-definition television
monitors and open speaker systems, so the students
can communicate with the instructor, Quarles ex-
plained. Students can see the instructor, ask questions
and get a response back, he added. 

Multiple hookups can be used to connect several
classrooms of students, Quarles pointed out. One such
course using this networking technique is the Satel-
lite NCO Academy, he remarked. The program con-
sists of 13 weeks of satellite-broadcast lessons and two
weeks of resident instruction. 

The active Air Force provides the majority of for-
mal resident training to Air National Guard members
and Air Force reservists, Kayko explained. The Air
Force plans to convert some classroom instruction to
e-learning format. In fact, Kayko added, the Air Guard
will assist in converting some of the active Air Force's
resident training instruction into distance-learning
form.

He noted that several active Air Force courses are
now being converted to e-learning format via Project
Alert. 

DoD's advanced distance-learning Sharable Con-
tent Object Reference Model courseware is currently
being used by the Services in providing standardized
Internet-based instruction, Kayko pointed out. 

“Multiple agencies can use the same tool, thereby
saving money and sharing the courseware,” he con-
cluded. 

EEddiittoorr''ss  NNoottee:: This information is in the public do-
main at http://www.defenselink.mil/news.

RELEASED March 13, 2003



DoD Recognizes Top Info
Technology Performers 

G E R R Y  J .  G I L M O R E

WASHINGTON, Jan. 22, 2003—Top per-
formers across the Defense Department's in-
formation technology realm recently took

home DoD Chief Information Officer (CIO) Award
honors. 

The CIO Awards program, now in its second year,
recognizes outstanding achievement in at least one
of seven key areas of information technology out-
lined in the Clinger-Cohen Act of 1996: acquisition;
architecture and interoperability; information as-
surance; management and standards; applications
(technology or process); capital planning and in-
vestment; and information management/informa-
tion technology workforce. 

Recognized achievements provide better service,
cost- savings, and significantly impact DoD's infor-
mation technology mission. 

Section 5123 of Clinger-Cohen (co-named after then-
U.S. Sen. and former Defense Secretary William
Cohen) requires DoD to leverage information tech-
nology and adopt related goals toward improving
efficiency and effectiveness across the department. 

DoD CIO Awardees for 2002 include:

TTeeaamm  AAwwaarrdd  WWiinnnneerr:: U.S. Air Forces in Europe
(USAFE) Network Operations and Security Center,
Ramstein Air Base, Germany, developed information
technology solutions to improve information assur-
ance for more than 40,000 customers across 10 Eu-
ropean and Asian countries. Also developed a more
efficient, computerized "one-stop" personnel-pro-
cessing system that greatly enhances quality of life
for USAFE service members, family members, and
DoD civilian employees. 

SSeeccoonndd  PPllaaccee  TTeeaamm  WWiinnnneerr::  The Navy Supply In-
formation Systems Activity, Commercial Asset Visi-
bility II System Team, Mechanicsburg, Pa., devel-
oped a computerized logistics system that tracks and
monitors supply assets in the repair cycle, provid-
ing 99.55 percent accurate accountability of stock
in transit for repair. The system is credited saving
(with) more than $300 million in inventory man-
agement and $1 million in direct labor costs. 

TThhiirrdd  PPllaaccee  TTeeaamm  WWiinnnneerr:: The Headquarters, U.S.
Army Knowledge Online team's Web site,
https://www.us.army.mil/portal/portal_home.jhtml,
is recognized by CIO Magazine as one of the top 50
across business and government. InfoWorld also
ranked the Army as No. 10 out of 100 organizations
for its innovative use of information technology. 

TTeeaamm  AAwwaarrdd  FFiinnaalliisstt:: Information Support Activity,
U.S. Army Accessions Command, Fort Monroe, Va.,
used information technology to improve recruiting
operations, including a special Web portal that mon-
itors quality of service and performance. 

TTeeaamm  AAwwaarrdd  FFiinnaalliisstt:: The efforts of the U.S. Marine
Corps Legacy Applications Team at Quantico, Va.,
were cited for significantly improved computerized
systems used to support the warfighters, while en-
suring that legacy computer databases have been
identified, tested, and certified before being transi-
tioned into the improved and interoperable Navy-
Marine Corps Intranet system. 

IInnddiivviidduuaall  AAwwaarrdd  WWiinnnneerr::  Army Maj. Mitchel Hud-
son, Director of the Information Support Activity at
the U.S. Army Enlisted Records and Evaluation Cen-
ter, Indianapolis, is credited with developing an on-
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line site for official military personnel files. He inte-
grated the personnel electronic management systems
networks of the Total Army Personnel Command,
the Enlisted Records and Evaluation Center, the Na-
tional Guard Bureau, and the U.S. Army Reserve Per-
sonnel Command. Savings are expected to exceed
$1.1 million. 

SSeeccoonndd  PPllaaccee  IInnddiivviidduuaall  WWiinnnneerr:: Col. John M.
Maluda of Headquarters, U.S. Air Forces in Europe,
Ramstein Air Base, was cited for a computer secu-
rity initiative that realized a 68-person staff reduc-
tion and established a common standard for com-
puter security operations. 

TThhiirrdd  PPllaaccee  IInnddiivviidduuaall  WWiinnnneerr::  Thomas J. Sheehan,
Deputy Director for Information Technology Man-
agement in the Pentagon's Office of the Under Sec-
retary of Defense for Acquisition, Technology and
Logistics, worked to accomplish successful testing
of a secure, remote, dial-up communications system
for senior DoD leaders to use in the event of addi-

tional terrorist-precipitated actions. As part of an-
other pilot project, he also worked to marry wire-
less technology with the OSD Enterprise E-mail sys-
tem. 

IInnddiivviidduuaall  AAwwaarrdd  FFiinnaalliisstt:: Marine Corps Lt. Col. Hal
M. Gobin, U.S. Marine Forces Atlantic at Norfolk,
Va., was recognized for his role in helping to estab-
lish DoD's Public Key Infrastructure program within
Marine operations along the Atlantic coast of the
United States. 

IInnddiivviidduuaall  AAwwaarrdd  FFiinnaalliisstt:: Naval Reserve Cmdr.
David M. Wojda, Naval Reserve Forces Command,
New Orleans, worked to ensure legacy Naval Re-
serve computer databases and systems were inspected
and compliant for transition to the Navy-Marine
Corps Intranet. 

EEddiittoorr’’ss  NNoottee: This information is in the public do-
main at http://www.defenselink.mil/news.
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I
have a few opening comments this
afternoon, and then we’ll open it up
for any questions you may have. I
will first address some actions we’ve
taken to modify our operation of

the Total Information Awareness [TIA]
project being undertaken by DARPA
[Defense Advanced Research Projects
Agency].

Total Information Awareness
As you know, TIA is a project to demon-
strate information technologies that can
be used as tools to prevent future ter-
rorist acts anywhere in the world. There
have been some concerns expressed re-
garding the protection of the privacy of
individuals, and to address those con-
cerns, we’re establishing two oversight
functions. 

INTERNAL TIA OVERSIGHT BOARD

The first is an internal TIA oversight
board, which I will chair. This board
will establish policies and procedures
for the use within the Department of
Defense of those technologies and will
establish the protocols for transferring
those technologies to entities outside of
the Department of Defense. Other than
myself, the internal board will consist
of the Under Secretaries of Policy and
Personnel and Readiness; the Assistant

Secretary of Defense for Command,
Control, Communications and Intelli-
gence; the Assistant Secretary of Defense
for Legislative Affairs; the Assistant Sec-
retary for Public Affairs; the General
Counsel; and the Assistant to the Sec-
retary of Defense for Intelligence Over-
sight. The first meeting of this board will
be held at the end of this month. 

EXTERNAL TIA FEDERAL

ADVISORY COMMITTEE

We’re also establishing an external fed-
eral advisory committee that would ad-
vise the Secretary of Defense on the
range of policy and legal issues that are
raised by the development and poten-
tial applications of TIA technologies.
The charter of this committee and [a list
of] its members are included in a state-
ment that I believe was released just ear-
lier today [p. 10], which will give you
the names and what the purpose of that
external board will be. 

Acquisition Programs
I would now like to turn to manage-
ment and improvement issues and to
some of the weapon systems decisions
that we’ve made as part of the president’s

FY ’04 budget request. Dov Zakheim
briefly covered some of these at his
budget briefing on Monday, but I’ll give
you the opportunity to ask questions
if you need more detail. 

DOD 5000 SERIES

The DoD 5000 series, the documen-
tation that establishes the DoD
weapons acquisition system, is ready for
the Deputy Secretary of Defense’s sig-
nature. We expect that momentarily. The
DoD 5000.1 directive is now three
pages, with a five-page attachment. DoD
5000.1 tells us what we want to ac-
complish with our acquisition system:
flexibility, responsiveness, innovation,
discipline, and streamlined and effec-
tive management.

The DoD 5000.2 instruction is now 12
pages, with a 24-page attachment, telling
us the management framework and the
elements that must be incorporated in
our acquisition plans, such as evolu-
tionary development, milestone deci-
sion points, technology plans, and cri-
teria for entering the various stages of
the programs. Those are some of the
things that they cover.

On Feb. 7, Under Secretary of De-
fense (Acquisition, Technology &
Logistics) Edward C. “Pete” Aldridge
Jr., held a Pentagon briefing followed
by Q&A on Acquisition Programs
and the Total Information Awareness
(TIA) program. Also participating
was Michael Wynne, Principal
Deputy Under Secretary of Defense
(Acquisition, Technology & Logis-
tics).

RAH-66 Comanche aircraft.
Photo courtesy The Boeing Company
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You can actually read this document and
know what to do. The old documenta-
tion—the directive, instruction, and reg-
ulation—was a total of 250 pages, and
I will assert was never read. Hopefully,
this one will be.

SPIRAL DEVELOPMENT/
PROGRAM STABILITY

In accordance with my goals, most of
our major weapon systems now have
an acquisition strategy that includes evo-
lutionary spiral development, and to the
best of our knowledge, are properly
priced to meet the schedule and per-
formance objectives. We have budgeted
these programs, for the most part, based
upon independent cost estimates that

tend to be more accurate than those pro-
vided by the military departments. I be-
lieve these two elements—spiral devel-
opment and properly pricing
programs—are essential if we are to de-
liver the weapon systems to the
warfighter on schedule and within the
performance that we have promised. 

FUTURE COMBAT SYSTEM

Regarding major acquisition activities,
we’ve added funding—about $1.3 bil-
lion—for the Army’s Future Combat
System. The Army has made a con-
scious decision to defer moderniza-
tion of some of its legacy equipment
in favor of investing in the future of
the Army. A major decision is planned
for May of 2003 to enter into system
development and demonstration Mile-
stone B. We’re having monthly reviews
with the Army as we lead up to this
decision point.

COMANCHE

We’ve restructured the Comanche pro-
gram. It’s now reconfigured for recon-
naissance and light attack, and we’ve re-
duced the numbers to about 650—that’s
roughly half—pending the outcome of
the review of the Future Combat Sys-
tem of the Army.  The program was hav-
ing some difficulty in achieving its per-
formance objectives for the full attack
capability, and we decided to limit its
capabilities for now. 

MISSILE DEFENSE

The president has directed we provide
a limited capability for defense against
long-range ballistic missiles by upgrad-
ing the missile defense test bed with in-

terceptors, a sea-based component, im-
proved land-based radars, and a plan to
evolve this capability through evolu-
tionary spiral development in the fu-
ture. 

The first missile defense component
ready for deployment—the PAC-3 —is
being transferred to the Army in accor-
dance with our management plan for
missile defense. You may recall that our
management plan calls for the military
department to assume the deployment
operations after the capability has been
developed by the Missile Defense
Agency. 

SHIPBUILDING

We’ve increased the shipbuilding rate
from five ships to seven in FY ’04, and
plan to gradually increase this rate
through the FYDP [Future Years Defense
Plan] period. We’re continuing with the

conversion of the four Trident sub-
marines to very capable, conventionally
weapon-armed SSGNs [Nuclear Pow-
ered Cruise Missile Submarines]. 

The DDX (destroyer) program contin-
ues with its focus toward technologies
applicable to a family of ships—cruis-
ers, destroyers, and littoral combat
ships—consistent with last year’s re-
structuring. 

The CVNX (aircraft carrier, nuclear, ex-
perimental) program has been restruc-
tured to place as much technology as
possible on the lead ship, now called
the CVN-21. New propulsion plant,
electric catapult, reduced manning, im-
proved survivability, and more efficient
flight operations are the keys to this new
carrier, planned to be available in the
2011 period. And plans for a second
ship to begin construction in 2011 will
further enhance carrier effectiveness. 

F/A-22
We’ve had some delays in the flight test
program that have resulted in a trans-

The DoD 5000

series...is ready

for the Deputy

Secretary of

Defense’s

signature. We

expect that

momentarily...

it’s prescribing

what we want

you [program

managers] to do,

but not the

recipe of how to

do it. 

Image courtesy Northrop Grumman 
DD(X) artist’s rendition
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fer of some funding
from procurement to
R&D [Research & Development]. Re-
cent results have shown that the flight-
test program is recovering, but we’ve
had to slow the production somewhat
in the near term. This has not increased
the cost of the program since we have
a “buy to budget” plan for the F-22. 

F/A-18
We’re continuing production of the F/A-
18E/F at a rate of 42 per year. We will
introduce the production of the F/A-
18G, which is the electronic warfare ver-
sion, in FY ’06, and the combination of
the Es, the Fs, and the Gs will total 42
aircraft a year throughout the FYDP pe-
riod. 

V-22 OSPREY

The flight test program for the V-22 is
going well, with over 250 hours of test-
ing since its return to flight. They’re
doing high rate of descent and shipboard
compatibility testing now—the more
difficult and challenging testing period.
I will travel to Patuxent River next week
to review the results and the future plans
for the flight test program. 

JOINT STRIKE FIGHTER

The Joint Strike Fighter development is
progressing well. There will be a major
engine test this year, and we’re a little
over 2-1/2 years away from first flight
of the development aircraft. Our eight

international partners are heavily in-
volved in the development, and their
local companies are winning contracts
for various components. As you know,
the United Kingdom picked the STOVL
[Short Takeoff from Vertical Landing]
version of the Joint Strike Fighter, as the
aircraft that will go on their new carrier,
the winner of which we just announced
last week. 

We’re finalizing agreements with Israel
and Singapore for potential purchase of
the JSF through a security cooperation
and participation arrangement. This is
much like a Foreign Military Sales ac-
tivity.

We’ve accepted the results of the Navy-
Marine Corps Tactical Air Integration
Study. Better integration of the elements
of the Navy and Marine Corps missions
and the integration of a more reliable,
available, and improved capability Joint
Strike Fighter have permitted the Navy
and the Marine Corps to reduce the
number of aircraft required to accom-
plish their mission. There should be no
effect of this decision in the near term,
and we expect international sales to
more than offset the reduction in the
Navy’s Joint Strike Fighter numbers.

OTHER TRANSFORMATIONAL

PROGRAMS

Other transformational programs are
continuing. The Transformational

Communication System, TCS,
which is the equivalent of
putting fiber optics in space;
the acceleration of the UAVs
[Unmanned Aerial Vehicles)
and UCAVs, [Unmanned Com-
bat Aerial Vehicles]; and a seri-
ous start on a spaced-based
radar are in the budget. We’ve
accelerated our efforts on hy-
personic technology and have
allocated about $1.3 billion in
our science and technology
budget for high-speed hyper-
sonics and space technology. 

2004 Budget Request
Let me close by commenting
briefly and in general on the
president’s budget requests.

We’ve done a lot of good things in this
budget to address deficiencies and prob-
lems. We’ve balanced our needs for our
people, our readiness, our moderniza-
tion, and transformation; we’ve balanced
the near-term risk versus the far-term
risk; and we feel comfortable that this
balance is right. 

However, there are some things we did
not do. We would have liked to elimi-
nate sub-standard family housing units
faster; we would have liked to have re-
capitalized our infrastructure at a faster
rate; we would have liked to have
bought more tactical aircraft at a faster
pace to reduce the average age of our
tactical Air Force; we would have liked
to have gotten our shipbuilding rate up
to 10 ships a year versus 7 to sustain the
size of the Navy; and we would have
liked to have gotten our science and
technology budget up to our goal of 3
percent versus the 2.7 percent that’s in
there now. Again, balance is the key, and
we believe overall, it’s about right. 

Q
Mind if I ask you a couple of questions about
the Comanche program? You mentioned
that the numbers were halved, and you at-
tribute that, it seems, largely to the fact that
the role is limited to recon and light attack.
But I’m hoping you can elaborate upon this.
My understanding is that before the DAB
[Defense Acquisition Board] in the fall, the
program really was in serious jeopardy. And

Joint Strike Fighter
Photo courtesy Lockheed Martin 
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there was a lot of analysis, there was a lot
of reworking, restructuring the program
that was done, basically, as I understand,
that gave you and your staff a comfort level
with the program. Can you elaborate upon
what sort of restructuring, what sort of
analysis gave you a comfort level? And why
these numbers, as opposed to the 1,200? 

A
The original Comanche program was
over 1,200 aircraft, including variants
that included light attack plus attack
versions. And as we looked at the weight
required to hang more and more capa-
bility on the Comanche, it was very clear
that the risk was extremely high as we
got further and further into heavier and
heavier requirements. And that was
causing the program to slip; it was caus-
ing them to spend a lot of money on ca-
pabilities that we weren’t sure we really
needed.

So we looked at that program to try to
reduce the risk. There was an indepen-
dent look done by IDA [Institute for De-
fense Analyses], General Larry Welch,
who felt that there was too much risk
in these high-end requirements. And we
decided to slow down the program—
focus it on what we could achieve with
high confidence, which was the light at-
tack plus reconnaissance—and then
look at the structure of what the Army
needed for their Future Combat System
[FCS]. All of these are related decisions. 

The decision coming up in May on the
Army’s FCS is really going to be a major
decision relative to the future composi-
tion and size and components of the
Army. We felt that [by looking at] the
Comanche program, with its 650 air-
craft, and the FCS, then we can make a
decision on how all those fit together at
that particular time. But risk was the key
thing behind it. 

Q
Can I just follow up on that? One thing in
particular, the UAV component of it—you
know, a lot of people wonder why can’t the
armed recon mission be done by a UAV?.
And there’s a big push at the DoD level in
the Army to pursue the UAV. There was
some analysis done, as I understand it, that

basically addressed that question. Can you
talk about that? 

A
Well, that was one of the other factors
that went into the question of what is
the size of the Comanche we should be
planning for now. Given [the fact that]
we don’t know how all that fits together,
we can define a structure of the Army
that could use roughly 650 Comanches,
and then let these other issues—Future
Combat System, the role of UAVs—play
out before we made a final decision as
to the direction of the Army. 

Q
The Senate passed an amendment [Wyden-
Feinstein Amendment, Jan. 23, 2003] de-
signed to severely curb both research and
deployment of the Total Information Aware-
ness system. Do you think that the advi-
sory committees, which you have announced
today, should lead the conference commit-
tee to drop that amendment? Or what do
you think about it? 

A
We’re working with the Congress on
their amendment. We’ve actually briefed
Senator Wyden on that concept, and we
think we can probably come to a com-
promise that is acceptable to all.

Q
But do you think these elements address
some of their concerns?

A
Yes.  

Q
Can you say a word or two about the Boe-
ing tanker lease proposal and how far along
you are? You’ve had a series of meetings. It
looks like you’re getting close to a decision.

A
It’s hard. You’re right, we have had a se-
ries of meetings within the [Pentagon].
We’ve had Boeing in to talk to them
some more. It is a major investment re-
quired by the Department of Defense.

It’s something new—anything new leads
people to ask questions about whether
or not it’s doable. But we are working it
now. In fact, we’re having meetings this
week, and we’ll try to wrap up some di-
rection, hopefully next week, on this
whole idea.

We’re looking at the military value; we’re
looking at how we do a lease that would
protect the taxpayers’ interest; what are
the other alternatives, lease versus buy?
Those kind of things are all being as-
sessed at this point. No decision has
been made as of yet, but we’re trying to
work those out and come to a decision
soon. 

Q
I just want to follow up on that. You say
that you’re going to come to a decision soon;

We’ve done a lot of good things in

this [2004] budget to address
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you want to try to make a decision next
week. Did I understand that correctly? 

A
We would like to. Whether or not we
can depends on whether people can
focus their attention on those things. 

Q
Can you talk about the funding for that pro-
gram and how that is reflected in the bud-
get that you sent up to the Hill? 

A
There’s no funding at this point in the
budget that’s gone before the Hill. The
Air Force had a plan to purchase the air-
craft in their Program Objective Mem-
orandum. That is reflected in the out

years. But as of right now, there is no
funding identified in the FY ’04 budget.
If we decided to proceed, we would have
to go in with a reprogramming request
and work with the congressional com-
mittees to find the funds. 

Q
Did DoD actively solicit participation from
the privacy groups to be members of the ex-
ternal oversight board, specifically those
groups that had expressed serious reserva-
tions about the concept of TIA? 

A
No. What we’ve done is form the ex-
ternal group we have—which has the
expertise to go look into these issues.
How they proceed and how they may
hold their hearings—and maybe they
would solicit the groups to come and
give them their view—that would be

something that would be worked out
by the external oversight board. 

Q
The UAV/UCAV road map—isn’t the lat-
est version of that about due now? 

A
I saw it as of yesterday—the draft ver-
sion. 

Q
Can you talk about it? How might it affect
what you do and how much money may be
involved?

A
As you know, we’ve put a lot of money
for UAVs and UCAVs into our budget,

both in Predators and Global Hawks.
We are working on a joint program be-
tween the Navy and the Air Force for a
follow-on UCAV.

All those are still a little bit in the out
years. The road map really does lay out
what we want to accomplish, shows the
programs that we have currently un-
derway, and tries to rationalize a way
ahead that avoids duplication. It is re-
ally good, but it still needs some coor-
dination work to be done.

Q
So Northrop Grumman hasn’t captured the
Navy UCAV with X-47—are you going to
reopen the competition in that?

A
We are examining what a joint program
might look like and what the competi-

tion element of that joint program
should be.

Q
So you may compete the X-45, X-47?

A
We are still working that. We haven’t
made the final decision on it yet. But we
will have a joint program. 

Q
Do you have any other details on the UCAV
Joint Program Office?

A
No. It’s being discussed now, and we
haven’t [decided] who’s going to lead
it—I would speculate and project it will
be run much like we’re running the Joint
Strike Fighter Program Office, where
there is a lead Service program manager,
and the other Services have the acqui-
sition, and then those Services switch.

WWyynnnnee:: We had a session on that very
thing. And what we want to do, I think,
is let DARPA combine the programs, be-
cause they’re both DARPA programs,
and then move toward a first flight or
some objective event before we begin
to assign it to an Executive Agent or Ser-
vice. The Joint Strike Fighter—what
used to be called the JAST (Joint Ad-
vanced Strike Technology), and even a
[different] name before that—started
out as a DARPA program. And so it
is very much similar to that. But we’re
going to let it mature under the
DARPA umbrella, even if it has inter-
Service program managers. 

Q
Yes, sir. Secretary Rumsfeld told the
House Armed Services Committee the
other day that if the V-22 [Osprey] does-
n’t perform satisfactorily during its flight
test, it could be cancelled. What’s your
own assessment of how that program’s
working? Are you still as skeptical as
you’ve always been?

A
I’m always skeptical until I’m proven
otherwise. Their flight test program is
laid out very well. They are not skimp-
ing on doing hard tests early. They’re
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testing in that high rate of descent, where
the vortex ring state problems exist.
They’re doing shipboard compatibility
testing right now, [which is] another
problem where you get different flow
fields across the ships and integration
with other helicopters. They’re working
on that.

My trip next week is to go down and
assess where they are, how well they
have done, what’s the plan for the fu-
ture, and what the reliability looks like
in the airplane so far, because they’ve
done a lot of work on that. So my trip
next week should give me a little better
indication of how they are progressing.
I haven’t heard any real problems yet,
but we’ll see after my trip. 

Q
Can you talk about the downsizing plans
that you have for the AT&L office? And are
you transferring functions to the Services,
for example?

A
As you may recall, I had a re-engineer-
ing plan for AT&L, which includes a re-
duction in staff by about 15 percent.
We’re on track to make that happen.
Also we’re trying to move some elements
of AT&L from the management of cer-
tain projects back to the Services. I had
a listing of those—about $700 million
worth of activities that were joint pro-
grams that could be given to the Ser-
vices for management.

Congress, in their authorization and ap-
propriations bill, has instructed me not
to do that.

Q
So you’re not transferring that [$700 mil-
lion worth of activities]? 

A
They have told us that they do not want
us to do it, even though they did this
before I even asked. It was going to be
part of the FY ’04 budget. We’re going
to continue to address that and work
with the Congress.

Q
Why are they opposed? 

A
They’re concerned that if these joint pro-
grams—many of which they provided—
moved to a military department, they
will be raided to the detriment of the
Department and other Services to pay
for Service-unique [programs]. And so
the result is these [joint] programs will
go away in some way or form. They’re
afraid of that. I think we could fix that,
but that’s their call. 

Q
Under the ’04 budget, in the projections,
what’s the total number of F/A-22s envi-
sioned for the Air Force? And do you think
that will ultimately be the number? 

A
As I’ve mentioned before, we have a plan
called “buy to budget.” As you may re-
call, last year when we agreed to pro-
ceed with the F-22, there was a big de-
bate between the Air Force estimate of
F-22 costs and the independent CAIG
[Cost Analysis Improvement Group] es-
timate of about $7 billion. 

We established a program by which we
would use the Air Force estimate of cost,
but we would only buy the number of
airplanes the CAIG says you could buy

at that cost, and that was the “buy to
budget.” That number was roughly 295,
but it permitted the Air Force, if they
could in fact achieve cost savings, to buy
more, up to the 339 that they would
have liked to have had. As this flight test
program has proceeded, and the cost of
the flight test activities have gone up,
we have deliberately moved money from
the procurement account to R&D to pay
for that. Therefore, the number of air-
craft has to drop.

So the number now projected at the es-
timate of the procurement cost is about
276. But the incentive is still there for
the Air Force, as they go out into the fu-
ture, to invest in cost-savings measures,
and we will permit them to buy more
aircraft within those cost limitations, if
they can do that. But right now, it’s
around 276, which is affordable—and
again, I’m projecting out to the year
2010 now, which is not easy to do, but
that’s roughly the number. 

Q
Assuming the V-22 [Osprey] is able to pass
its flight test program, when would the pro-
gram be returned to a full production sta-
tus? And is [full production] budgeted for in
the out years? 

Petty Officer 3rd Class Jerry Lowe, a Navy aviation boatswain’s mate, directs an MV-22 Os-
prey landing on the flight deck of the USS Essex (LHD 2). The Osprey, with its unique tilt
rotor design, is again undergoing operational testing designed to evaluate the operational
effectiveness and stability of the Osprey for service with the Marine Corps and Air Force. DoD
Photo by Navy Petty Officer 3rd Class Jason A. Pylarinos 
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A
There is an increase in the procurement
account for the V-22 in the out years,
under the assumption that the flight test
program is successful. We will have to
make the decision on whether or not to
continue that production profile proba-
bly this summer through the fall, for the
FY ’05 budget submission that will go
next year. So I am very much on top of
the flight test program to make sure that
so long as it’s proceeding in a successful
direction, we will continue to do that. If
we start seeing some problems occur, we
may have to readdress where we go. 

Q
Sir, a study called the ISAT 2002 [Infor-
mation, Science and Technology] study, “Se-
curity With Privacy,” said, among other
things, that DARPA currently has a num-
ber of programs in its, quote, “information
offices”—meaning Information Processing
Technology Office, Information Awareness
Office, and Information Exploitation Of-
fice—which involve the potential use of in-
formation derived from distributed systems,
government, and private databases. Aside
from the TIA project, which has been widely
discussed, what other projects in those three
information-related offices raise these type
of privacy concerns? 

A
I don’t think any of them do. A lot of
the information technology deals with
protection of information from outsiders
and computer protection for increasing
the bandwidth available to communi-
cate, which has always been a restric-
tion. There’s lots of these information
technology activities. I am only aware of
the one TIA activity that has raised con-
cerns regarding privacy, but TIA is the
only program of its kind that I’m aware
of. 

Q
The Joint Staff has discussed naming an ex-
ecutive agent for the Blue Force Tracking
program. [The Blue Force Tracking Pro-
gram will provide both friendly force track-
ing and communications and situational
awareness to the dismounted soldier or plat-
form.] Is this something that’s on your radar
screen yet? And what would you think about
it? And how would the Services get the

money? Because my understanding is that
the ’04 budget doesn’t account for that.  

A
I’m not familiar with the Joint Staff pro-
posal. I am quite familiar with Blue Force
Tracking. I think it’s an excellent idea.
We don’t have enough of it. It has a lot
of implications for our ability to have a
more effective force and certainly to
avoid collateral effects.

Q
Is interoperability a current problem—what
are each of the individual Services doing? 

A
Absolutely. And I think that’s why the
Joint Staff is proposing a joint office where
we can solve those kind of problems. 

Q
The Navy is estimating the cost of CVN-
21, the first ship, at $11.7 billion, includ-
ing Research and Development. Has that
number been reviewed by the CAIG? Is that
a CAIG number? And are you comfortable
that that ship is going to deliver more than
two times the value of a Nimitz class car-
rier? 

A
I haven’t seen the numbers. I don’t know
what fiscal year dollars that [estimate]
is for—if it’s in year 2018 dollars, it
makes a big difference versus the dol-
lars today. I have not seen it. We are
going through the process now.

The CVN-21 will come to a DAB for re-
view, and the CAIG, as far as I know,
has not reviewed those cost estimates.
In fact, we’re not even sure exactly all
the details of what’s going to be in the
carrier—the first unit carrier versus the
second.

We are very much involved with spiral
development of carriers, as well. We
don’t want to overload the first carrier
such that we increase the risk so much
that we have to increase its cost even
more so. So, the capabilities of what I’ve
seen look very attractive, including not
only reducing the manpower, which
saved us some money, but also the sur-
vivability and effectiveness. 

Q
If I might follow up on that question about
the ISAT 2002 study, I think this is a study
by the DARPA and it does say a number of
programs raise these concerns about pri-
vate databases. Would you have any ob-
jection if I were to talk to the heads of these
three offices just to sort of go through this?
Because I know there’s a lot of issues here. 

A
I think I would talk to Tony Tether [Di-
rector, DARPA] first. I don’t object, but
Tony Tether—he’s the one who puts this
all together. I’m not familiar with the
study, so I can’t comment on the valid-
ity of what the study is or is not. 

Q
On TIA, is [retired] Admiral [John]
Poindexter still a part of TIA? 

A
Yes. 

Q
And do the reforms you mention mean a
reduction in size and scope of what TIA
could do? 

A
No. What we’re talking about is to give
myself and the Department of Defense
one more degree of confidence that
we’re doing the right thing with the
project. And there are protocols, that
if the project technology is successful—
a fact yet to be proven—and an agency
outside the Department of Defense
wants to use it, we’ve got the right pro-
tocols to transfer that [technology]—
with all the necessary provisions of pri-
vacy, supplemented by the external
board, which will also review this—to
give us additional confidence that we’re
doing the right thing. 

Q
If Congress gives you the go-ahead, when
do you plan to have TIA operational? 

A
I don’t know when it will be operational.
It’s a technology project. The FY ’04 bud-
get has $20 million for the TIA project,
and I believe in FY ’03 we had 10 mil-
lion. If things proceed in Congress, we’ll
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be spending the money and determin-
ing the feasibility. That has yet to be de-
termined—it’s still a technology project. 

Q
We face a possible war with Iraq. Now can
you talk about some of the resident tech-
nologies that are in the field today, that
might have some impact on the tactics, tech-
niques, and procedures the U.S. would use
to fight a fast and furious war, as the pres-
ident said? What’s out there today? 

A
Well, I think what you’re asking is, what
do we have that is transformational
today, as opposed to transformational
into the future. The transformational
communications system, space-based
radar—those are transformational for
the future. I would say what’s transfor-
mational today is how we’re using the
equipment we’ve got.

Clearly, the Special Forces guy on horse-
back calling in a B-52 with precision-
guided munitions is a transformational
way of using forces we currently have.
Stealth was transformational before. It’s
[still around]—we’re [still] using it.
Bandwidth is increasing the communi-
cations system. The integration of these
things together, through the COAC
[Combined Air Operations Center] that’s
[located] in Riyadh, Saudi Arabia, and
Prince Sultan Air Base—those are trans-
formational. 

So the things that we see in the field,
like precision munitions, UAVs, stealth
technology, long-range strike aircraft, B-
52s, even though not transformational,
are certainly being used in transforma-
tional ways.

The integration of all this stuff—to be
able to pull a lot of different systems and
lots of information together and go after
a target using not only satellites, but
JSTARS [Joint Surveillance Target At-
tack Radar System] and AWACS [Air-
borne Warning ad Control System], P-
3s and AC-130 gunships, and
Predators—all of that information being
consolidated, and then watching the
young kids on the chat box in their com-
puters talking—that’s transformational. 

Q
One of the worst problems in the Gulf War
was fratricide. And that’s the neutral way
of saying killing your own forces acciden-
tally. What progress has been made since
the Gulf War on that issue, in the tech-
nologies or procedures? There was a BCIS
[Battlefield Combat Identification System]
that was cancelled a couple years ago that
was supposed to solve all that. You indi-
cated some concern about interoperability
problems. 

A
Well, I’m afraid we haven’t solved all of
it. We saw the problems with some un-
fortunate deaths of Canadian soldiers
quite recently. And we need to work on
it. We are making progress. I’m not sure
I can tell you exactly how far we’ve gone,
but we do have some Blue Force Track-
ing capabilities. We’d like to get more
of it. I think combat ID and combat
identification is a very good thing for us
to do. Progress is slow—we need to
make more progress, I would say. 

Q
Can you talk a little bit about changes to
the B-1? It was built to penetrate, and that
seems to not be the case anymore. What
does that mean for the bomber fleet?

A
Well, as you know, we had roughly 97
B-1s. We took 33 of them out and used
the money to modernize the other ones
that were remaining. So we’ve put im-
proved equipment on them. And as the
B-1 ages and our precision weapons sys-
tems get developed, we try to adapt the
airplane, which has basically now be-
come a truck, to deliver the munition.
It’s not the airplane that’s important—

it’s delivering the munition on the tar-
get that’s important. And the B-1 is quite
capable of doing that, but we need to
make sure we continue to improve its
defensive capabilities against more ag-
gressive threats and to give it surviv-
ability by giving it a longer-range mu-
nition and things like that. 

Q
I’m just wondering if you could tell me
whether [retired] Admiral [John] Poindex-
ter will remain in charge of the Total In-
formation Awareness project for the indef-
inite future; and if so, will his role change
in some way by having a board overseeing
his activities? And I also wondered if the
outside board will have any binding nature
to its recommendations?

A
I don’t want to get into personalities.
And I really don’t want to debate the
merits of TIA. Let me talk about the
board. The board—the internal board—
certainly as I will chair it, is focused
upon what we in the Department of De-
fense are doing to make sure that we
feel comfortable with this project. It of-
fers one more checkpoint that things are
going right and that we have all the re-
strictions in place, and if we ever do
transition that project to another agency,
it’s done in a proper manner. 

The external board, which will be set
up under the law—the Federal Advi-
sory Committee Act [FACA]—will be
run just like a federal advisory board.
In accordance with that, there will be
meetings which will be established and
public in some cases, unless they get
into classified information. There will
be opportunities for people to come

Predator Unmanned Aerial Vehicle
DoD Photo
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and talk to the board, to provide their
advice.

It will be run just like any other advi-
sory committee, under the chairman-
ship of Newt Minow, and other people
who are named in the press release. All
have credentials and expertise in this
area. And I think that gives us one other
dimension of [checks and balances]. It’s
external and it will be reporting to the
Secretary of Defense—it’s advisory to
him. I’m sure there are lots of issues re-
garding privacy and other things that
go beyond just what the TIA does; there’s
issues of how you handle detainees and
things of that nature that this board can

in fact advise the Secretary of Defense
about. 

Q
So he [Poindexter] is still in charge? You
weren’t suggesting anything other than that? 

A
He is still there. No, I’m not suggesting
any changes. 

Q
I just wanted to follow up on the 5000-se-
ries streamlined acquisition rules. Beyond
sort of incorporating or putting more of an
emphasis on spiral development and prop-
erly funding [programs], is it your inten-

tion with these simpler DoD 5000-series
rules to make it easier for non-traditional
companies to get into contracting?

A
Yes, exactly right. What we’re trying
to do here is that we’re trying to tell
the program manager in the acquisi-
tion community: This is what we want
you to do; we want you to be flexible
and innovative and responsive, and
we want you to streamline the process,
but I don’t want to tell you how to do
that. When you do it, I’m interested
in interoperability, I’m interested in
safety, I’m interested in properly pric-
ing programs, I’m interested in a

UNITED STATES DEPARTMENT OF DEFENSE NEWS RELEASE
Total Information Awareness (TIA) Update

Washington D.C. (Feb. 7, 2003). The Department of De-
fense will establish two boards to provide oversight of
the Total Information Awareness Project, the program

designed to develop tools to track terrorists. The two boards,
an internal oversight board and an outside advisory commit-
tee, will work with the Defense Advanced Research Projects
Agency (DARPA), as it continues its research. These boards will
help ensure that TIA develops and disseminates its products to
track terrorists in a manner consistent with U.S. constitutional
law, U.S. statutory law, and American values related to privacy. 

The TIA internal oversight board will oversee and monitor the
manner in which terrorist tracking tools are transitioned for real-
world use. This board will establish policies and procedures for
use within DoD of the TIA-developed tools and will establish
protocols for transferring these capabilities to entities outside
DoD. A primary focus of the board will be to ensure that the
TIA-developed tools to track terrorists will be used only in ac-
cordance with existing privacy protection laws and policies. The
board, which is expected to hold its first meeting by the end of
February 2003, will be composed of senior DoD officials. 

The outside advisory board will be convened as a federal ad-
visory committee and will comply with all the legal and regu-
latory requirements for such bodies. The committee will advise
the Secretary of Defense on the range of policy and legal is-
sues that are raised by the development and potential appli-
cation of advanced technology to help identify terrorists before
they act. 

Members of the outside advisory board are Newton Minow
(Chairman), director of the Annenberg Washington Program
and Annenberg Professor of Communications Law and Policy
at Northwestern University; Floyd Abrams, renowned civil rights
attorney; Zöe Baird, president Markle Foundation; Griffin Bell,

former U.S. Attorney General and Court of Appeals judge; Ger-
hard Casper, president emeritus for Stanford University and
Professor of Law; William T. Coleman, Jr., former Secretary of
Transportation; and Lloyd Cutler, former White House Counsel. 

DARPA is continuing its research into whether advanced tech-
nologies can be used to help identify terrorist planning activi-
ties. This technology development program was established
under the name Total Information Awareness (TIA) and is de-
signed to catch terrorists before they strike. Under the rubric
of TIA, DARPA is attempting to develop three categories of
tools—language translation, data search and pattern recogni-
tion, and advanced collaborative and decision support tools.
The research conducted under TIA will provide the tools for ob-
taining information pertaining to activities of terrorists, and if
connected together, this information could alert authorities be-
fore terrorists' plans are carried out. While the research to date
is promising, TIA is still only a concept. 

Development of these anti-terrorism tracking tools would allow
the agencies to better execute their missions. TIA does not plan
to create a gigantic database. Further, TIA has not ever col-
lected or gathered and is not now collecting or gathering any
intelligence information. This is and will continue to be the re-
sponsibility of the U.S. foreign intelligence/counterintelligence
agencies, which operate under various legal and policy restric-
tions with congressional oversight. This technology develop-
ment program in no way alters the authority or responsibility of
the intelligence community. Furthermore, TIA has never col-
lected, and has no plan or intent to collect privately held con-
sumer data on U.S. citizens. It is a research program designed
to catch terrorists before they strike. 

Editor’s Note: This information is in the public domain at
http://www.defenselink.mil/news.
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whole series of things—and you’ll
have copies of this when it’s signed—
of all the things that we want you to
incorporate in your processes that are
important to us. 

And we lay out in the instruction: Here
is a series of milestones. We want you
to do Milestone A, Milestone B, Mile-
stone C, and here are some criteria to
how you should enter these various
milestones. And we’re interested in spi-
ral development, and we’re interested,
again, in proper pricing, we’re interested
in reducing risk, we’re interested in the
technology plan. 

So it’s prescribing what we want you to
do, but not the recipe of how to do it.
And that’s what was happening in the
old series—the 250 pages. We were giv-
ing them gory details about how to do
something, and nobody was reading it.
I read something the other day, an arti-
cle that said, “Well, the new series re-
ally doesn’t do anything different.” And
I said, “Well, how do you know? No-
body’s ever read it.” You have to com-
pare the two to understand the differ-
ence.

Q
In the proposed numbers for the fiscal
year ’04 and ’05 budgets, I notice there
is a decrease for DISA procurement by
several hundred million dollars, and there
is an increase by ’05 for something like
600 (million) or $700 million in pro-
curement funds for the OSD. What cor-
relation is there between this shift in num-
bers? It’s almost an equal number.

A
I don’t know whether DISA [Defense
Information Systems Agency] had
bought something in ’03, [decided] they
weren’t buying it in ’04, and therefore
the numbers went down. Is it for pro-
curement? I just don’t know. 

Q
It’s specific to procurement. And just to fol-
low up on that, an analyst from the Cen-
ter for Strategic and International Studies
surmised that possibly this is related to ef-
forts over the years to centralize buying
power in DoD.

A
No. In fact, it’s just the opposite. My pro-
posal is to decentralize buying out of
the OSD. Our job in OSD is to provide
policy and guidance and not to manage
programs. And what was happening
was, everything that was a joint [pro-
gram] and they didn’t’ want to give it to
the Service, they were giving it to my
office, and I was having to manage al-
most $2 billion worth of effort a year.
We are the wrong people to manage
things like that. It needs to get back to
people who have the management skills. 

Q
As it’s currently worded, the Wyden Amend-
ment, if that were adopted, how would that
impact the development of TIA? 

A
Again, I’m trying to avoid getting into
this big debate.

WWyynnnnee::  We’ve seen so many versions
of it. But what it would do is simply re-
quire more reporting to Congress over
the activities that are in place now. And
I think while we want to share as much
as we can with the Congress, especially
on this sensitive issue, we really don’t
think it merits that kind of day-to-day
oversight. So what we are trying to do
is work with the Congress, in fact, to
point out to them that with this kind of
resolution, with the inside board and
the outside board, we are instituting the
kind of oversight that in fact they wanted
us to.

Q
You talk about the Navy family of ships.
The Navy is trying to push the littoral com-
bat ship, and get it fast as they can. And
Ronald O’Rourke and some of the outside
analysts have said the Navy has not done
the analysis to determine whether this is
the proper ship to be doing the kind of mis-
sions it’s being sent to do.  You seem to have
signed off on this as a program, and you’re
normally a little more calculating about re-
quiring analysis on how these things pro-
ceed. 

A
No. Let me clarify. I don’t know what
the littoral combat ship looks like ei-

ther, and neither does the Navy. But the
concept of a smaller combat ship that
you can afford more of, and one better
designed to handle the littoral areas—
that is a direction which we’ve all signed
up to in the Defense Planning Guidance
and the Quadrennial Defense Review as
something that’s necessary. We don’t
want this ship to be so big that we can’t
buy very many of them. We want them
to have a lot of capability. And what it
looks like is yet to be determined. That
process is ongoing in the Navy, and
when we get to the point where we have
to enter into Milestone A and Milestone
B, we will have all those answers. Oth-
erwise, we can’t go into those milestones. 

Q
Yes, but if they want to buy the first ship in
’05, from a standing start of just months
ago, and have the first ones in the fleet in
’07—I know you guys are trying to speed
things up, but can you do it that fast? 

A
I will be a skeptic, again, on this one. It
has to be proven to me that we can do
it that fast. 

Q
The F-22 question: you said very crypti-
cally that if the test program appears to be
recovering —[Dov] Zakheim [the DoD
Comptroller] alluded to this the other day—
what are some of the benchmarks of re-
covery? 

A
What was happening was we didn’t have
spare parts, and we didn’t have airplanes.
The test points—we have a drawdown,
a number of test points—and you can
[drawdown] to where you get to the
point where you enter into OT&E (Op-
erational Test and Evaluation). We
weren’t going down that slope as fast as
we would like.They’ve reenergized it,
and now we’re coming down that slope
faster than we were before. It looks like
we can meet the schedule, provided
those test points can be flown as rapidly
as they say. And it looks like they can. 

The other part of it was the avionics
package, and that was a question of two
things. One is reliability. When you turn
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it on, what’s the probability it’s going to
work? And then once they turn it on
and it’s working, how long does it stay
working? Those two are called reliabil-
ity and basically sustainability or sta-
bility. We were having some problems
there—the reliability coming on was
down, and it didn’t run very long be-
fore they had to reboot it. And that was
causing us some problems in the soft-
ware package.

Reliability and the stability numbers now
seem to be on the rise, which gives us
some confidence that the thing will
work. 

Q
How many more months do you want to
see the trend rise before you declare a suc-
cess? 

A
Well, I think the key to that is to have
a certain number of points done, and
the avionics package stability at a point
where we can start operational test and
evaluation. That is in the summer pe-
riod—I’m going to say July/August pe-
riod. They have to have so many down
to where they can enter into it with a
production representative airplane to
start OT&E. 

Q
A question about the Marine Corps in the
upcoming ’04 budget cycle. There’s a big
study underway now about expeditionary
warfare and forcible entry. The Navy looks
like it’s made some decisions to delete some
research and development funding out of
the AAAV [Advanced Amphibious Assault
Vehicle] program. And you yourself have
considerable questions left from the V-22
[Osprey] episode. Does all of this add up to
essentially a major review getting under-
way now of the whole Marine Corps mod-
ernization process and where they’re
headed?

A
Yes, the study is a review of forcible
entry, and that is a question of what do
you mean by forcible entry? Does that
mean going across the beach? Going
over the beach? What does it mean
about the equipment carried [by] the

Marine Corps and the Navy to the
beach? All of that is under review, and
it could, in fact, have an impact upon
modernization and the direction we take
for the future, very definitely. That’s why
we have it underway. 

Q
I wanted to ask you a question about Joint
Strike Fighter costs. One of the benefits of
having international partners in the pro-
gram is that U.S. buys are reduced; foreign
buys could offset the price difference that
usually comes along with that. The inter-
national partners in the program so far
have expressed interest in the Air Force
STOVL version of the plane, not the Navy’s
carrier version—the version that’s being
cut by the Navy at this point. What’s the
cost effect of that going to be? And does that
affect just the Navy or all the Services?

A
First of all, I have no idea how many
airplanes we’re going to buy in Joint
Strike Fighter in the year 2020, which
is when all of this occurs. But the unit
cost numbers, in spite of the reduction,
are holding the goal we set for ourselves;
roughly for the conventional airplane,
$37 million a copy in FY ’02 dollars.

The carrier version is a little more ex-
pensive because it has to carry more
weight and some leading-edge flaps and
things like a bigger wing to make sure
it can operate with the right attitude.
And that number’s around $47 million.

And the STOVL version, strangely
enough, is actually less—it’s only $46
million in current estimates.

Those [numbers] are holding. And it
is very important that we keep that af-
fordability number. And if we can get
any additional international sales in our
purchase beyond the roughly 2,600
that we plan for the U.S. and U.K., then
those costs will come down even fur-
ther. 

Q
I’m not trying to draw you into a debate,
but I’d like to ask the question, can you tell
us how much money has been spent, of
whatever funds may be available, on this
[Total Information Awareness] research and
its components so far today? 

A
I can tell you what’s in the budget. I can’t
tell you precisely how much today we’ve
spent. We had $10 million for this pro-
ject in FY ’03. The project for the pres-
ident’s budget is $20 million in FY ’04. 

Q
And the contracts have not been let, or have
they been let? 

A
There are some contracts that have been
let for people to work on this. I don’t
know which ones they are. 

Thank you all for coming today.

F-22 Raptor
Photo courtesy The Boeing Company



Five New Business 
Initiatives Approved

The Department of Defense announced
today the DoD Business Initiative Coun-
cil (BIC) approved five initiatives that

will improve business practices and
processes across the Department. 

The approved initiatives focus on various
requirements and processes and will posi-
tively affect business applications within the
DoD. They include:

• Initiate discussions with the Office of
Management and Budget and the Con-
gress on revisions to scoring rules on cap-
ital leases (e.g., lease to own), so that bud-
get authority and outlays are scored in
ways more similar to commercial ac-
counting practices.

• Study successful Share-in-Savings pro-
jects and use this research to develop leg-
islative proposals to expand this proven
technique.

• Review the joint travel regulations to ob-
tain more parity between civilian and mil-
itary travel practices and leverage best
business practices to obtain volume dis-
counts on commercial lodging.

• Work with the DoD Policy Board on Fed-
eral Aviation to improve personnel as-
pects of the military air traffic control
process.

• Propose legislation that permits the full
cost of travel to be charged to the appro-
priation current when the travel begins. 

The benefits from the BIC-approved initia-
tives include streamlined business processes
that will enable DoD military and civilian
personnel to make better use of their time,
the opportunity to avoid unnecessary costs
in several functional areas, and the possi-
ble return of some Service personnel to de-
ploying units. Several of the proposals re-
quire legislation prior to implementation
and realization of any efficiencies. 

The BIC was launched in July 2001 to im-
plement bureaucracy-reducing and/or
money-saving opportunities in the business
practices of the Department of Defense,
which is core to Secretary Rumsfeld's
broader “Battle on Bureaucracy” campaign.
The council is presided over by Under Sec-
retary of Defense for Acquisition, Technol-
ogy and Logistics Edward C. “Pete” Aldridge
and is composed of high-level military and
civilian personnel. 

In approving the latest round of BIC initia-
tives, Aldridge noted, “the BIC will continue
to bring good ideas forward for considera-
tion. For the Department's business
processes to improve, leadership must use
teamwork and gain continued support and
participation from the entire workforce.” 

EEddiittoorr’’ss  NNoottee::  This information is in the
public domain at http://www.defenselink.
mil/news.

IMMEDIATE RELEASE Jan. 29, 2003
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Ward is stationed at the National Imagery and
Mapping Agency, Reston, Va. He is the Contracting
Officer’s Technical Representative for a tactical im-
agery dissemination system called BRITE. He is
Level I-certified in Test and Evaluation and in Pro-
gram Management, and Level III-certified in Sys-
tems Planning, Research, Development and Engi-
neering.

P R O G R A M  M A N A G E M E N T

Modern Acquisition Myths
One Size Does Not Fit All

C A P T .  D A N  W A R D ,  U S A F
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Y
ou have probably heard the an-
cient story of Icarus and
Daedalus—how they built
wings with feathers and wax to
escape the Labyrinth and how

Icarus ignored his father’s warning about
flying too high. Everyone knows that
story is a myth.

You have probably heard the following
six stories too. The difference is, some
people believe these stories are true—
and that can lead to serious trouble. Like
the feathers in Icarus’ wings, the Ac-
quisition Myths described here will ul-
timately fail to support you as you fly
toward your goal.

11
TTHHEE  MMYYTTHH  OOFF  TTHHEE  MMEETTHHOODD::

““OONNEE  SSIIZZEE  FFIITTSS  AALLLL..””

First there was Scientific Management.
Later, we had Management by Objec-
tives (MBO), Total Quality Management
(TQM), Management By Walking
Around (MBWA), The Revolution In
Military Affairs, Acquisition Reform, and
a host of others. Each method had its
particular strengths, and each was re-
jected, or even vilified, when a new
school of thought entered the arena.
Today the hot topics include Spiral Ac-
quisition and Agile Acquisition. To-
morrow is sure to bring something new.

For some strange reason, some people
tend to get on the TQM/MBO/MBWA/
Spiral/etc., bandwagon and become con-
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vinced that it will work in every situa-
tion, despite the fact that none of our pre-
vious methods were foolproof or flawless.
We humans are hardwired to look for
patterns, so why we continue to miss
this pattern is a mystery. 

The truth is no particular method is ap-
propriate for every conceivable situa-
tion, program, or enterprise. To put it

plainly, one size does not fit all. These
management methods can be useful and
effective tools when applied to the sit-
uation they were designed to address,
but they quickly become useless or
counterproductive when misapplied—
and it’s not hard to misapply them.
When we believe we’ve got the perfect
method, it becomes a box instead of a
guide, and we start doing things because

“we’re following the method” as opposed
to “because it helps us reach our goals.”
This also transfers responsibility for fail-
ure away from the individual and onto
the method. If I’m doing it by the book
and something goes wrong, it must be
the book’s fault!

That is not to say methods are a waste of
time. Some of them are quite good. But
none of them are perfectly suited for
every situation—and none ever will be.
A hammer is a wonderful tool, unless
you need to cut wood. For that, you’ll
want a saw.

How to proceed? Keep in mind that any
method, formula, or process has its
strengths and weaknesses. Avoid taking
a broad-brush approach to your devel-
opment efforts, and don’t be too quick
to latch onto the latest management fad.

22
TTHHEE  MMYYTTHH  OOFF  TTHHEE  

IINNTTEERRIIMM  SSOOLLUUTTIIOONN::
““TTHHIISS  SSYYSSTTEEMM  WWOONN’’TT  LLAASSTT  LLOONNGG..””

Belief in the Myth of the Interim Solu-
tion can be dangerous and needlessly
expensive in the long run. It can lead a
Program Manager to take shortcuts and
make decisions that negatively impact
the user, because “it is only an interim
solution. We’ll do the heavy lifting later.”
The reality is, if something works, it
tends to stick around.

I once worked on a program that actu-
ally had the word “interim” in its name.
That was several years ago, and as far as
I know it is still in use. The problem was,
the darned thing worked! It met the
user’s need, inexpensively and simply—
so developing the real solution was put
off and its funding was diverted else-
where. Fortunately, we did it right the
first time, and our stop-gap capability
became a real asset. The truth is, it
wasn’t a problem at all—other than the
fact that we were still calling it an in-
terim solution.

How to proceed? Gold-plating every sys-
tem is not the answer. Some systems are
truly temporary and disposable—just
not very many of them. Program Man-
agers and designers need to keep in

Whether or not

Icarus actually

plunged into the

Mediterranean

Sea one sunny day,

his story has an

important lesson

for today’s

acquisition

community. His

death is a

metaphor for the

danger of pride—

he trusted his

own judgment

and flew too

close to the sun. 

It wasn’t

exuberance or

carelessness that

brought Icarus

down. It was

arrogance.
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mind that a system’s lifespan will most
likely exceed our expectations. We need
to be cautious about cutting corners and
taking a “we’ll fix it later” attitude. In a
“pay me now or pay me later” scenario,
the upfront payment is often signifi-
cantly smaller than the bill you’ll receive
down the road. In other words, it’s usu-
ally better and cheaper to do it right the
first time than to do it over.

The point is, systems sometimes remain
operational longer than the developers
expect. Just look at the 40-year-old
B-52, which is projected to remain in
operation until 2037 (or longer?). I won-
der how its development might have
been different (and how much money
could have been saved) if we’d suspected
how long it would last.
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TTHHEE  MMYYTTHH  OOFF  

RREEQQUUIIRREEMMEENNTTSS  CCRREEEEPP::
““RREEQQUUIIRREEMMEENNTTSS  CCRREEEEPP  IISS

BBAADD  AANNDD  AAVVOOIIDDAABBLLEE..””

Some acquisition programs manage to
avoid any significant requirements creep
through a variety of approaches. Not
that they should, but some do.

Here is why a little “creep” is a good
thing. As a development program
evolves, technology advances—often in
unexpected ways. The more time de-
velopers spend with users, the better we
understand their needs, wants, and ex-
pectations. That combination—in-

creased understanding and improved
technology—often leads to the conclu-
sion that the system’s requirements need
to be changed or expanded. That is not
a bad thing, and it shouldn’t come as a
surprise. 

This type of requirements creep is there-
fore largely unavoidable and highly ap-
propriate. If both technology and our
understanding of users needs improve
over time, it makes sense to count on
and plan for the inevitable expansion of
system requirements. Problems arise
when users recognize the need to ex-
pand or change the requirements, while
the developer remains focused on the
original baseline. Another problem sur-
faces when new requirements are added
without a corresponding increase in
funding. These problems are largely self-
inflicted and essentially avoidable. 

The Spiral Acquisition model is well
suited to solve these problems, and it
does so admirably. Users receive new
capabilities sooner than in a traditional
approach, and as technology develops,
they receive incremental improvements
to the capabilities. Ideas that once would
have been labeled requirements creep
now can be folded into future spirals.

How to proceed? Rather than fighting
requirements creep or seeing it as a nec-
essary evil, PMs should smile and in-
clude it in their original plans, budgets,
and schedules. The Spiral Acquisition

model, while not suited for all situations
(see Myth No.1), gives planners, devel-
opers, and managers a flexible road map
for such planning. Remember, it is only
requirements creep if we didn’t see it
coming, and there is no good reason to
be caught off guard.
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TTHHEE  MMYYTTHH  OOFF  TTHHEE  CCOONNOOPPSS::

““WWEE  KKNNOOWW  HHOOWW  TTHHEE  SSYYSSTTEEMM
WWIILLLL  BBEE  UUSSEEDD..””

While painting my living room walls re-
cently, I used a flathead screwdriver to
pry the lid off the paint can. When I was
done, I used the butt end of the screw-
driver to pound the lid back on. Prying
and pounding are outside the scope of
a traditional screwdriver CONOPS [con-
cept of operations], and those are not
the activities I had in mind when I
bought the screwdriver. Still, it got the
job done quite nicely, and I don’t think
I’m the only screwdriver operator who
uses it that way.

Warfighters are famous for taking a sim-
ilar approach to their tools. No matter
how experienced, educated, or intuitive
a PM might be, we can seldom foresee
all the ways our systems will be used
and changed after they are deployed.
New situations arise unforeseen, and in-
novative people play with the equip-
ment and make it do new things. Before
long, the original CONOPS becomes at
best incomplete and at worst obsolete.
For example, the American fighter jets
still fly, but these days they spend a lot
more time doing air-to-ground missions
than engaging in actual dogfights with
enemy fighter jets. I’m not sure that was
the original plan, but there’s nothing
wrong with that. It is better to have an
obsolete CONOPS and a new capabil-
ity than a solid, unchangeable CONOPS
and no innovation.

How to proceed? Aim to produce sys-
tems that are adaptable, flexible, scal-
able, reusable, modular, and interoper-
able. Keep in mind that users are
creative. We don’t always know every-
thing about how they use today’s sys-
tems, let alone how they might use to-
morrow’s. When you’re defining the
specs and requirements for the next gen-

MYTH vs.  REALITY
1. One size fits all. 1. Different situations require

different tools.
2. This system won’t last long. 2.If it works, it stays.
3. Requirements creep is bad. 3.Requirements creep is 

inevitable and good. Plan 
for it.

4. We Know the Concept of 4.Users are creative and 
Operations. innovative.

5. Development is for the 5.Hobby shops can provide
pro’s. excellent systems.

6. We can learn from 6.We seldom see the long-
experience. term results of our actions.
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eration screwdriver, try to ensure it won’t
accidentally lose any “non-spec” capa-
bilities (like opening paint cans). Ever
try prying open a can with a Phillips
head screwdriver? Sometimes losing a
capability like that can be an acceptable
trade-off. Nevertheless, it should be an
intentional trade-off, made with the full
knowledge (and preferably the buy-in)
of the users.
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TTHHEE  MMYYTTHH  OOFF  HHOOBBBBYY  SSHHOOPPSS::

““OONNLLYY  ‘‘PPRROOFFEESSSSIIOONNAALLSS’’
SSHHOOUULLDD  DDEEVVEELLOOPP  SSYYSSTTEEMMSS..””

At a recent gathering of military acqui-
sition professionals, someone bemoaned
the fact that “hobby shops” are “[pro-
viding] near-term solutions with no in-
tegration, and the folks who own those
‘hobby shops’ are reluctant to yield any
control [over the system]… because they
work.” It is interesting that anyone
would complain about small groups of
people providing systems that work. It
is even more interesting that the pro-
posed solution is to hand control over
to a second party, who probably has less
knowledge about the mission need, the
system, and the CONOPS than the orig-
inal hobby shoppers. 

The truth is users and other amateur de-
velopers are sometimes able to create
systems that work quite nicely thank
you very much, and they often do it
faster and cheaper than anyone else.
They may not know their EVM [Earned
Value Management] from a hole in the
ground, but they know what their op-
erational requirements are. The prob-
lem is their solutions might be too tai-
lored to their own situation, so the rest
of us miss out on sharing their accom-
plishment. Their lack of development
experience might cause them to make
mistakes that a Level III acquisition pro-
fessional wouldn’t. This is exactly where
the professionals should come in. Rather
than trying to wrest control away from
successful amateurs, we should come
alongside them and share our profes-
sional expertise. There is a word for that
type of behavior—teamwork.

How to proceed? As Chief of Staff of the
Air Force Gen. John Jumper recently

pointed out, “there needs to be over-
sight and standards, not standardiza-
tion.” In other words, standards are
tremendously useful and important, but
standardization misses the point. Inte-
gration is often a vital requirement, ex-
cept when it isn’t. What we often lack
is not external control over hobby shops,
but clearly defined and well-understood
standards. The professional acquisition
community should let the hobby shop-
pers keep doing their thing—dreaming
up and developing systems that work.
Our job should be to join their teams
and help them understand that wax
melts if they fly too close to the sun, and
feathers get heavy if they fly too close
to the sea. Maybe they could try using
aluminum. 
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TTHHEE  MMYYTTHH  OOFF  LLEEAARRNNIINNGG  

FFRROOMM  EEXXPPEERRIIEENNCCEE::  
““WWEE  DDIIRREECCTTLLYY  EEXXPPEERRIIEENNCCEE  

OORR  OOBBSSEERRVVEE  TTHHEE  
CCOONNSSEEQQUUEENNCCEESS  OOFF  OOUURR  AACCTTIIOONNSS..””

Experience is an excellent teacher—per-
haps the best teacher around. That does-
n’t mean we always learn the right things
under its guidance. In today’s defense
acquisition environment, we often have
five-year development programs man-
aged by people on two-year assign-
ments, spending one-year money. Mil-
itary personnel like myself, often can’t
stick around long enough to observe
firsthand the long-term outcomes of our
decisions. Experience is an excellent
teacher, but it is hard to learn from ex-
perience if you’re not there. 

Peter Senge made this same point in his
book The Fifth Discipline. As he explains
what he calls “the delusion of learning
from experience,” he points out that we
do not directly experience the long-term
consequences of many of our most im-
portant decisions. Cause and effect are
not closely related in time and space,
making it nearly impossible to draw
proper conclusions and learn proper
lessons. He also points out that many
of today’s problems come from yester-
day’s “solutions.” Why? Those solutions
are often based on things we think we
learned from experience. We are learn-
ing from experience all right, but some-

times we’re learning the wrong lessons
because our experiences are not always
what we think they are. 

How to proceed? We can learn from
other people’s experiences, we can study
history, and we can seek out the deci-
sions and actions of past years, watch-
ing for causal relationships with today’s
lessons and challenges. We should also
recognize the role that intuition, insight,
introspection, and innovational urges
can play. Remember, it is very difficult
to directly observe all the implications
of our own actions. For that reason, it
is important to cast a jaded eye on the
short-term conclusions we are tempted
to draw. Keep in mind that the final
chapter has yet to be written.

Acknowledging Our Limitations
Whether or not Icarus actually plunged
into the Mediterranean Sea one sunny
day, his story has an important lesson
for today’s acquisition community. His
death is a metaphor for the danger of
pride—he trusted his own judgment in-
stead of listening to his father’s wise
counsel. He flew too close to the sun. It
wasn’t exuberance or carelessness that
brought Icarus down. It was arrogance.
And arrogance lies at the core of these
six myths as well. 

If we want to avoid sharing Icarus’  fate,
we need to steer clear of his flight path.
In contrast to the myths described here,
the truth is we have not discovered the
perfect management or acquisition
method, and we never will. We do not
know everything about how our sys-
tems will be used or how long they will
last. We have not defined all our re-
quirements perfectly up-front, and we
do not directly experience the conse-
quences of some of our most important
decisions. We may be highly educated
and highly experienced, but we are also
highly human. If we’re not humble
enough to acknowledge our limitations
and smart enough to act accordingly, we
will probably end up all wet, just like
Icarus.

EEddiittoorr’’ss  NNoottee:: The author welcomes
questions or comments on this article.
Contact Ward at WardD@nima.mil. 



Pentagon Plans Heavy
Investment in UAV Development

S G T .  1 S T  C L A S S  D O U G  S A M P L E ,  U S A

W
ASHINGTON, March 18, 2003—
The Defense Department today
unveiled a billion dollar roadmap
for Unmanned Aerial Vehicles

(UAVs) during the next 25 years. Plans call
for developing joint interoperable UAVs that
are capable of everything from surveillance
to air strike. 

“The roadmap provides those high-priority
investments necessary to move UAV capa-
bility to the mainstream,” said Dyke Weath-
erington, Deputy of the UAV Planning Task
Force in the Office of the Secretary of De-
fense, at a DoD press briefing today. “The
potential value UAVs offer ranges across vir-
tually every mission area and capability of
interest to DoD. The roadmap identifies
those key technology areas that we think
are right for investment.” 

The Pentagon has made UAV weapon sys-
tems a priority. Defense Secretary Donald
Rumsfeld, who strongly supports the UAV
program, has pushed UAVs as one way to
transform the military. 

Today, about 90 UAVs support military op-
erations around the world, and the De-
partment has them standing by for poten-
tial use over Iraq. 

By 2010, according to the roadmap report,
DoD hopes to increase its UAV inventory
to about 350. And the Department plans to
increase that to more than a thousand in
the outyears, according to Weatherington. 

RELEASED March 18, 2003

Deputy for the Unmanned Aerial Vehicles Planning Task

Force, Office of the Secretary of Defense, Dyke Weath-

erington briefs reporters on the UAV Roadmap report

during a Pentagon press conference on March 18,

2003. The UAV Roadmap outlines development of un-

manned aircraft for the next 25 years. 

DoD photo by Helene C. Stikkel



From 1991 to 1999 the Pentagon invested
about $3 billion in UAV projects. That is
projected to rise to $10 billion from today
through 2010, according to the latest DoD
Unmanned Aerial Vehicles Roadmap 2002-
2027 report. 

The Air Force's Predator UAV proved its
military capability flying reconnaissance
missions in Bosnia, and was credited with
taking out one of Al Qaeda's top lieutenants
in Afghanistan with a Hellfire missile. 

Besides Predator, the military services are
developing other UAV platforms. For ex-
ample, the Air Force has another UAV called
Global Hawk. The system is completely
computer-operated and can be used for
long-term surveillance. The high-flying
Global Hawk currently carries photo re-
connaissance equipment, but production
versions of the system will carry electronic
intelligence gathering materials. The Global
Hawk can stay airborne for 32 hours.

The Army has developed the Shadow 200
tactical UAV. The Army also has the Hunter
UAV, and both are primary surveillance
UAVs and relay video in real time. 

Meanwhile, the Marine Corps has devel-
oped Dragon Eye, a small, hand-launched
UAV that can give leaders a snapshot of the
battlefield, and it plans to make improve-
ments to the Pioneer UAV developed by the
Navy. The Pioneer was used in the 1991
Gulf War. 

The Navy is developing Neptune, which
can drop small payloads and the X-46/X-
47, a large autonomous unmanned combat
aerial vehicle that has a 34-foot wingspan.
The system will be initially built for tacti-
cal surveillance, but the Navy envisions it
one day becoming a strike system. 

Weatherington said that UAVs offer a unique
advantage for military leaders because they
can conduct dangerous missions without
the risk of human life. UAVs will soon have
the capability for reconnaissance in areas
possibly contaminated with biological or
chemical agents or suppress enemy air de-
fenses, or provide deep strike interdiction,
he said. 

EEddiittoorr''ss  NNoottee:: This information is in the
public domain at http://www.defenselink.
mil/news.

Predator Unmanned Aerial Vehicle
DoD Photo
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The Reliability Analysis Center 
A Program Manager's Resource

N E D  C R I S C I M A G N A
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T
he Reliability Analysis Center
(RAC) provides reliability, main-
tainability, quality, and sup-
portability (RMQS) resources
and services to program man-

agers, the Department of Defense, the
military services, other government
agencies, and industry. The RAC is one
of 13 Information Analysis Centers
(IAC) sponsored by the Defense Tech-
nical Information Center (DTIC). The
RAC, and indeed the IAC program as
a whole, can help program and project
managers:

• Cope when short-staffed.
• Analyze large quantities of available

information in a particular subject
area.

• Ensure that any previous research is
considered in their system design.

• Find information from analogous sys-
tems for their new systems.

• Search for applicable, and establish
contact with, leading researchers and
scientists in a particular field.

The RAC facilitates the cost-effective im-
plementation of RMQS throughout all
phases of a product's or system's life
cycle. 

Support for Program Managers
and Military Acquisition
RAC provides support to the defense
acquisition community in general, and
program managers specifically. Since its
creation in 1968, the RAC has worked
for a wide range of organizations in the
public and private sectors. Our work
for acquisition programs includes 
developing reliability programs, con-
ducting selective reliability analyses, de-
veloping traditional reliability and ac-

celerated life tests, witnessing testing on
behalf of the government, developing
requests for proposals, and assisting in
source selection.

For fielded systems, the RAC focuses on
improving the availability of fielded sys-

tems. These projects include working
with the Navy Depots to improve their
overhaul process; with the U.S. Army
Power Reliability Program to increase
the availability of Command, Control,
Communications, Computers, Intelli-
gence, Surveillance, and Reconnaissance
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facilities; and with the U.S. Air Force
Warner Robbins Air Logistics Center to
improve the readiness of electronic
countermeasure pods.

By working for a wide range of cus-
tomers, the RAC is able to transfer
lessons learned and best practices from
one industry to another, and between
the commercial and government sec-
tors.

How does the RAC support program of-
fices? Here are just a few examples.

• A Navy program office program ana-
lyst needs information on environ-
mental stress screening for a cost-ben-
efit analysis. She calls the RAC. Within
a few hours, she has the necessary in-
formation—and at no cost. 

• A logistics engineer in an Army pro-
gram office is looking for commonly
used and new methods for predict-
ing basic system reliability. He sends
an e-mail to the RAC and receives a
reply with the information by the end
of the day. 

• A logistics analyst with an Air Force
Program Office is trying to find a stan-
dard factor by which to reduce a con-
tractor's failure rate predictions that
will be used to determine how many
initial spares should be purchased. He
faxes his inquiry to the RAC and is
called the next morning by the RAC
engineer who gives him the answer
to his question.

• A program office needs support to
evaluate a reliability growth test pro-
posed by the prime contractor and to
monitor the management of the
growth process. Lacking the experi-
enced staff to do these long-term tasks,
the program office quickly gets the
RAC to work without going through
the competitive contract process.

The Reliability Analysis 
Center is an IAC
The RAC is an Information Analysis
Center (IAC). The IACs are government
organizations regulated by DoD Direc-
tive 3200.12; DoD Scientific Technical
Information (STI) Program, dated
Feb.11, 1998; and DoD Instruction
3200.14, Principles and Operational Pa-

rameters of the DoD Scientific and Tech-
nical Information Program, dated May
23, 1997. The Office of the Secretary of
Defense, Director of Defense Research
and Engineering provides policy over-
sight of the IACs. Administrative and
operational management is provided
through the Defense Information Sys-
tems Agency by the Defense Technical
Information Center (ATTN: DTIC-AI),
8725 John J. Kingman Road, Ste. 0944,
Fort Belvoir, VA 22060-6218. Appointed
Contracting Officer Technical Repre-
sentatives (COTRs) from technical host
organizations provide technical man-
agement for the IACs.

A primary customer of the RAC and all
the IACs is the military acquisition pro-
gram manager. IACs have scientists, en-
gineers, and information specialists ex-
perienced in specific technical areas to
help program offices locate, analyze, and
use STI. The IAC staffs establish and
maintain comprehensive knowledge
bases, including historical, technical,
scientific, and other information col-
lected throughout the world and perti-
nent to their respective technical com-
munities. They also collect, maintain,
and develop analytical tools and tech-
niques, including databases, models,
and simulations. Program and project
managers can capitalize on the specific
skills of their staff and maximize their
tight budgets by calling on the unique
and specialized skills of the IACs. The
IACs can provide managers with af-
fordable short- and long-term technical
services. 

The RAC provides technical expertise
and information in the engineering dis-
ciplines of RMQS and facilitates their
cost-effective implementation through-
out all phases of the product or system
life cycle. Reliability is an aspect of sys-
tem performance that affects mission
success, system availability and readi-
ness, support costs, mobility, and sys-
tem effectiveness. Designing for main-
tainability ensures that systems can be
safely, economically, and efficiently kept
in operating condition. 

Quality is and has long been an impor-
tant aspect of manufacturing, installa-

tion, and other processes. Supportabil-
ity considers the overall infrastructure,
resources, and investment needed to
support a system over its operational
life. 

The RAC is operated by Alion Science
& Technology and is located in Rome,
N.Y. Patrick Hetherington is the RAC
Director. The COTR for the RAC is
Richard Hyle, who is with the Air Force
Research Laboratory, Information Di-
rectorate in Rome, N.Y.

A Steering Committee with voting mem-
bers from the military services and from
DoD provides guidance to the RAC.
George Desiderio, Deputy Director, Sys-
tems Engineering, Office of the Under
Secretary of Defense (Acquisition, Tech-
nology and Logistics/Interoperability) is
the Chair of the Steering Committee.

The RAC Supports the Program
Manager in Many Ways
At the beginning of this article, we listed
ways in which the RAC supports Pro-
gram Offices and Program Managers.
The examples given generally fall into
two categories: technical support and
consulting services. 

Technical Support
Program managers have free access to
eight hours of technical support. Tech-
nical solutions may be only a telephone
call or e-mail message away. To provide
quick, accurate answers we call on our
staff or extended expert network, con-
duct bibliographic searches of our more
than 70,000 references in the Reliabil-
ity Analysis Center library, and draw
upon our experience and other techni-
cal sources. 

Consulting Services
For more extensive technical needs that
go beyond our free technical support,
program managers can quickly, without
the need for a competitive award, get
the RAC working as a member of the
program office team. When a more de-
tailed answer than can be provided using
the RAC's Inquiry Services is needed,
RAC can supply both short- and long-
term consulting help (on-site when nec-
essary) to satisfy your needs. 
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In addition to technical support and
consulting services, the RAC provides
three other key services.

Training Services
RAC presents training courses in virtu-
ally all aspects of reliability, maintain-
ability, and quality in both open regis-
tration and on-site formats. Courses can
be tailored to meet specific user re-
quirements. Courses stress proven ap-
proaches and techniques for the de-
signer, analyst, and manager. The RAC
teaches about 1,000 public and private
sector students each year. 

Publications and Tools
RAC offers more than 50 authoritative
publications on reliability, maintain-
ability, quality, and supportability as well
as software tools to help you design,
build, and support effective systems and
products. The RAC develops a wide va-
riety of publications in the following cat-
egories:

• Analysis and Application Guides
• Commercial Practices
• Data Books
• Quality Improvement
• Reliable Application of Components
• Software Products.

The RAC develops these products lever-
aging the experience and knowledge
that its staff gains in conducting a wide
range of projects for our government
and industry clients. 

Current Awareness
The RAC can help the technical staff of
a program office to stay abreast of the
latest news, advances in reliability, and
the other assurance disciplines.

RAC JOURNAL

The RAC publishes a free quarterly tech-
nical journal containing articles cover-
ing engineering advances, policy and
standards activities, technology appli-
cations, and upcoming events. The focus
is on practical knowledge that can be
applied to improve RMQS.

START Fact Sheet
The RAC publishes a series of Fact
Sheets, available at no charge, entitled

Selected Topics in Assurance Related Tech-
nologies (START) intended to “start” the
reader's knowledge in a specific techni-
cal subject area. 

World Wide Web Access
Users can obtain information on related
Web sites (including training, software
tools, standards, etc.), conduct online
searches of the RAC library, download
free copies of the RAC Journal and START
Fact Sheets, check the Calendar of
Events, access useful tools free of charge,
and order products.

Program Managers Have
Access to RAC Resources
The RAC has more than 60 engineers
and technical staff members to support
its clients. In addition to our strong tech-

nical staff, we have access to more than
1,700 other technical staff members. 

Subject Matter Experts
The RAC has a network of subject mat-
ter experts (SMEs) to supplement its
own staff. In nearly all cases, subject
matter experts provide a response gratis.
Our SMEs include individuals from
academia (e.g., Penn State and Rutgers),
industry (e.g., ReliaSoft and JBF), and
consulting (e.g., Wayne Nelson for ac-
celerated life testing).

Data
RAC is a worldwide renowned source
of reliability data. It maintains extensive
quantitative and qualitative databases
on components, assemblies and, most
recently, systems, and makes the data
available through several data products.
Data is collected from numerous in-
dustry and government test and field
sources and is updated on a continual
basis. 

The RAC created and manages the Data
Sharing Consortium (DSC). The DSC
compiles and disseminates data on parts
and systems, and is open to all com-
mercial, U.S. Government, and foreign
organizations. By sharing data, DSC
members save costs from the reduction
and elimination of redundant testing,
and have access to a larger base of data
with which to evaluate the quality and
reliability of parts and systems. Types of
data contained in the DSC include
screening, qualification, failure analy-
sis, and field performance of compo-
nents and systems.

Library
The RAC maintains a complete library
that includes articles, books, journals,
reports, and other technical documents
dealing with RMQS topics. Many of
these documents are in electronic for-
mat making searches and information
retrieval quick and accurate. Our li-
brarian ensures that an abstract, com-
plete with key words, is entered into our
library database for each document en-
tered in the library.

An online feature allows visitors to the
RAC Web site to search the library using
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a concept or key word. The Reliability
Analysis Center will only distribute
copies of documents for which we hold
the copyright, in accordance with copy-
right laws. In general, search results for
RAC publications will indicate RAC as
the “performing/publishing agency” or
the “source.” These RAC products can
be ordered from the RAC. 

Putting the RAC to Work for You
For government clients, the process of
putting the RAC to work is a straight-
forward and quick process. First, cus-
tomers write a task white paper with
RAC assistance. Then, the statement of
work is sent to our COTR, who ensures

that the work is within the scope of the
RAC charter, and prepares a Work Plan
and Statement of Work (SOW). After
the Work Plan and SOW have been fi-
nalized and approved, the RAC sends a
technical and cost proposal to the cus-
tomer. When all parties are satisfied with
the SOW and technical and cost pro-
posal, the customer issues a Military In-
teragency Purchase Request and the
RAC starts work. 

34 Years of Success
The RAC serves the RMQS communi-
ties with a wide range of products and
services backed by 34 years of experi-
ence and successful work. Like all the

IACs, the RAC was established first and
foremost to serve the needs of Depart-
ment of Defense and military organiza-
tions. Program managers can especially
benefit from the RAC because we are at-
tuned to defense acquisition issues and
concerns, can be placed on contract
quickly and efficiently, and have worked
on improving the reliability, availability,
and readiness of many weapon systems.

EEddiittoorr''ss  NNoottee:: The author welcomes
comments on this article. Contact him
at NCriscimagna@alionscience.com.
For more information on the RAC, go
to http://rac.alionscience.com.

DAU SOUTH REGION GAINS NEW STRATEGIC PARTNERS

T
to extend its educational strategic partner-
ships and leverage increased learning oppor-
tunities, the Defense Acquisition University

(DAU) South Region signed Memorandums of
Understanding with Drake State Technical Col-
lege and Oakwood College; and Letters of Intent
with Grambling State University, Tuskegee Uni-
versity, and Bethune-Cookman College. The sign-

ing ceremony was held at the DAU South cam-
pus, located in Huntsville, Ala., on Jan. 28, 2003. 

For more information on DAU South Region
Strategic Partnerships, contact Dr. Jerry Davis,
Associate Dean, Outreach and Performance Sup-
port, DAU South Region, at jerry.davis@dau.mil.
For more information on the DAU South Region,
visit the DAU Web site at http://www.dau.mil.

Standing from left: Dr. Legand Burge, Dean, College of Engi-

neering Technology and Computer Sciences, Tuskegee Uni-

versity; Dr. Aubrey Long, Chairman, Division of Business Ad-

ministration, Bethune-Cookman College; James McCullough,

Dean, DAU South Region; Dr. Helen McAlpine, President,

Drake State Technical College; Hank Valentine, CEO, Histori-

cally Black Colleges & Universities and Minority Institutions;

Dr. Delbert Baker, President, Oakwood College; Dr. Obadiah

Simmons, Dean, Continuing Education and Special Programs,

Grambling State University; and Army Col. Ronald Flom, DAU

Commandant.
Photo by Donald Clark



Advanced Technologies Program
Is on the Battlefield

J I M  G A R A M O N E

WASHINGTON, March 18, 2003—U.S. mili-
tary planners cannot allow chemical or bio-
logical attacks to stop operations. 

Two Advanced Concept Technology Demonstrations
(ACTDs) are helping combatant commanders con-
tinue their missions in the face of chemical and bi-
ological threats. 

The Restoration of Operations (RESTOP) ACTD and
the contamination avoidance at seaports of de-
barkation ACTD are projects that find technologies
to help keep airports and seaports open. 

“If a base gets ‘slimed,’ operations still must con-
tinue,” said Cindy Maclellan Wilson, the ACTD over-
sight executive for the two projects. 

If an enemy uses chemical or biological weapons in
a combat environment against a maneuver force,
units can avoid or go around the contaminated area.
That isn't possible with an airport or seaport. They
are fixed and the facilities to unload planes and ships
cannot be quickly duplicated elsewhere. 

The ACTDs look at ways to alleviate the problem,
better ways to quickly decontaminate areas, new pro-
cedures and concepts of operations, and new equip-
ment to allow servicemembers to continue opera-
tions. 

The RESTOPS project started in 2000. The idea was
to restore operations on airfields quickly. The De-
fense Threat Reduction Agency and U.S. Pacific Com-
mand sponsored the effort.

“Chemical-biological situations are one of the hard-
est problems we try to handle,” Wilson said. “We
took a look at what concepts of operations and tac-
tics, techniques, and procedures were being used
and what was still needed.” 

The group conducted a technology call and received
more than 170 technologies. The sponsors held field
trials at the Army's Dugway Proving Ground, Utah,
and selected 14 technologies and five concepts of
operations they wanted to test. 

“Before the ACTDs started, if you were subjected to
a chemical or biological attack, that was the end
game—the mission degradation was significant,”
Wilson said. “If we can keep moving at all, that's an
improvement.” 

She said that unlike large acquisition programs,
ACTDs often don't have hard numerical measures
of effectiveness. “Commanders know, however, if
something improves their effectiveness,” she said.

With RESTOPS, one of the measures was sortie gen-
eration. “If your air base is contaminated, how do
you keep your aircraft moving personnel and mov-
ing equipment?” she asked. “You know what your
standard operating tempo is, so we said, ‘let's mini-
mize degradation as much as possible.’” 

The ACTD included equipment, warning technolo-
gies, decontamination technologies, medical equip-
ment, and personnel protection. Portions of the
ACTD are being rushed to the Persian Gulf. 

“One that appears to be extremely successful is the
SAFE kit—Small Area Filtration Equipment,” Wil-
son said. “These help you get fresh, clean air into a
room that would otherwise be contaminated.”

“It's a popular problem right now since everyone is
going out and buying their duct tape and plastic
sheeting,” she said. “That's actually the militarily ap-
proved way to seal a room. If you've got a room that
you need personnel working in, we cover up the
vents, cover up the windows, then in the doorway
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we put in a SAFE kit. This is a filtration system that
seals into the doorway. It lets you get fresh, filtered
air rather than getting carbon dioxide poisoning or
being contaminated by chemical or biological agents.” 

Another technology that has proved useful is the mo-
bile chemical agent detector. This is a vehicle-
mounted detection system that can detect agent va-
pors moving through an area. It can triangulate to
identify chemical agent location and type. 

Another useful tool is the RESTOPS information
management system. “Basically it's a plug-and-play
in your command-and-control system for use in a
biological or chemical situation,” Wilson said. “It
helps show which areas of the base are contaminated,
and commanders can move troops and resources as
needed to protect or decontaminate them.” 

Prior to this system, she said, commanders relied
upon grease pencils, maps, and word of mouth to
allow them to identify contaminated from unconta-
minated areas of the base and advise their troops. 

Some things don't make the cut, which allows de-
fense officials to redirect acquisition efforts and re-
sources to more promising areas.

Officials tested RESTOPS technologies and proce-
dures at Osan Air Base, South Korea, in February
2003. Some preliminary results have already been
shared with the combatant commanders. 

The time spent on RESTOPS gave the ACTD focused
on seaports a leg up, Wilson said. The Contamina-
tion Avoidance at Seaports of Debarkation [CAS-
POD] ACTD had a 2002 start and is sponsored by
U.S. Central Command. 

“RESTOPS conducted a data survey its first year and
looked at existing studies,” she said. That work was
easily transferred to CASPOD. “Because of the
groundwork, CASPOD was able to hit the ground
running.” 

Officials did a quick tabletop exercise in 2002 and
were able to put together commercial off-the-shelf
technologies quickly. Wilson received a Central
Command memo saying that the flyaway capability
CASPOD demonstrated had “significant military util-
ity.” The command asked for additional money for
the capabilities now and recommended the program
for the other combatant commanders, she said. 

Wilson said DoD sent the command the extra money
so they could immediately purchase the theater chem-
ical/biological response package. “It will be sent to
the field shortly,” she noted. The package is protec-
tion suits, test kits, personnel safety equipment, de-
tection strips, and special types of waste pumps to
handle contamination. 

The two projects also put thought into cross-conta-
mination. 

“What do you do if an airport is slimed and an air-
craft is landing with equipment you need now?” she
asked. “Can you land it? Once it's landed, who's
going to touch the aircraft to off-load it? How do you
ensure the equipment inside the aircraft hasn't been
contaminated? Is your runway now contaminated
because you have this dirty aircraft on it?” 

Seaports have to deal with similar problems and then
some. Usually, DoD hires local stevedores to offload
ships. “What's their protection [from chemical and
biological attacks]?” she said. “The problem isn't just
around your port; the chain link fence doesn't stop
it. What do you do?” 

So the ACTDs not only deal with equipment and
procedures for U.S. personnel, but also with the po-
litical realities that operations place DoD into.

Wilson said the best defense is to not get “slimed.”
But assuming it happens, the answer is to be able to
continue to operate. “These two ACTDs are among
the first to seriously look at this problem,” she said. 

EEddiittoorr''ss  NNoottee:: This information is in the public do-
main at http://www.defenselink.mil/news.
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Patnode is a Professor of Program
Management and Leadership at the
Defense Acquisition University, Fort
Belvoir, Va.

T E A M  D E V E L O P M E N T  M O D E L

Can't Get To Performing 
Without Storming

Working as a Team
N O R M A N  H .  P A T N O D E
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W
hy do some teams seem to
speed shift straight to over-
drive, produce amazing re-
sults, and have a blast
doing it, while other teams

just seem to stay permanently stuck in
park, producing nothing and going
nowhere?

As a professor teaching Program Man-
agement and Leadership in the Defense
Acquisition University's former Level III
Certification Course in Program Man-
agement—the 14-week Advanced Pro-
gram Management Course—I've
pondered this question often as
I've watched over 50 teams go
through the process of forming,
storming, norming, and per-

You know, I

always thought I

knew something

about leadership,

but despite my best

efforts, this pole is

acting just like my

program costs—no

matter what I do,

it keeps going up.
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forming. Not all of them made it to per-
forming. But many did.

So what separates the “overdrive” teams
from those “stuck in park?” The ability
to successfully storm. If you want to
reach the pot of gold, you have to fol-
low the rainbow. But the rainbow does-
n't appear until after the storm.

Team Building 
One of the most dramatic examples of
this I've seen occurred one sunny morn-
ing out on a grassy parade field. I was
facilitating a group of 12 students
through some team building exercises.
We had worked our way through aware-
ness and trust, and were taking a short
break after debriefing a challenging
problem-solving exercise the group
had just completed.

Toward the end of the break, as we
sat in the grass sharing stories and
waiting for the others to return, I
asked the six students who were

there if they'd like to try a little
“extra” exercise. Having nothing bet-
ter to do, they agreed.

Now this exercise, on the surface,
appears quite simple. I asked the six
of them to stand shoulder to shoul-
der in two lines of three, with the
two lines facing each other. I then
asked them to bend both their arms

at the elbow, and with their fore-
arms horizontal, to point at the
line of folks opposite them with
their index fingers. After reposi-
tioning a few folks slightly to put
all their index fingers in a straight
line, I placed a long, slender, light-
weight rigid pole (a thin green
tomato stake) so that it sat on top
of their fingers. After explaining
that they had to keep their index
fingers in contact with the bot-
tom of the pole at all times

(“grabbing” the pole in anyway
was against the rules—they had to
simply let it rest on their fingers),

I told them their task was to “sim-
ply” lower the pole to the ground.

I asked the group if they understood
the task, and then released my hand

from the center of the pole. The pole
immediately began to move—slowly
and steadily upward. The group was not
overly concerned by this, and indeed,
judging from their giggling and laugh-
ter, appeared to find this unexpected
turn of events amusing. Despite their
numerous conversations and best ef-
forts, the pole had soon moved from
waist level to eye level. Since this is not
a very comfortable position, I asked
them if they'd like me to reset them so
they could try again. They quickly
agreed, and with a few quick words of
encouragement from me they were off
again. Their discussions remained quiet,
calm, and extremely polite, and by now
the other six students had returned and
were watching with interest. As I ex-
plained that we had decided to do an
“extra” exercise for fun, we all watched
the pole slowly rise again to eyeball level.
At this point the participants declared
the task undoable, and asked if they
could quit and do a “real” exercise. Not-
ing to myself that this group got
nowhere near the storming phase, I
cheerfully agreed.

The full group of 12 then worked their
way through three more problem-solv-
ing exercises, each significantly more
challenging than the last. The group did
well, and really began to pull together
as a team. They had come to see each
new exercise as a “challenge,” and they
were now sharing their ideas and criti-
cizing each other's ideas fast and furi-
ously as they raced the clock to com-
plete each new challenge.

I was delighted with their progress, and
although we were nearly out of time, I
decided to return to the “lower the pole”
exercise. Since we hadn't debriefed the
earlier “failure,” I wanted to try and
squeeze some learning out of that ex-
perience.

I asked the group if they were ready for
their final challenge of the morning.
“Bring it on!!” they all chorused. They
were a bit surprised, and a little con-
cerned when I announced we'd be doing
the “lower the pole” exercise again —
after all, they'd all “seen” with their own
eyes that it couldn't be done.

Recognizing the need for encourage-
ment, I assured them that it could in-
deed be done, and asked the six stu-
dents who had not previously done the
exercise to please line up. I asked the
others to step up close and watch. After
placing the pole on their fingers and re-
moving my hand, the pole began to, you
guessed it, rise.

But it was different this time. Based on
what was said, and how it was said, it
was obvious this group was very con-
cerned about the pole moving in the
wrong direction. Without any real dis-
cussion, John and Tom both took over
and began giving instructions. When
they didn't get the results they wanted,
they began shouting directions, louder
and louder, but the pole continued to
rise.

And then it happened—the accusations.
Tom was yelling at Gary that it was all
his fault, and that he was the one mak-
ing the pole go up. Amazingly, save for
a few murmurs of protest, Gary re-
mained silent. But then John and Susan
began to yell at Gary too. “Get your act
together, or we're all going to fail be-
cause of YOU!” This was more than Gary
could stand. He exploded! Yelling at no
one in particular, but everyone at once,
he pulled his fingers down a foot below
the bar and exclaimed that it couldn't
be his *%?!* fault because he wasn't
even touching the !<*?# pole!

The best way I know to describe the in-
tensity of this moment is to tell you that
the six students who were observing
each unconsciously took two or three
steps backward. The looks on their faces
said it all.

There was a moment of stunned silence
among the participants. Trent was the
first to speak, “I think I know why the
pole's going up.”

“Let's hear it,” said Susan.

“Well, we've been told we have to keep
our fingers in contact with the bottom
of the pole, but the pole is so light that
by the time we feel the pole on the top
of our fingers, we've already moved it



P M  :  M A R C H - A P R I L  2 0 0 344

up—up off the fingers of the people next
to us. And then they do the same thing,
over and over. The pole keeps going up
and up.”

“Man, is this a cruel party joke, or what?”
interjected John, which brought a much
needed laugh to the team. (The ob-
servers were beginning to feel comfort-
able enough to step back up to the
group.) It was at this point that Tom
said, “I guess we owe Gary an apology.”
Susan and John were quick to apologize

for their earlier hasty judgments, and
Gary was graciously accepting these
apologies while confessing that only mo-
ments before he was SURE that the real
problem had been Susan, so he was just
as guilty as they were.

Then out of the blue, Cheryl made an
insightful observation. “Our fingers are
like the people on a team, only they're
not working together . . . they all know
the goal . . . but they're not working to-
gether.”

Trent piped in, “OK, so now we know
the problem—it's not to lower the
pole—it's to get our team member fin-
gers to work together.”

“How do we do THAT?” asked Susan.

It was Gary, the previously declared
“cause” of the problem, who offered the
key—communication. “We have to get
our fingers to talk to each other.”

Susan instantly shot back, “But we al-
ready tried that. We talked, and yelled,
and even cursed at each other, but the
pole still went up! I don't think talking
will work, and I really don't want to go
there again.”

“Think ‘communicate,’ not ‘talk,’” said
Trent, and with that Gary slid his fin-
gers together, capturing Susan's. Trent's
eyes lit up and he did the same, cap-
turing one of John's fingers. Gary in-
structed everyone to slide their fingers
into groups. “Look, now we have three
players on the team instead of 12—com-
munication has to be easier.” 

Tom suggested they shift to two groups
of fingers, one at each end of the pole.
Then, with quiet confidence, the group
slowly and easily lowered the pole to
the ground, their fingers “talking”
through their shared sense of touch.

There was a long moment of quiet,
hushed amazement as everyone realized
what just happened—then the whole
group erupted in loud, victorious cheers.

“Well, how many of you still think this
exercise is unsolvable?” I asked as we
stood in a circle preparing to debrief the
experience we'd just shared.

"Ah-Ha!"
“What led to success? What prevented
success in the earlier attempt? How are
these two experiences different?” We
discussed these questions at length, and
squeezed a good deal of learning out of
the experiences, but it was days later be-
fore I had the “ah-ha” that led to this ar-
ticle. I had witnessed the formation and
growth, along a very compressed time-
line, of two six-person teams. When I

Although each team is as unique as
its members, teams develop and
grow along a predictable path.

The most commonly accepted model
of team development was published in
1965 by Bruce Tuckman, and consists
of four distinct phases—Forming,
Storming, Norming, and Performing. 

Forming
This stage begins with introductions
and is typically characterized by ques-
tioning. Why are we here? What are we
supposed to do? How are we going to
get it done? It usually involves a fair
amount of apprehension. The team
members are cautiously exploring the
boundaries of acceptable group be-
havior. Individual roles and responsibili-
ties are unclear and processes have
not yet been defined. During this stage,
the team typically makes little, if any,
progress toward achieving its goal.

Storming
Conflict emerges as team members
struggle to enact their personal agen-
das and react against the efforts of
others to control them. The authority
and/or competence of individuals are
often challenged. Discussions can be-
come heated and quite emotional.
Team members try to rely solely on
their personal and professional experi-
ence and resist collaborating with most
of the other members of the team. Im-
patient about the lack of progress,
team members often argue about
what actions should be taken next and
opinions can become quite polarized.
This is usually the most difficult phase

for a team, but it's a natural and neces-
sary step. 

Norming
The team begins to experience group
cohesion for the first time. Norms
emerge as the team works through the
conflicts, and a sense of mutual re-
spect and support develops between
the team members. They begin to see
themselves not as individuals, but as
members of the team. They accept the
ground rules and their roles in the
team. The team discusses and de-
velops its processes. Enthusiasm is
high, and the team is tempted to go
beyond the original scope of its tasking.
The team may engage in fun and
social activities. 

Performing
Having gotten to know one another,
the team members understand each
other's strengths and weaknesses.
They make full use of their strengths as
they begin using their team processes
to troubleshoot, solve problems, and
make decisions. The team has a shared
vision and begins to get a lot of work
done. Disagreements still occur, but are
now resolved positively, with team
members readily making any neces-
sary changes to team processes or or-
ganizational structure. In addition to
processes and structure, the team also
spends time attending to relationships,
and team members look out for one
another. Working together as a team is
fun.

PATH TO PERFORMANCE
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fit this experience into the framework
of the forming, storming, norming, and
performing model of team development,
it's clear that the first team never grew
past the politeness of the forming stage,
while the second team clearly charged
into and through the storming phase. 

Examining the Storm
The “storm” starts in different ways for
different teams. Just as teams differ in
many ways, “storming” can begin within
a team in many different ways. It may
be as subtle as someone sitting in a dif-
ferent chair, or as unmistakable as an
explosive outburst of anger. Storming,
like the meteorological phenomenon it's
named after, comes in many forms. But
in every case, storming doesn't end until
the team addresses the needs and de-
sires of each of the team members.

When people come together to form a
team, they do so to accomplish some
common goal they can't achieve by
themselves. However, while the team
members may agree in broad terms on
the goal and what needs to be done to
get there, they each bring their own in-
dividual needs and desires with them.
At the outset the individual needs and
desires of each member remain largely
unknown to the other members of the
team. It's not until these needs and de-
sires are shared and addressed that a
team begins to coalesce and “perform.”

So why is it so hard for people to share
their needs and desires with the other
members of their team? Well for starters,
they're often strangers, so there's the real
concern of embarrassment, ridicule, or
even retribution, especially if the desires
are self-centered or not politically cor-
rect. Thus, for most people there's a sig-
nificant level of “discomfort” involved
in sharing their needs and desires. In
addition, because needs and desires, like
assumptions, are often subconscious,
team members sometimes aren't even
aware of their needs and desires, so they
don't get openly shared.

As long as the discomfort or fear re-
mains, most people will avoid openly
sharing their needs and desires. This
leads to the polite, reserved behaviors

typically seen within teams in their early
“forming” stage. But even at this stage,
“norms” are inadvertently being set
within the team. Team members begin
to sit in the same chair—“their” chair.
A few of the members begin to make
decisions and to speak for the whole
team, deciding what's to be done next
and setting deadlines. Because these
“norms” are not set explicitly—they usu-
ally happen without anyone talking
about them—they often clash with the
needs or desires of one of the team mem-
bers. When this happens, it can open
the door for the team to begin storm-
ing. But only if that team member feels
safe enough to put his or her concerns
on the table. If a team member believes
that speaking up is more painful than
living with the consequences of a pro-
posed action or decision, and chooses
to remain silent, then the team will miss
the benefits of storming.

When something does get thrown on
the table that is in direct conflict with
someone else's need—something too
painful to ignore—and the team mem-
ber speaking up still feels a bit unsure
of his or her safety, then the resulting
challenge may be a bit clumsy and emo-
tional. This can be painful (not mean-
ing blood is spilled or punches are
thrown), but until all team members
have put all their needs on the table,
and they've all been addressed by the

group, the team won't get to perform-
ing. It's necessary for a team to go
through the awkward, uncomfortable
discussions we've labeled as “storming.”
So don't be afraid of it. Encourage it. 

It’s About Trust
Storming is saying what you honestly
think, despite the risks involved. This
takes a tremendous amount of trust,
which highlights why it's so important
to spend time up-front in team devel-
opment addressing things such as
ground rules, common values, and roles
and responsibilities.

When the members of a team develop
trust in each other, they're willing to pre-
sent ideas and defend them because they
know that everyone will listen to their
ideas, think about them, and give them
honest criticism. That's the benefit. The
process of storming improves and pol-
ishes ideas by identifying and challeng-
ing assumptions, obstacles, and expected
outcomes. Better ideas result in better
solutions, and better solutions equate
to higher team performance. By “storm-
ing” ideas before implementing them,
teams can create their rainbow and fol-
low it to the pot of gold.

EEddiittoorr''ss  NNoottee:: The author welcomes
questions or comments on this article.
Contact Patnode at Norman.patnode
@dau.mil.

DFARS Transformation

The Department of Defense is kicking off a major transformation initiative to iden-
tify dramatic improvements and reductions to procurement policies, procedures,
and processes in the Defense Federal Acquisition Regulation Supplement (DFARS).

A task force, under the direction of Deidre Lee, Director, Defense Procurement
and Acquisition Policy, will consider bold changes and make proposal recommen-
dations. The task force will also develop legislative proposals for consideration by
the Congress for future changes to the DFARS.

The public is encouraged to participate in generating ideas for improvements. To
submit your proposals, go to the following Web site:

http://www.acq.osd.mil/dp/dars/transf.htm

DPAP will consider and post all ideas, but its aggressive schedule precludes
responding on an individual basis.
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Power Electronics Building
Blocks (PEBB)  Program

PEBB Bringing a Whole New Perspective to
Power Control and Distribution

J O S E P H  C .  P I F F
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T
he Power Electronics Building
Blocks (PEBB) program was a
government-sponsored research
and development program with
the vision of changing the para-

digm for designing and manufacturing
electrical high-power conversion and
control products. Since the U.S. Gov-
ernment does not manufacture prod-
ucts, success of this program would be
measured by the acceptance of the new
concept by the power electronics man-
ufacturing industry and by the various
commercial and military users of these
products. A change in the design and
manufacturing paradigm would effect
a change of emphasis from pure opera-
tional efficiency to a combination of op-
erational and design and manufactur-
ing cost efficiency.

New Power Electronics Program
Generated, Funded by ONR
The Office of Naval Research (ONR) ex-
ists to invest taxpayer dollars in pro-
grams that define basic knowledge and
exploit that knowledge to develop tech-
nology options that provide affordable
capabilities to the Navy and Marine
Corps. ONR pursues an integrated Sci-
ence and Technology (S&T) program
from basic research through manufac-
turing technologies. All programs are to
consider the affordability of the final
product. Research areas include ocean-
ography; advanced materials; sensors;
electronics; surveillance; mine counter-

Photo by David McLaughlin, Anteon Corp.
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measures; weapons; and surface ship,
submarine, and aircraft technologies.

The Power Electronics Building Blocks
(PEBB) program, conceived in the ONR
Ship Hull, Mechanical and Electrical
Systems Science and Technology Divi-
sion, and initiated in late 1994, included
Research and Development (R&D) of
electronics, materials, and manufactur-
ing techniques. ONR funded the pro-
gram at Anteon Corp., where the com-
pany performed program management

assistance; PEBB design, fabrication, and
testing; PEBB trade show; and PEBB
communication system design and im-
plementation work.

The primary responsibility of the ONR
Program Management Officer, after con-
ceiving the idea for the product and
achieving an indication of interest from
the user community, was to assemble a
team of R&D organizations that could
move from concept to reality in a rela-
tively short period of time. At the same

time, he had to incorporate evolving
DoD and ONR procedures into his pro-
gram plan to ensure program accept-
ability by ONR senior management per-
sonnel, who ultimately have funding
authorization authority over specific
agency research programs.

The PEBB concept requires a whole new
way of thinking about power control
and distribution. Navy procurement per-
sonnel and ship design and procure-
ment personnel at organizations that de-
sign and build our nation’s ships (i.e.,
shipyards) must be prepared to consider
these new ideas as they are readied for
implementation. Major procurement
and life cycle cost savings, and space
and weight savings were predicted after
the success of the PEBB program.

Assembling a Team
To most quickly achieve this new way
of thinking, we began educating the ap-
propriate personnel as soon as practi-
cal. We also began preparing the PEBB
program products for Fleet implemen-
tation by developing prototype demon-
strations of predicted shipboard equip-
ment as quickly as possible.

A relatively large team was assembled
that included academia, a Navy labo-
ratory, Federal Government laborato-
ries, industrial manufacturers, and sys-
tem integrators for commercial and
military customers (Figure 1). Together,
they tackled the management chal-
lenges of implementing PEBB using
several available techniques, including
electronic communication and collab-
oration, definition of an open archi-
tecture, public demonstration of in-
terim product, and technology review
workshops.

Additionally, the policies and procedures
of ONR dictated schedule challenges
that had to be addressed. The PEBB pro-
gram was the first Concurrent Engi-
neering S&T program undertaken at
ONR, as well as the first S&T program
to initiate Integrated Product and Process
Development (IPPD) procedures under
the then new Department of Defense
Directives issued by the Secretary of De-
fense in 1995.

The Power
Electronics

Building Blocks
(PEBB) program

fabricated a
special, lower-

power
demonstration unit

that could be
demonstrated at

trade shows.
Employing the

latest technology,
the demonstration
unit could operate
on single-phase,

220V input power.
At each show, we

continued to
demonstrate

increasingly varied
and sophisticated
types of electrical

loads powering
practical operating

systems.



P M  :  M A R C H - A P R I L  2 0 0 348

Terry Ericsen, ONR PEBB Program Man-
agement Officer, has stated that under-
taking the management of a program
implementing these new directives in a
pervasive, highly aggressive technology
program has been the greatest challenge
of his career.

This article will address the manage-
ment issues encountered during prose-
cution of the PEBB program.

Market Information
Commercial and military organizations
have been moving toward using elec-
trical energy as the universal medium
for transport of energy for several years.
The concept of energy transport using
electrical wires rather than by mass
transport using steam, air, or other flu-
ids in factories and in air, land, and sea
vehicles offers many advantages, in-
cluding reduced piece parts, ease of con-
trol, and minimized wear. The end re-
sult is the potential for a substantial
increase in performance and a reduc-
tion in ownership cost of the end prod-
uct. 

The Navy has performed many studies
of the benefits of employing more elec-
tric systems on ships, and concluded
that both fabrication and operational
benefits accrue. Additional cost bene-
fits accrue if products have both a com-
mercial and military application.

A primary enabling technology for the
entire range of “more electric” applica-
tions is the rapid evolution in the field
of power electronics (Figure 2, p. 49).
A family of power electronics devices
allows the production of power man-
agement modules that can handle all of
the electric power control and conver-
sion functions required to move power
from the generating and storage sources
to the ultimate loads. Consumers pur-
chase the added value of electrification
of our world in products such as auto-
mobiles that now, more often than not,
incorporate electric windows and door
locks. The PEBB program was initiated
in recognition of the opportunities for
cost reduction in power electronics by
exploiting and improving emerging de-
vice technology (especially solid-state

power devices), packaging concepts,
and circuit topologies.

The mission of the PEBB program was
to design, develop, and demonstrate
Power Electronics Building Blocks for
commercial and military applications.
The PEBB concept was to convert from
complete system designs for each ap-
plication—the clean sheet of paper ap-
proach—to a system design achieved
by selecting from a small set of stan-
dard modules, i.e., a modular design
approach. A PEBB was defined as a uni-
versal power processor that changes
any electrical power input into any de-
sired form of voltage, current, and fre-
quency output (Figure 3, p. 50). Con-
sidering the wide range of power
handling requirements, a family of de-
vices was expected.

ONR was the developer and primary
sponsor of all PEBB and PEBB-related
R&D. Commercial applications include
electric automobiles, utility distribution
systems, motor controllers, and alter-
native (e.g., solar, fuel cell) power sys-
tems. Military applications include high-
power propulsion, auxiliary, and weapon
systems for ships, submarines, aircraft,
and land vehicles that use intelligent
control to manage electric power sys-
tems efficiently and provide reliable, un-
interruptible power. The Navy needs
standardized, intelligent, solid-state
power control devices, capable of man-
aging a few Watts to mega-Watts to pre-

vent proliferation of high-cost, single
application devices.

The Navy developed, fabricated, and
demonstrated a family of universal,
scaleable power control devices that de-
liver high-quality, digitally synthesized
electric power for multiple applications.
The PEBB, coupled with recently de-
veloped, power-dense MOS (Metal-
Oxide Semiconductor)-Controlled
Thyristor (MCT) switches, offers the op-
portunity to reduce size, weight, and
cost of commercial and military power
electronics systems by factors of 10 or
more. A programmable multipurpose
device, the PEBB is replacing many
unique, high-cost power-conditioning
elements used in previous system de-
signs.

Engineering Approach
Product Description—Open Architec-
ture. The PEBB is a complex device with
electrical and mechanical boundaries
that were purposefully set fuzzy at the
beginning of the program to encourage
broad, innovative, “out-of-the-box”
thinking. A team of research and cus-
tomer (or user) personnel was assem-
bled to discuss the operational and phys-
ical requirements to be expected of the
products and to place some structure
and priority on the design concept. Team
members were asked to develop a list
of prioritized requirements for their ap-
plication(s). Then, the team was as-
sembled to discuss, weight, and score

FIGURE 1. Collaboration Triad
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the requirements to develop an indica-
tion of those features that were most im-
portant to the largest number of poten-
tial users.

In an effort to gain the greatest amount
of customer satisfaction, the team used
the “House of Quality” process to choose
the best design characteristics for the
Navy’s investment. We expected that
some requirements would be contra-
dictory, at least according to the laws of
physics as we understood them, and
would have to be negotiated to achieve
something practical. To gain a consen-
sus opinion of what a PEBB is or should
be, a categorized and prioritized list of
requirements was developed that was
then used to set a relative level of need
by each participant.

In late 1998, ONR came up with the de-
scriptive nomenclature of “Plug and
Play,” a concept very similar to that used
in the personal computer industry. (In-
terestingly, the acronym for Plug and
Play (P-n-P) plays off the solid-state de-
vice description of the interface: p-n or
n-p.) Starting with a finite number of
standard frames that are built to ac-
commodate open, industry-standard
electrical and mechanical interfaces, a
manufacturer (or an individual) can pur-
chase off-the-shelf components and as-
semble a functioning personal computer

almost as easily as a child can assemble
a structure from a set of blocks.

Because of the power levels involved,
and to minimize the losses introduced
by inefficient electrical design, the power
electronics industry has been faced with
the need to design specific solutions to
each power conversion situation. The
purpose of the PEBB program was to
eliminate the need for most, if not all,
of that unique design requirement in
favor of a set of designated building
blocks for assembly—much like a child’s
set of blocks. However, for this concept
to work, both the supplier and customer
needed to benefit. Therefore, the pro-
gram needed to develop boundaries.

On one side of the boundary, the “plug”
side, the interface specifications needed
to be well known so that every manu-
facturer could produce a product that
would work with every other manufac-
turer’s product. On the other side of the
boundary, the “play” side, there was
room for unique engineering and, there-
fore, competition among suppliers, i.e.,
niche marketing. With this structure,
PEBB manufacturers would have an in-
centive for entering the market with
building blocks of their own.

Just as you can purchase a modem for
your personal computer from any num-
ber of manufacturers, each with its own
unique characteristics, the PEBB pro-
gram developed an architecture that al-
lows unique characteristic competition.
For example, if a chip manufacturer
wanted to sell complete inverters, that
manufacturer would manufacture the
chips, but would purchase all other
components (e.g., filters, cabinets) from
other manufacturers and assemble the
complete system for sale. Likewise, that
manufacturer may consistently buy
components from the same set of sup-
pliers or may have an in-house line of
products, with a corresponding set of
costs, which are assembled from com-
ponents from multiple manufacturers.
We wanted to encourage collaboration
on the setting of standards for the in-
terfaces between components. For plug
and play to work, the system must be
smart enough to recognize each com-

FIGURE 2. Trends in Power Semiconductor Devices
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ponent and adjust its operations to
achieve the desired output with both
the available input and grouping of com-
ponents. However, the standards-set-
ting process does not begin until a group
of manufacturers in the hierarchical in-
dustry decide that standards are to their
mutual financial advantage, so this part
of the process is still ongoing.

Dual-Use Development. When com-
mercial products are purchased and ap-
plied in military systems with little or
no modification, the expectation is that,
because of the competitiveness of the
commercial market, the products are
less expensive than products designed
specifically for military application. The
Navy desires: 1) to build systems based
on pre-engineered, pre-tested, com-
mercially applied building blocks in-
stead of one-of-a-kind system develop-
ments; and 2) to buy hundreds of units
from production lines that produce mil-
lions of units. Therefore, the PEBB con-
cept was to initiate the development of
a commercial product with pre-planned
applicability to military systems. A mar-
ket evaluation revealed that power elec-
tronics products were being engineered
into commercial products and that this
was a growing trend.

As conceived, the PEBB is software-re-
configurable; multi-purpose; smart; and
is a universal device, replacing several
specialized devices like circuit breakers,
motor controllers, power conditioners,
or inverters. The PEBB combines power-
dense semiconductor developments
with improved fabrication and packag-
ing processes to reduce the size, weight,
and cost of electric power conversion
systems by a factor of 10 or more; and
increases the efficiency in some areas by
a factor of 100 (Figure 4 below).

Since it is a single, standardized unit of
manufacture, production of this device

in large quantities reduces its cost. And
since its controller incorporates a mi-
croprocessor, it provides an interface for
device-level feedback and system-level
control. A PEBB, jointly developed with
industry, meets both commercial and
Navy specifications. Thus, commercial
use of PEBB technology contributes to
even further cost reductions. Potential
savings for the military are enormous if
it draws upon the civilian sector to
jointly develop a PEBB and its market

The architectural similarity between
Navy zonal electrical distribution and
the proposed drive train for the De-
partment of Energy (DOE) hybrid car
is shown in Figure 5 (p. 52). The con-
ceptual Naval zonal system shows zones
for electrical propulsion equipment,
power generation and conversion equip-
ment, and “user” or “auxiliary” equip-
ment. The conceptual electric/hybrid
vehicle shows a power source (fuel cell,
turbine, etc.), bi-directional inverters,
an energy management and control sys-
tem, energy storage, and an electric drive
motor. In some applications, the power
levels are similar, while the large loads
onboard ships are significantly larger
than those necessary in an automobile.

Concurrent Engineering. Concurrent
Engineering was an early name for the
currently implemented (and expanded)
IPPD initiative within DoD. The DoD
definition of IPPD is “a management
technique that simultaneously integrates
all essential acquisition activities through
the use of multidisciplinary teams to op-
timize the design, manufacturing, and

FIGURE 3. PEBB Systems—A Simple Set of Blocks for Power
Electronics

FIGURE 4. PEBB Program Achievements vs. Goals
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supportability processes. IPPD facilitates
meeting cost and performance objec-
tives from product concept through pro-
duction, including field support.”

One of the key IPPD tenets is multidis-
ciplinary teamwork through Integrated
Product Teams (IPTs). These IPTs are
staffed with experts in the various tech-
nical fields (e.g., design engineering,
manufacturing, quality control, logis-
tics, product support) required to bring
the product to fruition. When studied,
many of the tenets of IPPD can be re-
lated to the concepts implemented in
the International Standards Organiza-
tion (ISO) 9000 Quality Standards. IPPD
was implemented in DoD by direction
of the Secretary of Defense on May 10,
1995, several months after the PEBB
program had begun operations.

Ericsen, the ONR PEBB Program Man-
agement Officer, had already been work-
ing for several years prior to program
initiation to establish realistic but ag-
gressive goals for the program. He had
been meeting with power electronics in-
dustry principals to determine the fea-
sibility of the concept, to identify tech-
nical and manufacturing shortfalls, and
to establish the alliances necessary for
success. His IPT consisted of principals
in the power electronics device design
and manufacturing industry and those
organizations that purchase those de-
vices to assemble functioning power
conversion units, along with Navy
power electronics R&D personnel.

This team met frequently in the early
years of the program and used the team
communication system described on p.
52 to reduce the need for expensive face-
to-face meetings. Its members possessed
the correct mix of expertise to ensure
that the design being developed could
be produced using standard manufac-
turing equipment, would satisfy com-
mercial/industrial and military require-
ments, and would have reasonable
reliability and life cycle expectancy when
deployed in practical applications.

The PEBB IPT, working with the PEBB
Program Management Officer, estab-
lished a series of intermediate milestones

for operating hardware. This new tech-
nology was a radical departure from cur-
rent practice in the industry. As such,
incremental demonstration of the de-
veloping capability was expected to be
necessary for continuing acceptance of
the feasibility of the concept. Therefore,
ONR established three incremental
demonstration milestones using stan-
dard Navy terminology for replacement
equipment: function; form and func-
tion; and form, fit and function (Figure
6, p. 53).

• The first generation of PEBB devices
used first-generation advanced power
electronics solid-state technology to
demonstrate in working models the
functionality of the concept.

• The second generation of devices
demonstrated multi-functionality by
integrating the controlling micro-
processor with the high-density power
semiconductors to eliminate separate,

unique devices for each required
power electronics function.

• Finally, the third generation of devices
demonstrated all of the foregoing in
a compact, power-dense package suit-
able for both commercial and mili-
tary applications. 

Each step along this path to ultimate
success was defined in a manner that
would yield solid information for the
next design step. If any technological
difficulties were encountered, they
would be addressed long before the
point of no return. Additionally, ONR
encouraged the Naval Sea Systems Com-
mand to become familiar with the tech-
nology by participating on the IPT and
by developing and testing units manu-
factured by their traditional commer-
cial/industrial suppliers.

Communication Management
Program Reviews. Early in the PEBB
program, the primary method of com-
munication among program partici-
pants was the quarterly Program Re-
view. The largest contractor in the
program was the silicon chip de-
signer/manufacturer, and that con-
tractor usually organized and con-
ducted the reviews at its site. 

The first day was usually set aside for
proprietary information exchange be-
tween this contractor and the govern-
ment concerning new chip design
progress. Then, one or two days of open
presentations from various program par-
ticipants allowed for discussion of the
meaning of the PEBB concept and fur-
ther refinement of the architecture of
the device. These reviews included
“breakout” sessions wherein the audi-
ence was broken into smaller parts by
choosing specific topic areas for detailed
discussion.

As the program progressed and the team
communication system described on p.
52 was implemented and improved,
these program reviews were scheduled
less often and were held at the locations
of other program participants, includ-
ing universities, Navy laboratories, and
other government agency sites. These
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face-to-face meetings were highly suc-
cessful at getting program participants
into one-on-one discussions (especially
during breaks in the presentations).
These discussions were often the cata-
lysts to major agreements for partner-
ships or for technological progress.

Team Communication. From the be-
ginning of the PEBB program, it was ob-
vious that an advanced communication
system was going to be necessary to co-
ordinate the operation of the program
and to encourage program participants
to collaborate during device develop-
ment. The PEBB team of government
laboratories, public and private univer-
sities, and commercial/industrial orga-
nizations was described as a “virtual
company.” The virtual company was de-
fined to mean that all participating or-
ganizations would be considered to be
“units” of a company structure and,
therefore, communication among these

units should be as seamless as it would
be within a well-functioning single or-
ganization.

The team was formed, but the method
of communication needed to be devel-
oped. Lotus Notes™, a commercially
available product, was chosen because
it provides e-mail, Internet browsing,
Internet or Intranet site development
and display, and database development
and implementation for almost any con-
ceivable purpose: project scheduling
and tracking, collaborative document
development, document routing, doc-
ument and information sharing, and
more.

Further, Lotus Notes includes a collab-
oration environment allowing for mul-
tiple program participants to comment
on or edit a document. This allowed
PEBB program participants to state their
opinion about a topic, add more infor-

mation about the topic, or ask questions
about what someone else said. This ca-
pability is especially useful, for exam-
ple, for the process of developing prod-
uct interface specifications. One of the
purposes of the ONR-sponsored pro-
gram reviews was to allow interested
participants to get to know each other
and open a dialogue that would con-
tinue between reviews.

To encourage this interaction, we es-
tablished “forums” within Lotus Notes
that included databases containing the
design thinking to date, and areas where
individuals could share and “discuss”
ideas. The forums established included
Modeling and Simulation; Applica-
tions/Systems; Commercialization; Pro-
cessing; Passive Components and Ma-
terials; Packaging; PEBB Demonstration;
Electromagnetic Compatibility/Electro-
magnetic Interference (EMC/EMI); and
Form, Fit, and Function (3F), also
known as Plug and Play.

Public Demonstrations. For a large
commercial market to develop, the
PEBB vision needed to be shared with
organizations that were not participat-
ing in the PEBB design and develop-
ment program. As R&D projects
yielded operating products, those de-
vices were incorporated into practical
operating systems that could be
demonstrated at trade shows. For this
purpose the PEBB program fabricated
a special, lower-power demonstration
unit that employed the latest technol-
ogy, but that would operate on single-
phase, 220V input power.

At each show, we demonstrated in-
creasingly varied and sophisticated types
of electrical loads. For example, we
demonstrated an electrical motor oper-
ating a pump with a manual control
valve to achieve a “needed” flow rate
and compared that with operating the
motor with PEBB control to achieve the
same flow rate without the control valve
and using less power, i.e., we could
throttle the power rather than the flow.

The design of the PEBB supports con-
trol of electro-mechanical devices from
a common base, thereby easing the

FIGURE 5. Architectural Similarity of Ships and Hybrid Vehicles
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manufacturer’s requirements for de-
veloping specific control hardware and
reducing the cost of delivery of final,
operational product. For example, a
linear motor manufacturer loaned a
motor to be displayed as a load on the
PEBB demonstrator. We eliminated the
manufacturer’s controller card and op-
erated the motor with the latest ver-
sion of the PEBB to demonstrate the
ability to precisely control the acceler-
ation rate of a projectile.

Workshops. In addition to the Forums
implemented in Lotus Notes, specific
topic-area workshops involving tech-
nology-specific experts were organized
and conducted. We held an Applica-

tions Workshop and a Soft Switching
and Resonant Converters Workshop.

Elements Contributing to
Success of Program
The five-year, ONR-sponsored PEBB
program was a highly aggressive tech-
nical program that developed new tech-
nology for application by commercial
and military organizations. Commercial
and military supply organizations have
taken the concept and are proceeding
with final engineering development. So,
what were the elements that contributed
to the success of this program?

First, a highly competent, highly dedi-
cated program champion, Terry Ericsen

of ONR, was consistently involved in all
aspects of the program, from the intri-
cate technical details to dealing with
Congressional and Secretarial review
and funding issues. His exceptional ef-
forts to develop and hold together a large
team of highly diverse personnel were
perhaps the greatest contributor to the
success of the PEBB Program.

Secondly, the communication system,
both face-to-face and electronic, worked
effectively to keep everyone informed
as to the current state of development
of the product and the plans for the fu-
ture. However, the portion of this sys-
tem designed to encourage the sharing
of development ideas did not work as

FIGURE 6. PEBB Development Schedule
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well as desired. We believe that lack of
training and, possibly, the competitive
nature of the government contracting
business was the greatest impediment
to this effort. People were either un-
willing or unable to find the time to learn
the collaborative software functions.
Moreover, the possibility of a lack of
trust among participants negated the
positive factors evident in the software
implementation. For this type of effort
to succeed in a “virtual company,” a lot
of effort to establish mutual trust will
need to be expended.

Finally, the timing was just right. Our
experiences in talking to people in at-
tendance at trade shows was that both
the commercial and military markets
were ready for less costly, more compact
design of power electronics systems. The
technology, especially in silicon-based
chips, was at the point where practical
devices could be designed to achieve
new levels of performance. Another
measure of success of a technology de-
velopment program is the number of
new patents issued—over 70 patents
were issued to PEBB program partici-
pants. 

This development approach demon-
strated the limitless possibilities for prod-
uct development from concept to real-

ity when government, academia, and
industry cooperate in the drive toward
the major new technologies that will af-
fect our lives in the 21st century.

A New Paradigm
ONR succeeded at instituting a new par-
adigm into the thinking of the design-
ers of power electronics equipment.
How does the Navy benefit? What are
the next steps?

Several developments need to be con-
tinued in parallel. First, the heart of the
PEBB is the switch as implemented in
silicon. Further development of this
technology to get the switching speed
up from the current level of between 10
and 20 KHz to 70 KHz needs to be pur-
sued. Several concepts are in process.
At the same time, researchers in this
technology area are considering mater-
ial changes that could increase the high
end of the temperature envelope, al-
lowing a greater number of applications
in harsh environments.

Secondly, continuing efforts to get in-
dustry to work together to establish in-
terfaces between components and then
effective minimum interface specifica-
tions are being pursued by ONR. Real
plug and play cannot be achieved until
this step is completed.

Finally, systems engineering needs to be
pursued. The ONR PEBB Program Man-
agement Officer’s next program re-
sponsibility is called the Advanced Elec-
trical Power System (AEPS). The AEPS
program will take Ericsen’s success one
step further and begin speculating about
the many alternative system designs for
future systems using low-cost, flexible,
modular, smart electrical high-power
control and conversion devices. One of
the many applications of this technol-
ogy in the Navy is to use linear motors
to launch and retrieve aircraft from the
decks of aircraft carriers. 

The ingenuity of our ship system design
engineers will be tasked to employ this
new technology in a manner that im-
proves the operability, maintainability,
and survivability of our Fleet assets and
reduces the overall cost of these systems.

EEddiittoorr’’ss  NNoottee:: The author welcomes
questions or comments on this article.
Contact him at JPiff@Anteon.com. For
more information on topics discussed
in, or related to this article, visit the
AEPS/PEBB and ONR Web sites at
http://aeps.onr.navy.mil and http://www.
onr.navy.mil.

DAU AWARD PRESENTED TO OUTSTANDING STUDENT

The Defense Acquisition University (DAU), in part-
nership with the Bryant Adult Alternative High
School, presented Bryant student Marlene Luchi

with DAU’s Outstanding Student of the Year Award.
The presentation took place during a Bryant Hon-
ors ceremony at the school in Alexandria, Va., on
Feb. 7.
Selected by the counseling staff at Bryant, Luchi has
attended the school since 2000 and participates in
many activities. She is currently President of the
Bryant National Honor Society and also serves on
the Leadership Committee. Luchi holds two jobs,
one of which is at DAU as an assistant in the Office
of the President. As a Partner in Education with Bryant
School, DAU presents this award twice a year to rec-
ognize students who exemplify leadership, learning,
and service. This is the first time the awardee has
also been an employee at DAU.

From left: Air Force Col. William McNally, Air Force Chair, DAU
Executive Institute; Marlene Luchi, recipient of the Outstanding
Student of the Year Award; Army Staff Sgt. Duane Adens, DAU;
and Navy Senior Chief, James Pratt, DAU Enlisted Advisor.
Photo by Barbara Zenker.
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DAU SOUTH REGION HOSTS FIRST ANNUAL
ACQUISITION,  TECHNOLOGY,  AND EDUCATION EXPO

Over 200 participants took part in the First An-
nual Acquisition, Technology, and Education
Exposition, hosted by the DAU South Region,

on Jan. 28, in Huntsville, Ala. Forty-five individ-
ual exhibitors from military, government, indus-
try, and academia staffed over 30 exhibits. The day’s
events also included seminar sessions on the fol-
lowing topics:

• Overview of Defense Acquisition University
• DoD 5000 Series Changes
• Sustainment Systems Technical Support
• Cost Risk Analysis Tool

• Aviation Technology Assessment and Transition
Process. 

Due to its success, the Expo event is planned to be
an even larger event next year. 

For more information on the Annual Acquisition,
Technology, and Education Exposition,  contact
Dr. Jerry Davis, Associate Dean, Outreach and Per-
formance Support, DAU South Region, at
jerry.davis@dau.mil. For more information on the
DAU South Region, visit the DAU Web site at
http://www.dau.mil.

Bruno Wengrowski, Professor of Contracting,

DAU, delivers a presentation on “Sustainment

Systems Technical Support.”

Photos by Don Clark

Exhibitors’ booths.
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JOIN DAUAA
Defense Acquisition University
Graduates, Faculty, and Staff!
Take advantage now of the great
benefits of DAUAA Alumni member-
ship —
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Director, Defense Procurement &
Acquisition Policy Publishes New
Manager’s Guide

Now online at:
http://www.acq.osd.mil/dpap
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Pattakos is the Senior Advisor to the President/CEO of Beta Analytics International, Inc. He is a Certified Protection Professional (CPP) and an Operations Security
Professional (OCP).

S E C U R I T Y  &  C R I T I C A L  P R O G R A M  I N F O R M A T I O N

Security Support to Acquisition of
Weapons Systems

Vital to Success on the Battlefield
A R I O N  N .  “ P A T ”  P A T T A K O S

60

T
he word security is not
synonymous to a bad
four-letter word. For
some it may seem so if
it adds further require-

ments, or seems to impede
progress during research and
development activities or the
formal weapons systems ac-
quisition process. The fact is
that security, intelligence, and
counterintelligence support
to the acquisition of weapons
systems is necessary for
achieving success on the bat-
tlefield. 

People in the protection busi-
ness are not there to impede
progress and yes, they are sen-
sitive to the imperatives placed
on program personnel dictated
by cost, schedule, and perfor-
mance. They are driven by the
mandate to help field systems
that have not been compro-
mised, but nevertheless are
open to exploitation by those
not so friendly to our nation's
interests. If you tend to equate
security with a bad four-letter
word, make it a good one such
as help—a way to help field suc-
cessful systems. 

Program Protection Plan
DoD has now rescinded the outdated
DoD 5000-series documents, and is-
sued interim guidance pending the de-
velopment and coordination of policies
that are flexible and designed to more
rapidly respond to warfighter needs.

Such concepts as evolutionary acquisi-
tion and spiral development are now
important acquisition strategies, but the
essentials of the various phases associ-
ated with the Milestone (MS) A through
C decision points are the same in the
interim guidance. 

Concept and Technology Development
are based on user needs and technology
opportunities. When an affordable, mil-
itarily useful capability has been iden-
tified and demonstrated in a relevant
environment (and can be developed for
production in normally less than five
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years), the System Development and
Demonstration Phase is entered with a
Milestone B decision. Milestone B is the
point at which an acquisition program
is initiated. Prior to this decision, the
guidance states, is when the identifica-
tion and protection of Critical Program
Information (CPI) must be ensured. It
is at Milestone B that a Program Pro-
tection Plan (PPP) is required once the
CPI is identified (Figure 1). 

Protecting CPI
When determining CPI, the term “crown
jewels”should come to mind. CPI liter-
ally means that information, technol-
ogy, or systems would cause significant
harm if exploited by an entity inimical
to our nation's interests. Among the cri-
teria for determining such harm to a
weapons system are our adversaries’ abil-

ity to kill it, to counter it, to copy it, to
shorten its expected combat life, or to
cause a significant redesign of the sys-
tem and hence expenditure of more re-
search and development dollars.

If adversaries can do one or more of
these damaging actions, an acquisition
program must take steps to protect the
identified CPI. In the case where pro-
grams do not have CPI, program man-
agers must so certify in writing to the

Milestone Decision Au-
thority (MDA). If CPI
does not exist, a PPP is
not required.

Scientists, engineers, and
other program personnel
are schooled in applying
various analytical process-
es to determine and
achieve goals. Increas-
ingly, so are Security and
Counterintelligence
(S/CI) personnel. This
community of profes-
sionals recognizes that no
longer is it acceptable to
impose security require-
ments based strictly on
book specifications or
regulations. Rather, it is
more effective to examine
security needs in their
specific environments.
Just as program person-
nel are familiar with Risk
Management techniques,
so too are S/CI profes-
sionals. 

The analytical process for
protecting CPI is embod-
ied in the requirement
that program managers or
their representatives pre-
pare a PPP (as stated in

Attachment 2 to DoD's 5000-series in-
terim guidance). The PPP is required by
MS B (if CPI exists) and thus logically
must be prepared during the phases as-
sociated with pre-systems acquisition
following the Milestone A decision. S/CI
personnel counsel that developing the
PPP as early as possible during MS A
phases will avoid future security prob-

lems that might impact those project-
sensitive areas of cost, schedule, and
performance. The goal: our fielding of
an effective system that is protected and
secure from exploitation by the bad guys
during combat.  

PPP uses a Risk Management approach
to identify, recommend, and implement
security countermeasures designed to
reduce risk to an acceptable level at an
acceptable cost. When we use the term
acceptable, we mean the person re-
sponsible for the system—the one who
makes the resource decisions—usually
the project manager or, in some cases,
the MDA. A PPP describes what must
be protected and why, against whom,
what vulnerabilities might be exploited,
and the necessary countermeasures for
protecting the identified CPI.

A key step of the PPP process is the iden-
tification of what needs protection—the
CPI—and why it needs protection. The
“why” question is answered by estab-
lishing the adverse impact if an indi-
vidual CPI is exploited based on the cri-
teria cited (kill, counter, clone, etc). If
more than one CPI is identified, met-
rics can be developed that establish the
relative order of CPI importance. Such
metrics give a clearer picture of the se-
curity risk when viewed in relationship
to threat and vulnerability.

You Get What You Ask For
With CPI identification, it logically fol-
lows that we then must answer the ques-
tion: “From whom do we need to pro-
tect CPI?” The counterintelligence com-
munity is charged with identifying the
adversary collection threat to a system.
Based on an Intelligence Production Re-
quest (IPR), written by the program
managers or their representatives, a
Multi-Disciplined Counterintelligence
Threat Assessment (MDCITA) is prepared
by Service counterintelligence analysts
in coordination with members of the in-
telligence community. The notion “you
get what you ask for”comes to mind
here. Specifically, the preparation of the
IPR is not a trivial exercise if you want
an MDCITA that is a significant input
to a well-prepared PPP. A program man-
ager cannot just say, “gimmie threat”and
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expect a helpful response. Supporting
S/CI personnel can be of significant help
in preparing an effective IPR. 

Among other things, a successful IPR
requires: 

• A clear description of the system and
its operational role.

• Details of the CPI and the rationale
for its importance. 

• The physical location of the CPI and
how it exists (its form or format). 

• CPI distinguishing traits/emissions
and any sight or sensor sensitivities.

• System testing information. 
• CPI relationship to key technologies

such as those listed in the Militarily
Critical Technologies List. 

• Any anticipated foreign involvement. 

A useful MDCITA provides details of ad-
versaries' intent and capability to col-
lect CPI using their human, signals, im-
agery, and their measurement and
signature intelligence capabilities. Es-
sentially, what is sought during this step
is an estimate of the likelihood adver-
saries will target our system and how
they might do it. Again, metrics can be
developed to describe that likelihood.  

An understanding of the threat supports
an analysis of how our CPI might be col-
lected by adversaries. This step provides
characteristics of weaknesses or poten-
tial weaknesses that might be exploited
by adversaries. What we seek to un-
derstand are those poorly protected
pathways that adversaries might use to
gain knowledge of our CPI. An ex-
ploitable weakness in the protection of
CPI is the vulnerability. Some examples
of typical vulnerabilities are: 

• Lack of need-to-know enforcement 
• Failing to use secure communications 
• Poor classification management
• Poor computer security/information

assurance 
• Inadequate visitor controls 
• Poor trash management 
• Web sites that disclose too much 
• Weak security training and awareness. 

Metrics can be used to describe the de-
gree of vulnerability. 

Risk Reduction
The threat-vulnerability relationship pro-
vides an estimate of the likelihood of
adversaries’ success in accomplishing
their target objectives (i.e., collecting

our CPI). The product of the adverse
impact to our system (exploitation of
CPI), and the threat-vulnerability rela-
tionship provides us with an estimate
of the potential for loss (the risk) and
provides the basis for a risk assessment.
A risk assessment is not a mandated el-
ement for inclusion as part of a PPP, but
is recommended to rank risks in rela-
tive order of severity. A risk assessment
is the basis for establishing priorities for
the effective application of security re-
sources. It also provides a benchmark
for determining the benefits of security
countermeasures—the reduction of risk
(Figure 2). 

Security countermeasures are selected
to reduce the risk of adversaries col-
lecting and thus potentially exploiting
CPI. One definition of the word coun-
termeasure simply is anything that
negates adversaries' ability to collect.
Countermeasures may include person-
nel security measures, physical security,
procedural measures, and technical se-
curity measures. Typical countermea-
sures include: implementing need-to-
know policies; security clearances;
implementing security classification
guidance; encryption of communica-
tions; sound operations security prac-
tices; and many, many others.  

The principal sections of a PPP include
the elements previously described. How-
ever, more elements must be consid-
ered. These include attaching a time/
event-phased security classification
guide; a system security engineering
management plan; an anti-tamper plan;
and if foreign involvement or sales are
contemplated, then a technology as-
sessment and control plan is necessary. 

While not mandated, developing an Op-
erations Security (OPSEC) Plan is rec-
ommended. OPSEC deals with the gen-
erally unclassified evidence of sensitive
activities or operations. In a message
dated Jan. 14, 2003, the Secretary of
Defense reminded all that the DoD has
more than 700 gigabytes of Web-based
data subject to adversary exploitation,
and that by using the OPSEC process
we could eliminate potential vulnera-
bilities from that source. Given the

FIGURE 1. Program Protection Planning
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amount of easily available information,
determining the information (indica-
tors) that may reveal CPI is critical. 

The Counterintelligence community is
dedicated to providing the support
needed by the research, technology, and
acquisition communities. To that end,
DoD has designated 450 CI positions
(150 per Service) specifically for such
support. A Department of Defense
Counterintelligence Field Activity (CIFA)
has been established that has elements
and organizations that support research,
technology, and weapons system devel-
opment. The Joint Counterintelligence
Training Academy (part of CIFA) pro-
vides a two-week research and tech-
nology protection course with such re-
lated subjects as Risk Management and
PPP.

Policy requires that a Counterintelli-
gence Support Plan (CISP) should be
prepared for each Research, Develop-
ment, Test and Evaluation facility, for
those acquisition programs with CPI,
and may be extended to those contrac-
tor or academic institutions with CPI.
The CISP is viewed as a contract be-
tween a CI supporting element and the
organization supported. The CI repre-
sentative, the supported element secu-
rity manager, and the commander/pro-
gram manager signs the CISP at the local
level. Headquarters-level approvals are
also necessary. The CISP outlines how
36 support activities, from threat brief-
ings and debriefings to CI support to
defensive information operations, will
be conducted. The CI commitment to
support program managers, comman-
ders, and the entire research and tech-
nology community clearly is there.

Tug of War
A subject that has received much at-
tention is when to classify and hence
protect technology. S/CI professionals
would like to see critical technologies
(potential CPI) identified as early as pos-
sible during the MS A to MS B phases.
Pre-milestone A would be great, some
opine. However, the tug of war between
enabling basic research and protecting
the technologies that will be (or are) key
to our systems is understood. 

National Security Decision Directive 189
and Executive Order 12958 mandate
that basic scientific research not clearly
related to the national security may not
be classified. Our technical know-how

is advanced with the open development
and acquisition of knowledge inherent
in basic research. But, it appears rea-
sonable to accept the notion that pro-
tection is required when the “how”of
applying that knowledge to a weapons
system is determined. In DoD funding
terms, this point lies somewhere be-
tween 6.1 (Basic Research) and 6.3 (Ap-
plied Research). 

Security—A Profit Center
Security should be viewed as a profit
center or at least as value added. We
profit by fielding systems that support
the warfighter if the systems are avail-
able when and where needed. Our ad-
versaries' ability to kill, to counter, to
clone a system, or to shorten its useful
effective combat life does decrease a sys-
tem's value and the way we profit. Such
adverse impacts, in fact, expend re-
sources in terms of lives and money. S/CI
personnel, in coordination and cooper-
ation with program personnel, are ded-
icated to making security work by tak-
ing appropriate security and coun-
terintelligence actions at the right time.

The crest of the 902d Military Intelli-
gence Group states: Strength Through Vig-
ilance. It does indeed make good com-
mon sense.

FIGURE 2. Risk Formula
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EEddiittoorr''ss  NNoottee:: The author welcomes
questions or comments on this article.
Contact Pattakos at Pattakos@betaan
alytics.com.
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Edward C. “Pete” Aldridge to Retire

The Department of Defense an-
nounced today [March 31,
2003] that Under Secretary of

Defense for Acquisition, Technology
and Logistics (AT&L) Edward C.
“Pete” Aldridge, Jr., will retire from
government effective May 23, 2003.
Principal Deputy Under Secretary
(AT&L) Michael W. Wynne will
serve as Acting Under Secretary of
Defense (AT&L) effective that date. 

The Secretary of Defense remarked:
“Pete Aldridge is a leader who has
brought vision and results to a crit-
ically important position. His record
of accomplishment in nearly two
decades of service in the Department of Defense will be
felt for many years to come. I am grateful for his will-
ingness to serve and help us [in] defining priorities that
are transforming this Department. He will be missed
and he will leave with our best wishes and full inten-
tion to turn to him frequently for counsel and advice.” 

Reflecting on his career, Aldridge said, “Every job I have
had has been exciting, demanding, satisfying, and worth-
while and has contributed in a variety of ways to our
national security.” He continued, “Now it is time, for
personal reasons, to move on to a more relaxed period
of my career. I will continue to support the national se-
curity interests of this country, albeit in a less direct way.” 

Aldridge was sworn in to his current position on May
11, 2001. His 42-year career includes 18 years of ser-
vice in the Pentagon—first as an operations research an-
alyst, as the Director of Planning and Evaluation under
Rumsfeld during his first tour as Secretary of Defense,
as Under Secretary and then Secretary of the Air Force
under President Reagan, and currently as the Under Sec-
retary of Defense (AT&L). 

The other non-government periods of Aldridge's career
have been spent in the defense industry, working on
weapons and space systems vital to our warfighters. Im-
mediately prior to his current position, he served as the
President of The Aerospace Corp., a non-profit organi-
zation dedicated to solving critical national problems
through science and technology. Prior to that, he served
as the President of McDonnell Douglas Electronic Sys-
tems. 

Aldridge has received awards from
numerous societies, including Ro-
tary National Award for Space
Achievement in 1994. He is affili-
ated with numerous associations and
societies, including the American
Institute of Aeronautics and Astro-
nautics, where he served as the Pres-
ident from 1997-98. 

In the 1980's Aldridge was at one
time an astronaut-in-training in
preparation for his participation as
a payload specialist on the first
planned mission from Vandenberg
Air Force Base, Calif., which was
canceled because of the Challenger

accident. 

Aldridge was born in Houston in 1938 and spent his
youth in Shreveport, La. He earned his bachelor's de-
gree in Aeronautical Engineering from Texas A&M Uni-
versity in 1960 and a master's degree in Aeronautical
Engineering from Georgia Tech in 1962. 

In his resignation letter to the President, Aldridge dis-
cussed the theme of “Acquisition Excellence” that he
formulated during his nomination and confirmation,
and the five goals he sought to accomplish during his
tenure at the Department of Defense: 

“First, I wanted to improve the credibility and effec-
tiveness of the acquisition and logistics support process.
Second, I wanted to improve the morale and quality of
the acquisition workforce. Third, I wanted to improve
the health of the defense industrial base. Fourth, I needed
to support the decision process rationalizing our weapon
systems and defense infrastructure with our new de-
fense strategy. And fifth, I wanted to initiate those high-
leverage technologies that would provide the war-win-
ning capabilities of the future.” 

Aldridge summarized, “All in all I think we have made
significant progress on accomplishing these five goals
and setting in place the acquisition, technology and lo-
gistics support activities that you and Secretary Rums-
feld want to have for DoD.” 

EEddiittoorr''ss  NNoottee:: This information is in the public domain
at http://www.defenselink.mil/news. 

DoD photo



These rewards are now
being enjoyed by some 
of our authors. You too
may: 
• Earn continuous learn-

ing points. 
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• Become part of a focus

group sharing similar
interests. 

• Become a nationally
recognized expert in
your field or specialty. 

• Be asked to speak at a
conference or
symposium.
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PM Managing Editor (collie.johnson@
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DAU Course Application—
Get the Latest Facts

WHO MAY ATTEND DAU COURSES?
• Military Service members must apply under their

Military Service, regardless of their assignment.
• Federal civilians apply under their affiliated Military

Service, DoD, or non-DoD Federal Service category.
• Defense industry employees working on DoD con-

tracts apply under their own category.
• Foreign personnel registering under a Foreign Mili-

tary Sales process apply under a special category.
Email Art McCormick at arthur.mccormick@dau.mil
if you have questions.

HOW CAN I APPLY FOR A COURSE?
Go to www.dau.mil and click on Enroll Here. Apply for
all courses at this site, including distance learning and
hybrid courses.

HOW DOES THE APPLICATION PROCESS WORK? 
Each DoD Military Service, e.g., Army, Navy, etc., is as-
signed quotas in DAU classes. Each agency, including
non-DoD, has a specific training office that acts on ap-
plications. Each agency, including DoD non-military
departments, funds training costs, such as TDY, assists
with TDY orders, places its students in a wait or reser-
vation status, or may disapprove an application. Stu-
dents should contact their agency’s POC if they have
questions about the status of their application, why
they are on a wait list, or how they should prepare their
TDY orders. The POC list can be found at
www.dau.mil/registrar/apply.asp at the bottom of the
page.

HOW MUCH DO COURSES COST?
At this time, DAU does not charge tuition for its courses,
except for foreign students who register under a For-
eign Military Sales process. This category of foreign stu-
dent, Department of Transportation-related agencies,
industry, and non-DoD federal employees fund their
own students’ travel and per diem costs. For military
and civilian DoD employees, there are no travel or per
diem costs to the student or the student’s agency to at-
tend DAU courses as long as the proper procedures are
followed. The Director, Acquisition Career Manage-
ment Office (DACM) associated with each DoD agency
will cover these costs, and students need to follow their
processes.

WHAT ARE CLASS MODES?
Web-enabled courses are strictly computer-based train-
ing. The course schedule shows classes running from
Oct. 1 to Sept. 30 since enrollment is constant through-
out the fiscal year. Once approved for the course, stu-
dents have 60 days to complete it, 28 days for BCF-
102, 90 days for CON-101. After applying, students
will receive various messages from “the system,” in-
cluding log on and password information. Students
won’t be able to log on until they receive a message say-
ing they have a confirmed registration. Students will
receive a message telling them whom to contact in case
of technical difficulties or questions for an instructor.
These messages should be saved for future reference.

Hybrid courses are composed of a Web-enabled phase,
lasting about 45 days, followed a couple weeks later
by a classroom phase lasting 5 days, except for PMT-
352 which lasts 6 weeks. Students must apply for the
B phase of a hybrid. They will automatically be enrolled
in phase A when they receive a reservation in phase B.
Students won’t be able to start phase A until about 60
days before phase B starts (45 days for phase A plus15
days after the Web-enabled phase ends and the class-
room phase begins). This is done because the instruc-
tor wants the knowledge students acquired in phase A
to be fresh in mind when they arrive to class. Students
will receive a message telling them whom to contact in
case of technical difficulties or questions for an in-
structor. These messages should be saved for future ref-
erence.

On-site or Residential Courses are traditional classroom
courses. On-site courses are conducted at sites outside
of the DAU campus network. Residential classes are
held at a DAU regional campus.

HOW TO CONTACT THE DAU REGISTRAR?
DDAAUU  RReeggiissttrraarr
dau.registrar@dau.mil
PPhhoonnee::
703-805-3003 (DSN 655-3003) or 1-888-284-4906

IInndduussttrryy  aanndd  NNoonn--DDooDD  SSttuuddeennttss
industry.registrar@dau.mil
PPhhoonnee
703-805-4498
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Fifteenth Annual International
Acquisition/Procurement Seminar —

Atlantic (IAPS-A)
June 23-27, 2003

Sponsored by the International Defense
Educational Arrangement (IDEA)

to be held at the

Defense Acquisition University/
Defense Systems Management College

(DAU/DSMC)

THEME
Interoperability in the

International Environment

Registration Fee: $125.00

For further information, contact any member
of the DAU-DSMC IDEA Team: (703) 805-5196

or
Visit our Web site:

http://www.dau.mil/international/international.htm

T
he Fifteenth Annual Acquisi-
tion/Procurement Seminar—
Atlantic  (IAPS-A) will include
industry and government pre-
sentations and case-based learn-

ing, to allow a robust, positive exchange
of information and feedback. The theme
of the seminar will be “Interoperability
in the International Environment.”

The seminar is sponsored by the Inter-
national Defense Educational Arrange-
ment (IDEA), which consists of defense
acquisition educational institutions in
the United States, the United Kingdom,
Germany, France, and Spain.

Those eligible to attend are Defense De-
partment/Ministry and defense indus-
try employees from the four sponsor-
ing nations who are actively engaged in
international defense acquisition pro-
grams. Other nations may participate
by invitation.

This year’s seminar will be held June 23-
27, 2003, at DAU/DSMC, Fort Belvoir,
Va. The last day of the seminar, June 27,
will be dedicated to the educational as-
pects of international acquisition.

Participants will be responsible for their
own travel and hotel arrangements and
expenses. There will be a registration
fee of $125.00 (cash or U.S. check only)
for attending the seminar. This will be
collected on the first day of registration.
While the seminar is unclassified, in-
ternational participants must obtain a
visit clearance through their embassy.

Invitations, confirmations, and admin-
istrative instructions will be issued after
May 1, 2003.

To register for the seminar, please go to
the DAU Web site at http://www.dau.
mil/international/international_15.htm.

Contact an IDEA Team member for ad-
ditional seminar information:

CCoommmm  ((UU..SS..))::
(703) 805-5196

EE--MMaaiill::  internationalseminars@dau.mil
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MARK YOUR CALENDARS NOW FOR THE

DEFENSE ACQUISITION UNIVERSITY ALUMNI ASSOCIATION

20TH ANNUAL ACQUISITION SYMPOSIUM 

JUNE 17-18, 2003
DEFENSE ACQUISITION

UNIVERSITY
SCOTT HALL, FORT BELVOIR, VA.

DELIVERING WARFIGHTING
CAPABILITIES TODAY AND 

TOMORROW 
THROUGH EVOLUTIONARY

ACQUISITION

LIKE TO GOLF?
If you do, don't forget to check out the 

pre-symposium golf tournament on 
Monday, June 16, 2003, at the

Fort Belvoir Golf Course.

Join senior Defense leaders and ac-
quisition professionals to discuss
some of the most timely and per-
vasive topics in defense policy.

Gain up to 12 Continuous Learn-
ing Points and have your questions
answered by senior acquisition
leaders through a series of keynote
presentations, panels, and work-
shops designed to explore all as-

pects of Evolutionary Acquisition
and what it means for you.

For more information on topics,
speakers, and registration, visit the
DAUAA Web Page at www.dauaa.
org.   If you don't have Internet ac-
cess, contact the Association by
telephone at 703-960-6802/1-800-
755-8805, or by fax at 703-960-
6807.
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A COMPARISON OF THE DEFENSE ACQUISITION
SYSTEMS OF AUSTRALIA, JAPAN, SOUTH

KOREA, SINGAPORE, AND THE UNITED STATES
Author: Stefan Markowski           Editor: Tony Kausal

This guidebook describes the
national armament systems
of Australia, Japan, South

Korea, Singapore, and the
United States. Beginning with
an introduction to the political
environment, the acquisition or-
ganizations, systems, and
processes involved, Kausal and
Markowski describe the effects
of differences in national culture
and traditions, time zones, cur-
rencies, fiscal year schedules,
and language barriers. Tying these differences to each na-
tion’s national armament system, the authors make the case
that international armaments cooperation is a difficult but
rewarding challenge.

Online
http://www.dau.mil/pubs/misc/acq-comp-pac00.asp
Printed Copy
To request a printed copy of A Comparison of the Defense Ac-
quisition Systems of Australia, Japan, South Korea, Singapore,
and the United States, choose one of three options: 1) Fax a
written request to the DAU Publications Distribution Cen-
ter at (703) 805-3726; 2) mail your request to Defense Ac-
quisition University, Attn:  OP-CI, 9820 Belvoir Road, Suite
3, Fort Belvoir VA  22060-5565; or 3) e-mail jeff.turner@
dau.mil.

ACQUISITION GUIDE FOR INTERACTIVE
ELECTRONIC TECHNICAL MANUALS

This guidebook is designed as the
primary desk reference for acqui-
sition personnel who must acquire,

develop, deliver, and manage Interac-
tive Electronic Technical Manuals
(IETMs). It incorporates the status of
existing/planned DoD and Service-
unique policy guidance, discusses cur-
rent and projected technologies related
to the production of IETMs, analyzes
the relationships between IETMs and
training, and addresses delivery vehi-
cles, including the World Wide Web. 

Online
http://http://www.dau.mil/pubs/misc/ietm.asp

Printed Copy
To request a printed copy of Acquisition Guide for Interactive
Electronic Technical Manuals (September 1999), choose one
of three options: 1) Fax a written request to the DAU Pub-
lications Distribution Center at (703) 805-3726; 2) mail
your request to Defense Acquisition University, Attn:  OP-
CI, 9820 Belvoir Road, Suite 3, Fort Belvoir VA  22060-
5565; or 3) e-mail jeff.turner@dau.mil.

INCENTIVE STRATEGIES FOR
DEFENSE ACQUISITIONS GUIDE

Printed on behalf of the Office of the Deputy Under Secretary
of Defense for Acquisition Initiatives by the Defense Acquisition
University Press

Incentives should exist in every busi-
ness arrangement because they max-
imize value for all parties. DoD

needs to adopt strategies that attract,
motivate, and reward contractors to
encourage successful performance.
Using commercial practices will en-
hance DoD's ability to attract nontra-
ditional contractors. This guide am-
plifies existing policy regarding use of
incentives in defense acquisitions. It
explores cost-based and noncost-based
incentive strategies. It clearly defines
use of performance objectives or product functionality vs.
detailed requirements to seek best value acquisitions. It an-
swers these questions:

• Why are we concerned with contractual incentives?
• What elements contribute to an effective incentive strat-

egy?
• How can we build and maintain an effective environment

for a successful business relationship? 
• How can we build the acquisition business case?
• How can we build an incentive strategy that maximizes

value? 

Online
http://www.dau.mil/pubs/misc/incentive.asp
Printed Copy
To request a printed copy of Incentive Strategies for Defense
Acquisitions (April 2001), choose one of three options: 1)
Fax a written request to the DAU Publications Distribution
Center at (703) 805-3726; 2) mail your request to Defense
Acquisition University, Attn:  OP-CI, 9820 Belvoir Road,
Suite 3, Fort Belvoir VA  22060-5565; or 3) e-mail
jeff.turner@dau.mil.

DAU Guidebooks Available
At No Cost to Government Employees
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PERFORMANCE-BASED
SERVICE ACQUISITION IN THE

DEPARTMENT OF DEFENSE
Printed on behalf of the Office of the
Deputy Under Secretary of Defense for
Acquisition Reform by the Defense Ac-
quisition University Press, March 2001

The Department of Defense has the
responsibility to acquire services
with the most efficient practices

and processes. Performance-Based Ser-
vice Acquisition (PBSA) strategies strive

to adopt best commercial practices. They provide the means
to reach world-class commercial suppliers, gain greater ac-
cess to technological innovations, maximize competition,
and obtain the best value to achieve greater savings and ef-
ficiencies.

This handbook highlights key elements of PBSA, investi-
gates the use of market research, introduces the perfor-
mance-based work statement, and establishes measurable
performance standards. It covers incentives and remedies,
using assessment and quality control plans, and it enu-
merates evaluation factors of source selection. Finally it dis-
cusses contract administration, particularly in regard to
post-award orientation and documentation of contractor
performance. 

Online
http://www.dau.mil/pubs/misc/pbsa.asp
Printed Copy
To request a printed copy of Performance-Based Service Ac-
quisition in the Department of Defense, choose one of three

options: 1) Fax a written request to the DAU Publications
Distribution Center at (703) 805-3726; 2) mail your re-
quest to Defense Acquisition University, Attn:  OP-CI, 9820
Belvoir Road, Suite 3, Fort Belvoir VA  22060-5565; or 3)
e-mail jeff.turner@dau.mil.

TEST AND EVALUATION
MANAGEMENT GUIDE

4th Ed., November 2001

The objective of a well-managed
T&E program is to provide timely
and accurate information. This

guide has been developed to assist the
acquisition community in obtaining a
better understanding of whom the de-
cision makers are and determining
how and when to plan test and eval-
uation events. The guide is written for
current and potential acquisition management personnel
who are familiar with basic terms and definitions employed
in program offices.  

Online
http://http://www.dau.mil/pubs/gdbks/test_evalu_guide.asp
Printed Copy
To request a printed copy of the Test and Evaluation Man-
agement Guide, choose one of three options: 1) Fax a writ-
ten request to the DAU Publications Distribution Center at
(703) 805-3726; 2) mail your request to Defense Acquisi-
tion University, Attn:  OP-CI, 9820 Belvoir Road, Suite 3,
Fort Belvoir VA  22060-5565; or 3) e-mail jeff.turner
@dau.mil.

DAU Guidebooks Available
At No Cost to Government Employees

Summer PEO Forum
2233--2244  JJuullyy  22000033

JJ..TT..  DDaauugghheerrttyy  CCoonnffeerreennccee  CCeenntteerr,,  LLeexxiinnggttoonn  PPaarrkk,,  MMDD
SSppoonnssoorreedd  bbyy  tthhee  NNaavvyy  PPEEOO  ffoorr  SSttrriikkee  WWeeaappoonnss  aanndd  UUnnmmaannnneedd  AAvviiaattiioonn

Theme:    Precision Engagement Operations in the Context of 
Network-Centric Warfare

Plans include an optional tour of the Patuxent River Naval Air Facility fol-
lowed by sessions at the Conference Center to include lunch, reception
and dinner. Day 2 will be CLASSIFIED and held at the Patuxent River Naval
Air Station Base Theater.

VViissiitt  wwwwww..pprreecciissiioonnssttrriikkee..oorrgg  ffoorr  eevveenntt  ddeettaaiillss..



Pentagon Officials Tell Congress
Missile Defense System “Moving
Forward”

A R M Y  S G T .  1 S T  C L A S S  D O U G  S A M P L E  

WASHINGTON, March 21,
2003—Faced with the
threat by North Korea of a

nuclear warhead reaching the
United States, senior Pentagon of-
ficials told the House Armed Ser-
vices Committee March 20 they
are moving forward with a billion-
dollar missile defense system. 

“We have achieved a number of
successes in the missile defense test
program, which have added mo-
mentum to the development effort
and bolstered our confidence that
we will be able to meet the chal-
lenges that lie ahead,” Edward C.
“Pete” Aldridge Jr., Under Secre-
tary of Defense for Acquisition,
Technology and Logistics, told the
committee.

Aldridge, joined on Capitol Hill by
Thomas Christie, DoD Director for
Operational Test and Evaluation,
and J.D. Crouch II, Assistant Sec-
retary of Defense for International
Security Policy, testified on the
progress of a missile defense testing facility in Alaska
and on U.S. missile defense policy. 

Last year, President Bush ordered the Pentagon to
field a “hit to kill” missile defense capability by the
year 2004. The United States currently has no de-
fense against long-range missiles and limited defense
against shorter-range missiles. 

Aldridge said the Pentagon's confidence in the pro-
gram lies in tests done by the Missile Defense Agency

(MDA), which has oversight of the program. Those
tests, although criticized as being highly controlled,
show promising results despite several misses. 

In September, an Aegis sea-based theater defense
radar aboard the cruiser USS Lake Erie was able to
track all stages of a Minuteman III ICBM launched
from Vandenberg Air Force Base, Calif. In October,
the Navy destroyer USS John Paul Jones used its Aegis
radar system in a test to track long-range target bal-
listic missile.

RELEASED March 21, 2003

A PAC-3 missile circa 1999 at White Sands, N.M. The PAC-3 missile greatly

increases the effectiveness of the Patriot Air Defense System in negating tacti-

cal ballistic missiles, cruise missiles, and air-breathing threats. 

Photo courtesy Lockheed Martin



Overall, MDA has recorded four successful tests out
of five for the long-range ground-based intercepts,
and was three-for-three for the short- to medium-
range sea-based intercepts. The agency was five out
of seven for short-range ground- based intercepts,
Crouch said. 

“When tests have failed, we understand what went
wrong and have taken measures to correct the prob-
lem,” Crouch said. “Some test failures are to be ex-
pected with advanced technology development pro-
grams.” 

But the Pentagon cannot afford to fail in this pro-
gram. North Korea has had an active ballistic mis-
sile program for years, Crouch testified. 

“North Korea caught us by surprise when it launched
its three-stage Taepo-Dong I space-launch vehi-
cle/ballistic missile in August 1998,” he said. Now,
he said, the Taepo Dong II long-range missile is ca-
pable of delivering a nuclear weapon-sized payload
to parts of the United States and “could be flight-
tested at any time,” he noted. 

Crouch said that, according to the National Air In-
telligence Center, the Taepo Dong II missile might
be exported to other countries in the future. Iran
and other countries also are working on space-launch
vehicles and intercontinental-range ballistic missiles
that could be ready for testing in the next few years,
he said. 

“We knew North Korea was developing longer-range
missiles, but we were surprised at the presence of a
third stage on the missile,” Crouch explained. “We
have been surprised many times in the past by for-
eign ballistic missile developments. We likely will
be surprised again in the future,” he added. 

The problem for the Pentagon is that some in Con-
gress believe the military is moving forward too fast
on a costly, unproven missile defense system. 

Christie said that he “understands and shares con-
cerns raised by members of Congress” regarding the
precedent of field operational systems without ade-
quate testing. But he told the committee the MDA
must move forward with completion of the test bed
to further missile defense development. 

“If we don't develop an operational concept and an
attack comes, then we will have failed in a most se-
rious way,” he told the committee. 

The MDA says it will cost $7.7 billion and $8.7 bil-
lion over the next two fiscal years and about $8 bil-
lion a year thereafter to run the program. The Pen-
tagon began building a missile defense test site in
Alaska last summer. It is scheduled for completion
next year. 

The Pentagon missile defense plan calls for 20
ground-based interceptors to protect against an in-
tercontinental-range ballistic missile threat. Those
missiles will be stored in silos at Fort Greeley, Alaska,
and at Vandenberg. 

Crouch said the United States has asked the United
Kingdom and Denmark for permission to upgrade
early warning radars in their countries to track bal-
listic missile threats from the Middle East. 

“The U.K. has granted permission, and we look for-
ward to hearing from Denmark later this year,” he
said. 

To address the medium-range threat, Crouch said
three Navy Aegis-class ships will be equipped with
up to 20 SM-3 Standard missiles. 

“This will provide a highly mobile missile defense
capability to help protect U.S. forces and allies and
provide some limited protection for the U.S. home-
land against shorter-range missiles launched from
ships off our coasts,” Crouch said. 

For short-range threats, Crouch said that Army would
continue to field additional air-transportable and
mobile Patriot Advanced Capability-3 missile units
with up to 346 PAC-3 missiles and 42 PAC-3 radars.
The PAC-3 missile is the first upgrade of the Patriot
system to feature a “hit to kill” missile that can help
defeat chemical and biological threats. 

EEddiittoorr''ss  NNoottee:: This information is in the public do-
main at http://www.defenselink.mil/news. 
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Gasiorek-Nelson is a full-time editor for PM Magazine, DAU Press, Fort Belvoir, Va.
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DAU Alumni Association Celebrates
Anniversary

Twenty Years of Value and Service to the
Acquisition Community

S Y L W I A  G A S I O R E K - N E L S O N
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F
or 20 years, the DAU Alumni As-
sociation (DAUAA)—a world-
class association of acquisition
professionals—has been actively
working to provide value and ser-

vice for its members. This year DAUAA
will be celebrating its 20th anniversary
during the Annual Symposium, to be
held June 17-19 at DAU Headquarters,
Capital and Northeast Regional campus,
Fort Belvoir, Va. This year's theme—De-
livering Warfighting Capabilities Today
and Tomorrow through Evolutionary
Acquisition—will serve as a review of
the acquisition initiatives of today and
tomorrow now foremost in the minds
of the acquisition community. 

Describing the value of the symposium,
Frank Varacalli, DAUAA President said,
“We'll use the symposium to bring life
to the policies and emerging practices
of Evolutionary Acquisition by expos-
ing the attendees to DoD and Con-
gressional leadership and to successful
practitioners. As we have in the past,
we'll present a series of workshops to
complement the distinguished speak-
ers.”

2003 Symposium
This year's symposium will bring to-
gether a large diversified group of pro-
fessionals from government and the de-
fense industry, representing many career
fields: program management, contract-
ing, logistics, engineering, manufactur-
ing, software, and test and evaluation.
Also participating will be financial pro-
fessionals, information technologists,

and senior defense and government ex-
ecutives as well as many distinguished
speakers and panelists.

These include  Heather Wilson, Con-
gressional Representative, N.M.; Michael
Wynne, Principal Deputy Under Secre-
tary of Defense for Acquisition, Tech-
nology and Logistics; Deidre A. Lee, Di-
rector, Defense Procurement and
Acquisition Policy; Army Gen. Paul
Kern, Commanding General, Army Ma-
teriel Command; Claude Bolton Jr., As-
sistant Secretary of the Army for Ac-
quisition, Logistics and Technology;

John Young, Assistant Secretary of the
Navy, Research, Development and Ac-
quisition; Dr. Marvin Sambur, Assistant
Secretary of the Air Force for Acquisi-
tion; Dr. Ronald M. Sega, Director, De-
fense Research and Engineering; Louis
A. Kratz, Assistant Deputy Under Sec-
retary of Defense for Logistics Plans and
Programs; Frank Anderson, DAU Pres-
ident; Army Col. Ronald Flom, DAU
Commandant; and many others.

The two-day event will provide a wide
variety of workshops, seminars, and
panels on several relevant topics:

Photos by Richard Mattox

Senior acquisition executives attending the 2002 DAUAA Acquisition Symposium. From left:

Michael Wynne, Principal Deputy Under Secretary of Defense (Acquisition, Technology and

Logistics); Frank Anderson Jr., DAU President; and John Phillips, Vice President for After

Market Growth, Honeywell.
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• Contracting for Evolutionary Acqui-
sition

• Congressional View on Evolutionary
Acquisition

• Performance Based Logistics
• Research and Development and Evo-

lutionary Acquisition
• Interoperability
for the Future
Combat System
• DoD Initiatives
for Software Pro-
ductivity
• The Defense-
wide Information
Assurance Initia-
tive.

According to
DAU Professor
Wayne Glass,
who is the current
DAUAA Vice
President for Op-
erations, the sym-
posium is a great
opportunity to
network, to share
and promote

ideas, and to stay current with acqui-
sition policies. “It's all about evolu-
tionary acquisition and spiral devel-
opment,” Glass said. “These concepts
are crucial to preserve the ability of sys-
tems to adapt to the changing needs of
today's acquisition environment. It's all
about capability—how to improve and
how to sustain.”

Other highlights of the annual event will
include a special presentation to DAUAA
Corporate Sponsors; the Acker Award
presentation; a 20th Anniversary cake-
cutting ceremony; and a Golf Tourna-
ment on June 16, which is a voluntary
kick-off event, traditionally held in the
afternoon on the day before the sym-
posium.

About the DAUAA
Today, with the membership now over
1,250, the association is headed by Vara-
calli, an ardent supporter and friend of
the Defense Acquisition University.
Working closely with Glass, Varacalli
runs the association with advice and
counsel from elected officers, a board of

Suzanne D. Patrick, Deputy Under Secretary of Defense

(Industrial Policy) at the 2002 DAUAA Acquisition Symposium.

The DAUAA Annual

Symposium is a great

opportunity to

network, to share

and promote ideas,

and to stay current

with acquisition

policies. 

Mark Salesky (right), 2001 DAUAA President, presents the David Acker Award for

Skill in Communication to Wynne at the 2002 DAUAA Acquisition Symposium. 
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directors, board of advisers, Service rep-
resentatives, and a DAU Liaison.

DAUAA Goals
The main goal of the association is to
focus on providing value and service to
its members, on establishing and main-
taining interpersonal networks, and on
growing as the primary association of
Defense Acquisition Professionals. “The
goals for the future depend largely on
what our membership tells us is im-
portant to them,” said Varacalli. “I hope
to maintain a continuing dialogue
through improvements in our Web site
and by working with the DAU regional
centers and local chapters.” 

Of course, within those broad goals, the
association has two primary objectives:

• To provide a means for continuing
professional growth within the de-
fense acquisition community.

• To promote DAU's reputation as a
world-class acquisition learning cen-
ter.

Corporate Sponsors
One of the greatest successes to date has
been getting the Corporate Sponsor pro-
gram off the ground. This initiative pro-
vides the broadest possible outreach in
strengthening the partnership between
the defense acquisition workforce and
the defense industry.

“By becoming a sponsor,” Varacalli ex-
plained, “companies can help us ad-
vance reciprocal learning opportunities,
and can participate in developing the
government and industry acquisition
workforce to meet the accelerating needs
of Evolutionary Acquisition.” To date,
the association has four Corporate Spon-
sors: Raytheon, Lockheed Martin, Boe-
ing, and Northrop Grumman. Several
more companies have indicated intent
to become Corporate Sponsors.

Why Join?
DAUAA ANNUAL SYMPOSIUM

As one of the most significant events or-
ganized by DAUAA, and held annually
at the DAU Headquarters, Fort Belvoir,
Va., the symposium provides opportu-
nities for DAUAA members to learn and

grow professionally. It also emphasizes
the importance of networking, sharing
knowledge, and learning from other's
experiences in meeting the needs of the
Continuous Learning workforce.

MONTHLY BROWN-BAG SEMINAR

The Capital Area Chapter (CAC) also
sponsors monthly brown-bag seminars
with leaders in defense acquisition. The
association is also exploring the possi-
bility of sponsoring smaller symposia in
conjunction with the DAU regional cen-
ters.

“We are working with the DAU regional
centers and campuses,” said Varacalli,
“to organize and support local chapters
to enhance the Distributed Learning ex-
perience.” This could also occur, he
added, “at our new local chapters as they
are established, as a means of strength-
ening our acquisition community.” 

THE ASSOCIATION HOME PAGE

The official DAUAA Web site at http://
www.dauaa.org provides a source of in-
formation for its members and an op-
portunity to network with other mem-
bers in the defense acquisition
community. “Today, a wealth of infor-
mation is available from the Internet
through extremely powerful search en-
gines,” Varacalli noted. “Our mission
is to try and focus some of that infor-
mation for our members and to pro-
mote an exchange of ideas. We're far
from that goal, and we're seeking input
on how we might best succeed.” 

One of the new items on the DAUAA
site is the Employment Opportunities
link, which posts selected job oppor-
tunities available only to association
members. The association is also ex-
ploring the possibility of a resume or
job search feature. 

ACCESS TO DAU'S ACKER LIBRARY

The DAU Acker Library supports the
curriculum of the DAU and its research
in defense acquisition. The library
maintains an extensive collection of
books, newspapers, and journals in the
field of management, with special em-
phasis on defense systems acquisition
management. Full borrowing privileges

DAU Alumni
Association—

In The Beginning

On Oct. 20, 1983, graduates of
many Defense Systems Man-
agement College courses met at

the College to establish a DSMC
Alumni Association. Army Brig. Gen.
Benjamin J. Pellegrini, then DSMC
Commandant, enthusiastically en-
dorsed the idea and expressed the
support of DSMC management. The
60 graduates at the initial meeting
received endorsements from many
graduates unable to attend.

A draft of the constitution was pre-
sented by the organizers for review
and comment by attendees. Based on
comments received, the constitution
was completed and approved by the
first Board of Directors of the DSMC
Alumni Association on Dec. 9, 1983.

Professor Joanne L. Barreca, a grad-
uate of PMC 83-1 and member of the
DSMC Policy and Organization De-
partment faculty, was named the first
president. Retired Air Force Lt. Col.
Frederick W. Wynn, a graduate of
PMC 71-1 (the first class), and later
a DSMC faculty member, was the first
vice president.

The Alumni Association planned to
conduct a symposium annually, nor-
mally in June, to discuss changes to
the acquisition process and its man-
agement as well as DSMC matters. A
yearly business meeting of the asso-
ciation would be held in conjunction
with the symposium.

By the end of 1985, the membership
was approaching 1,000. Today it
numbers over 1,250 members.

In 2001, the DSMC Alumni Associ-
ation (DSMCAA) officially changed
its name to the Defense Acquisition
University Alumni Association
(DAUAA).
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are restricted to current faculty, staff,
and students; however, alumni may
register for weekend borrowing—a
privilege extended to few others. 

The library is also available online at
http://library.dau.mil and is an open
Web site, which offers a complete se-
lection in the catalog. Additionally, the
site offers helpful library-type services
such as help desk, links to the most
common databases, learning resource
center, and many other library links.

NEWSLETTER

This monthly online publication keeps
the association membership informed
of current happenings in the acquisi-
tion community, current events at the
Defense Acquisition University and its
Regions, and other activities of inter-
est to members of the organization. Em-
phasizing the importance of the
newsletter, Glass said, “We've started
an electronic news update and our
focus there is to give our members a
‘heads-up’ on important events and ac-
tivities within the acquisition commu-

nity, as well as provide news from DAU
Headquarters and regional campuses.”

Along these lines, the association is also
facilitating the subscription process for
Program Manager and Acquisition Re-
view Quarterly. The DAUAA Web site
provides a link to the DAU Web site,
where postage-free subscription forms
are available  at http://www.dau.
mil/forms/subscribe_form.pdf.

DAUAA AWARDS PROGRAM

The awards program established by the
association is linked to its objectives
and recognizes success and initiative
in promoting and advancing the ac-
quisition profession. The awards pro-
gram recognizes three constituencies:
the members of the association, the di-
rectors who manage its daily affairs,
and the broader acquisition commu-
nity from which the association draws
support and to whom it provides sup-
port. 

The DDaavviidd  AAcckkeerr  AAwwaarrdd is the most
prestigious of the association awards,

and is presented annually to the indi-
vidual who, in the opinion of the 16
elected directors, has most influenced
the course of acquisition innovation and
excellence by his or her skill in com-
munication.

The award consists of a bronze full-face
relief of David Acker, encircled by a
ring bearing the name of the award and
the association's name. Recent recipi-
ents include: Michael W. Wynne, Prin-
cipal Deputy Under Secretary of De-
fense for Acquisition, Technology and
Logistics (2002); Dr. George R.
Schneiter, Director, Strategic and Tac-
tical Systems, Office of the Under Sec-
retary of Defense for Acquisition, Tech-
nology and Logistics (2001); and
Chuck Cochrane, Department Chair,
Acquisition Policy Department, DSMC
(2000). 

DAUAA MEMBERSHIP

The Regular membership category is
open to graduates of all DAU courses
(and respective faculties of DAU). The
Associate membership category is for
those in government and industry who
are currently serving, or who have pre-
viously served, in defense acquisition
program management positions, but
who do not qualify for Regular mem-
bership. More information on becom-
ing a member is available at http//www.
dauaa.org.

We Invite You to Join
From the Alumni Association's rich be-
ginnings, it has worked hard to provide
services that reflect the needs and con-
cerns of acquisition professionals. As
described in this article, the DAUAA An-
nual Symposium is just one of the re-
sources and benefits made available to
association members.

You are invited to become a part of this
fine organization, and DAUAA is look-
ing forward to seeing all of you at the
symposium. In an appeal to current and
potential members, Varacalli said, “We
need ideas and the energy that new
members bring. We're always searching
for ways to make the symposia relevant
and for committee volunteers to make
it happen.” 

Frank Varacalli (second from right), current DAUAA President, accepts a $2,500 sponsor-

ship check on behalf of DAUAA from Raytheon, DAUAA’s first corporate sponsor. The pre-

sentation was made during a Defense Industry Training Roundtable, held at DAU Headquar-

ters, Fort Belvoir, Va., on Nov. 20, 2002. Presenting the check is Raytheon representative

Curt Newell (second from left). Also participating in the presentation are Frank Swofford

(left), DAU Industry Chair; and DAU Professor Bill Bahnmaier (right), who serves as the cur-

rent Vice President for Membership, DAUAA. 
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The acquisition ladder is a tough climb
without the right education…DAU.

When was the last time you or one of your associ-
ates attended one of the 85 different acquisition
courses offered by the Defense Acquisition Uni-

versity at one of its 12 locations around the country?
Did you know industry personnel may also attend?
Are you current on the DoD 5000-series cancellations and

revisions? Do you know the latest acronyms and terms?
When was the last time you or your associates took an in-

troductory, intermediate, or advanced course in acquisition,
technology and logistics?

Did you know that DAU now offers 18 certification courses
that are taught entirely or in part using distance learning? Or
check out one of the 41 self-paced learning modules now on
our Continuous Learning Center Web site (http://clc.dau.mil/).

We also offer fee-for-service consulting and research pro-
grams. And take advantage of our competitively priced con-
ference facilities.

Maybe it's time to talk to your training officer about some
additional training opportunities. Or call the DAU Registrar at
1-888-284-4906 to see how we can structure an educational
program just for you.

Visit the DAU Web site for the DAU 2003 Catalog and other
publications at http://www.dau.mil. To apply
for all DAU classes in the catalog, in-
cluding Distance Learning classes, go
to http://www.dau.mil and visit the
DAU Course Schedule. To apply for
a course, click on the “Enroll Here”
link found in the DAU Home Page
banner.
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Aldridge Appoints Domain Owners

MEMORANDUM FOR UNDER SECRETARY OF DEFENSE (COMPTROLLER)

SUBJECT: Appointment of Domain Owners to Support Implementation of

Financial Management Enterprise Architecture (FMEA)

In support of the FMEA governance structure, I hereby appoint the following executives

as Domain Owners:

• Logistics — Honorable Diane K. Morales, DUSD(L&MR)

• Installations and Environment — Mr. Raymond F. DuBois, DUSD(I&E)

• Acquisition/Procurement — Ms. Deidre A. Lee, DIR(DPAP)

The AT&L Domain Owners will be responsible for implementing the Financial

Management Enterprise Architecture within their respective domains. I look forward to

hearing their progress on this important Departmental effort.

E.C. Aldridge, Jr.

TTHHEE  UUNNDDEERR  SSEECCRREETTAARRYY  OOFF  DDEEFFEENNSSEE

33001100  DDEEFFEENNSSEE  PPEENNTTAAGGOONN

WWAASSHHIINNGGTTOONN,,  DD..CC..  2200330011--33001100

ACQUISITION, 

TECHNOLOGY AND

LOGISTICS

Editor’s Note: This information is in
the public domain at the Director,
Defense Procurement and Acquisition
Policy Web site:
http://www.acq.osd.mil/dpap/.
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Gasiorek-Nelson is a full-time contract editor for PM Magazine, DAU Press, Fort Belvoir, Va.
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Fresh Ideas, Shared Experiences,
New Partnerships

Honoring 12 Exceptional Mentor-Protégé Teams
S Y L W I A  G A S I O R E K - N E L S O N

80

T
eams of Department of Defense
prime contractors and their pro-
tégés from Small, Disadvantaged
Businesses (SDB) were honored
with the Nunn-Perry Award dur-

ing the annual DoD Mentor-Protégé
Conference, held March 17-19 in Crys-
tal City, Va.

Presenting the awards this year were
Frank Ramos, Director, Office of Small
and Disadvantaged Business Utilization;
H. C. “Barney” Barnum Jr., Deputy As-
sistant Secretary of the Navy (Reserve
Affairs); George T. Schultz, DoD Men-
tor-Protégé Program Manager; and re-
tired Korean War Veteran, Army Cpl.
Rodolfo “Rudy” P. Hernandez.

Emphasizing the importance of DoD's
Mentor-Protégé Program, Schultz said,
“We are here to celebrate the success of
a proven program, recognize mentors
and protégés, and witness the growth
of significant partnerships—all made
possible by the DoD Mentor-Protégé
Program. The success of the program
continues to accrue through the ener-
gies of good people building strong men-
tors and protégés under the auspices of
the Department of Defense. I take this
opportunity to salute all of you.”

In his keynote speech, Barnum recog-
nized the significance of teamwork.
“Those in corporate America are help-
ing so the job will be done. And only
together as teams—not as superstars,
but as teams—we're all being success-
ful,” he said.

Keynote speaker, H.C. “Barney” Barnum Jr., Deputy Assistant

Secretary of the Navy (Reserve Affairs). 

Frank Ramos, Director, Office of

Small & Disadvantaged Business Uti-

lization, delivers closing remarks.

Photos by Richard Mattox



of Defense William Perry in recognition
of his implementation of the program.

This award recognizes mentor-protégé
teams that have excelled in technical de-
velopments, cost efficiencies, and in-
creased business opportunities for SDBs.

The DoD's Mentor-Protégé Program,
which began in 1991, is a national ini-
tiative to encourage large defense con-
tractors to develop the technical capa-
bilities of SDBs. It also qualifies

organizations employing the severely
disabled to compete more effectively for
defense-related work.

EEddiittoorr''ss  NNoottee:: To learn more about the
Mentor-Protégé program, visit the DoD
Mentor-Protégé Program Web site at
http://www.acq.osd.mil/sadbu/programs/
index.htm.
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Comparing corporate leadership to the
Marine Corps, Barnum said that it's like
taking care of the troops, guiding the
men and women to realize mission ac-
complishment, bringing out the best in
them, assisting them in setting their
goals—goals important for the whole
team.

The results of leadership and mentor-
ing, he added, are equal. “That's what
this Mentor-Protégé program is all
about—helping people to prepare for
the many responsibilities they'll assume
as they progress in their careers.” 

Commending this year's award winners,
Barnum said, “I congratulate all those
who are being recognized this morning
for their drive, determination, and en-
thusiasm, which has resulted in realiz-
ing mission accomplishment. The part-
nership between the mentors and

protégés,” he emphasized, “has truly
produced powerful, beneficial, and re-
warding results.”

Concluding the ceremony Ramos said,
“I'm pleased to report that our Mentor-
Protégé program has become the flag-
ship small business program within the
Federal Government and that our award

winners today have become the flagship
award winners of the year.” 

Expressing gratitude to all who sup-
ported the program, Ramos  emphasized
that the challenge today is to develop
stronger and more versatile protégés in
order to meet the needs of the Depart-
ment of Defense. “Thank you for your
program support, which we will need
on a continuing basis. Congratulations
to all of the winning teams,” he said.

And the Award Goes to …
The recipients of the Nunn-Perry Award
were selected based on each mentor-
protégé team's success in achieving cost-
efficiencies, enhancing each protégé's
technical capabilities, and increasing
prime contracting and subcontracting
awards to SDBs. This year's winners:

• Government Solutions, Inc.
Terradigm, Inc.

• Earth Tech, Inc.—Bhate Envi-
ronmental Associates, Inc.

• Electronic Data Systems—
Force 3, Inc.

• HydroGeoLogic, Inc.—Mi-
croPact Engineering, Inc.

• Manufacturing Technology,
Inc.—General Precision Man-
ufacturing Inc.

• Q.E.D. System, Inc.—LPI
Technical Services

• Raytheon Missile Systems—
The ENSER Corporation

• Science Applications Interna-
tional Corporation—Com-
mand Technologies, Inc.

• Shaw Environmental & Infra-
structure—Advent Environ-
mental, Inc.

•Shaw Environmental & Infra-
structure, Inc.—EM Federal
Corporation
•Hamilton Sundstrand Corpo-
ration—Aimco Precision, Inc.

• Northrop Grumman Space Technol-
ogy—Upper Mohawk, Inc.

Nunn-Perry Award 
The Nunn-Perry Award is named in
honor of both former Senator Sam
Nunn, who sponsored legislation to cre-
ate the Defense Department's Mentor-
Protégé Program, and former Secretary

George Schultz, DoD Mentor-Protégé Program

Manager, delivers welcoming remarks.

TThhee  NNuunnnn--PPeerrrryy
AAwwaarrdd  iiss  nnaammeedd
iinn  hhoonnoorr  ooff  bbootthh
ffoorrmmeerr  SSeennaattoorr
SSaamm  NNuunnnn,,  wwhhoo
ssppoonnssoorreedd  tthhee
MMeennttoorr--PPrroottééggéé

PPrrooggrraamm
lleeggiissllaattiioonn,,  aanndd

ffoorrmmeerr  SSeeccrreettaarryy
ooff  DDeeffeennssee

WWiilllliiaamm  PPeerrrryy  iinn
rreeccooggnniittiioonn  ooff  hhiiss
iimmpplleemmeennttaattiioonn
ooff  tthhee  pprrooggrraamm..
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Mentor: Government Solutions, Inc., Vienna, Va. Protégé: Terradigm,

Inc., Albuquerque, N.M.

Mentor: HydroGeoLogic, Inc., Herndon, Va. Protégé: MicroPact

Engineering, Inc., Herndon, Va.

Mentor: Electronic Data Systems, Herndon, Va. Protégé: Force 3, Inc.,

Crafton, Md.

Mentor: Earth Tech, Inc., Long Beach, Calif. Protégé: Bhate

Environmental Associates, Inc., Birmingham, Ala.

Mentor: Manufacturing Technology, Inc., Fort Walton Beach, Fla. Pro-

tégé: General Precision Manufacturing, Inc., Pensacola, Fla. 
Mentor: Q.E.D. System, Inc., Virginia Beach, Va. Protégé: LPI Technical

Services, Chesapeake, Va.

Manufacturing Technology, Inc.—General Precision
Manufacturing Inc. Q.E.D. System, Inc.—LPI Technical Services

Electronic Data Systems—Force 3, Inc. HydroGeoLogic, Inc.—MicroPact Engineering, Inc.

Government Solutions, Inc.—Terradigm, Inc. Earth Tech, Inc.—Bhate Environmental Associates, Inc.

2 0 0 3  N U N N - P
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Mentor: Raytheon Missile Systems, Tucson, Ariz. Protégé: The ENSER

Corporation, Pinellas Park, Fla.

Mentor: Science Applications International Corporation, McLean, Va.

Protégé: Command Technologies, Inc., Warrenton, Va.

Mentor: Shaw Environmental & Infrastructure, Inc., Baton Rouge, La.

Protégé: Advent Environmental, Inc., Mt. Pleasant, S.C.

Mentor: Shaw Environmental & Infrastructure, Inc., Baton Rouge, La.

Protégé: EM Federal Corporation, Centreville, Va.

Mentor: Hamilton Sundstrand Corporation, Rockford, Ill. Protégé:

Aimco Precision, Inc., Phoenix, Ariz.

Mentor: Northrop Grumman Space Technology, Redondo Beach, Calif.

Protégé: Upper Mohawk, Inc., Beavercreek, Ohio.

Raytheon Missile Systems—The ENSER Corporation
Science Applications International Corporation—

Command Technologies, Inc.

Shaw Environmental & Infrastructure—
Advent Environmental, Inc.

Shaw Environmental & Infrastructure, Inc.—
EM Federal Corporation

Northrop Grumman Space Technology—Upper Mohawk, Inc.Hamilton Sundstrand Corporation—Aimco Precision, Inc.

E R R Y  A W A R D S
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DoD Announces Plans to Stimulate
Undergraduate Research

WASHINGTON (March 14, 2003)—The Depart-
ment of Defense (DoD) today announced plans to
award 19 grants, totaling $4.7 million, that will

support approximately 650 undergraduate students, in
its first annual Awards to Stimulate and Support Under-
graduate Research Experiences (ASSURE) program. The
ASSURE program will be executed collaboratively with
the National Science Foundation (NSF) through its Re-
search Experiences for Undergraduates (REU) Sites Pro-
gram. All awards are subject to the successful completion
of negotiations between DoD, NSF, and the grantee insti-
tutions. 

Undergraduate programs are critical to DoD’s overall ed-
ucation investment strategy. The ASSURE program sup-
ports undergraduate research in DoD-relevant disciplines
and is designed to increase the number of high-quality
undergraduate science and engineering majors. ASSURE
serves as a complementary program to the DoD National

Defense Science and Engineering Graduate (NDSEG) Fel-
lowship Program for graduate students in science and en-
gineering. 

ASSURE aims to provide valuable research opportunities
for undergraduates, typically through an eight- to10-week
summer research program, located at the grantee’s insti-
tution. The program often draws students from institu-
tions where access to research opportunities is limited.
The program also emphasizes the recruitment of women
and under-represented minorities. 

Today’s announcement is the result of a merit competi-
tion conducted by NSF in partnership with DoD. ASSURE
grants will be used mainly for three-year sites, although
a few sites will have a five-year duration. 

EEddiittoorr’’ss  NNoottee::  This DoD News Release is in the public do-
main at http://www.defenselink.mil/news.

UNIVERSITIES SELECTED FOR RESEARCH FUNDING

WASHINGTON (March 12, 2003)—The De-
partment of Defense (DoD) today an-
nounced plans to award 17 grants to Uni-

versities selected for research funding. The grants
total approximately $8.5 million in fiscal year 2003
and up to $17 million per year starting in fiscal
year 2004. Sixteen academic institutions will re-
ceive the grants to conduct multidisciplinary re-
search in 12 topic areas of basic science and engi-
neering. These grants will be made under the DoD
Multidisciplinary University Research Initiative
(MURI) program. All awards are subject to the suc-
cessful completion of negotiations between DoD
research offices and the academic institutions. 

MURI is a program designed to address large mul-
tidisciplinary topic areas representing exceptional
opportunities for future DoD applications and tech-
nology options. The awards will provide long-term
support for research, graduate students, and labo-
ratory instrumentation development that supports
specific science and engineering research themes
vital to national defense. 

The average award will be $1 million per year over
a three-year period. Two additional years of fund-
ing will be possible as options to bring the total
award to five years. Out-year funding is subject to
satisfactory progress in the research and the avail-
ability of funding appropriations. 

Today’s announcement is the result of a rigorous
merit competition over many months under the
DoD MURI program. In response to the MURI
broad agency announcement solicitation, many let-
ters of intent to submit proposals were received
leading to 83 full proposals requesting $497 mil-
lion for multidisciplinary research. After a thor-
ough evaluation by DoD technical expert teams,
17 of these proposals were found to be suitable for
funding.

EEddiittoorr’’ss  NNoottee::  The list of projects selected for fis-
cal year 2003 funding may be found on the Web
at http://www.defenselink.mil/news . 
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n the past, defense industry organizations and per-
sonnel have needed, but not always received, the
same acquisition training and education opportu-
nities that are currently offered by the Defense Ac-
quisition University (DAU) to government em-

ployees. The DAU Alumni Association (DAUAA) has
recently begun a Corporate Sponsorship program to
help DAU fill that gap. This program envisions a more
balanced approach to education and training that will
be mutually beneficial to both industry and the gov-
ernment.

Raytheon, Lockheed-Martin, Northrop Grumman, Boe-
ing, and Rockwell-Collins have already become DAUAA
Corporate Sponsors. We hope to add you as a sponsor
in 2003. 

Corporate Sponsorship of the DAUAA is open to any
defense industry firm that practices business according
to federal and state laws that prohibit discriminatory
practices. Sponsors cannot be companies with whom
U.S. law prohibits conducting DoD business. Foreign
governments or their agents cannot participate in DAUAA
sponsorship.

For a nominal consideration/fee, your company receives
these benefits:

• Up to 20 annual memberships are allocated for each
Corporate Sponsor. Employees chosen by the spon-
sor will receive an annual DAUAA Associate Mem-
bership at no extra cost.

• Preferential formal and social opportunities at DAUAA’s
Annual Acquisition Symposium at the Capital and
Northeast Region campus, Fort Belvoir, Va. 

• Employees of a sponsor may attend the symposium
at the discounted member rates. 

• Sponsors will receive a reserved exhibit space at no
cost. 

• Program participation opportunities for both indi-
vidual speakers and panel participation is offered pref-
erentially to sponsors, although the DAUAA reserves
the right to select program speakers based on the over-
all structure of the symposium. 

• Sponsoring companies may have their name and logo
in the annual symposium program and/or handouts. 

• Sponsor executives will be offered seating in proxim-
ity to invited DoD officials at plenary sessions and
meals.

• Your company is featured on the DAUAA Web site
(http://www.dauaa.org), with a one-page description
of your company, its products and services. (Note:
DAUAA is prohibited by IRS rules from advertising
or endorsing specific products or services, so it re-
serve the right to withhold all or part of the descrip-
tion not compliant with IRS rules.)

Sponsorship status becomes effective the date of receipt
of your application, along with the nominal considera-
tion/fee. DAUAA is a non-profit organization, and spon-
sorship contributions are tax deductible. DAUAA re-
serves the right to change or expand benefits at any time
when approved by the governing DAUAA Board of Di-
rectors.

Although this sponsorship program is still in its early
stages, companies are already inputting ideas and sug-
gestions into planning for the June 2003 DAUAA Sym-
posium. 

MARK YOUR CALENDARS NOW FOR THE
DEFENSE ACQUISITION UNIVERSITY ALUMNI ASSOCIATION

20TH ANNUAL ACQUISITION SYMPOSIUM

JUNE 17-18, 2003, SCOTT HALL, FORT BELVOIR, VA.

BECOME A DEFENSE ACQUISITION UNIVERSITY
ALUMNI ASSOCIATION

CORPORATE SPONSOR 
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PSTS 2003

Call for Papers
Precision Strike Technology Symposium 2003

Individuals desiring to present a paper are re-
quired to submit an abstract no later than Fri-
day, June 6, 2003. Presentations may be to the

SECRET level. Abstracts must be UNCLASSIFIED,
non-marketing, address-relevant technologies ap-
plicable to the symposium topics, and be no longer
than 500 words. Innovative concepts and ideas are
particularly welcomed, and multimedia presenta-
tions are strongly encouraged. 

Abstracts for proposed papers are to be sent to the
Precision Strike Association by:

EE--mmaaiill:: info@precisionstrike.org (preferred)
FFaaxx:: 301-475-9367 
MMaaiill:: Precision Strike Association

P.O. Box 1606
Leonardtown MD 20650

Requirements & Schedule

Papers should be suitable for a 20-minute pre-
sentation. Abstracts should include the intended
classification of the paper and must include the
point of contact, complete address, e-mail, tele-
phone, and fax number. Specific format re-
quirements will be provided to those individu-
als whose abstracts are selected.

The following schedule applies: 

JJuunnee  66
Deadline for Abstracts
WWeeeekk  ooff  JJuullyy  77
Acceptance Notification Sent by E-mail
OOcctt..  1144--1166
Symposium 

Papers should address advanced technologies
and Out-of-the-Box concepts that will help
achieve the goals of Precision Engagement
throughout the full range of military operations.

Desired Topics

Weapons

Effects

C4ISR

Targeting 

Strike Transformation

Coalition Warfare

The Precision Strike Association

will sponsor its thirteenth annu-

al Precision Strike Technology

Symposium on 14-16 October

2003 at the Kossiakoff Confer-

ence Center of The Johns Hop-

kins University Applied Physics

Laboratory, Laurel MD.

Inquiries For questions, contact Leslie Mueller at
301-475-6513 or via e-mail at info@precisionstrike.org

Precision Strike Technology Sym
posium

 2003 • Precision Strike Technology Sym
posium

 2003



&Acquisition
Logistics Excellence
An Internet Listing Tailored to the Professional Acquisition Workforce

S u r f i n g  t h e  N e t

Electronic Forms Library.
Defense Systems Management College
(DSMC)
http://www.dau.mil
DSMC educational products and services; course
schedules; job opportunities.
Defense Advanced Research Projects
Agency (DARPA)
http://www.darpa.mil
News releases; current solicitations; “Doing Busi-
ness with DARPA.”
Defense Information Systems Agency
(DISA)
http://www.disa.mil
Structure and mission of DISA; Defense Informa-
tion System Network; Defense Message System;
Global Command and Control System; much
more!
National Imagery and Mapping Agency
http://www.nima.mil
Imagery; maps and geodata; Freedom of Informa-
tion Act resources; publications.
Defense Modeling and Simulation Office
(DMSO)
http://www.dmso.mil
DoD Modeling and Simulation Master Plan; docu-
ment library; events; services. 
Defense Technical Information Center
(DTIC)
http://www.dtic.mil/
Technical reports; products and services; registra-
tion with DTIC; special programs; acronyms;
DTIC FAQs. 
Defense Electronic Business Program Of-
fice (DEBPO)
http://www.defenselink.mil/acq/ebusiness/
Policy; newsletters; Central Contractor Registra-
tion; Assistance Centers; DoD EC Partners.
Open Systems Joint Task Force
http://www.acq.osd.mil/osjtf
Open Systems education and training opportuni-
ties; studies and assessments; projects, initiatives
and plans; reference library.
Government-Industry Data Exchange Pro-
gram (GIDEP)
http://www.gidep.corona.navy.mil
Federally funded co-op of government-industry
participants, providing an electronic forum to ex-
change technical information essential to
research, design, development, production, and
operational phases of the life cycle of systems, fa-
cilities, and equipment.

ness opportunities; past performance; paperless
contracting; labor rates.
Navy Acquisition Reform
http://www.ar.navy.mil
Acquisition policy and guidance; World-class
Practices; Acquisition Center of Excellence; train-
ing opportunities.
Navy Acquisition, Research and
Development Information Center
http://nardic.onr.navy.mil
News and announcements; acronyms;
publications and regulations; technical reports;
“How to Do Business with the Navy”; much
more!
Naval Sea Systems Command
http://www.navsea.navy.mil
Total Ownership Cost (TOC); documentation and
policy; Reduction Plan; Implementation Timeline;
TOC reporting templates; Frequently Asked
Questions.
Navy Acquisition and Business
Management
http://www.abm.rda.hq.navy.mil
Policy documents; training opportunities; guides
on areas such as risk management, acquisition en-
vironmental issues, past performance, and more;
news and assistance for the Standardized Procure-
ment System (SPS) community; notices of
upcoming events.
Navy Best Manufacturing Practices Center
of Excellence
http://www.bmpcoe.org
A national resource to identify and share best
manufacturing and business practices being used
throughout industry, government, and academia.
Naval Air Systems Command (NAVAIR)
http://navair.navy.mil
Provides advanced warfare technology through
the efforts of seamless, integrated, worldwide net-
work of aviation technology experts. 
Space and Naval Warfare Systems
Command (SPAWAR)
https://e-commerce.spawar.navy.mil
Your source for SPAWAR business opportunities,
acquisition news, solicitations,  and small
business information. 
Joint Interoperability Test Command
(JITC)
http://jitc.fhu.disa.mil
Policies and procedures for interoperability certi-
fication. Access to lessons learned; link for
requesting support.
Air Force (Acquisition)
http://www.safaq.hq.af.mil/
Policy; career development and training opportu-
nities; reducing TOC; library; links.
Air Force Materiel Command (AFMC)
Contracting Laboratory’s Federal Acquisi-
tion Regulation (FAR) Site
http://farsite.hill.af.mil/
FAR search tool; Commerce Business Daily
Announcements (CBDNet); Federal Register;

Under Secretary of Defense (Acquisition,
Technology and Logistics) (USD[AT&L])
http://www.acq.osd.mil/
ACQWeb offers a library of USD(AT&L)
documents, a means to view streaming videos,
and jump points to many other valuable sites.
Director, Defense Procurement and
Acquisition Policy (DPAP)
http://www.acq.osd.mil/dpap
Procurement and Acquisition Policy news and
events; reference library; DPAP organizational
breakout; acquisition education and training pol-
icy and guidance. 
DoD Inspector General
http://www.dodig.osd.mil/pubs/index.html
Search for audit and evaluation reports, Inspector
General testimony, and planned and ongoing
audit projects of interest to the acquisition com-
munity.
Deputy Director, Systems Engineering,
USD (AT&L/IO/SE)
http://www.acq.osd.mil/io/se/index.htm
Systems engineering mission; Defense Acquisition
Workforce Improvement Act information, train-
ing, and related sites; information on key areas of
systems engineering responsibility.
Defense Acquisition Deskbook
http://deskbook.dau.mil
Automated acquisition reference tool covering
mandatory and discretionary practices.
Defense Acquisition History (DAH) Project
http://www.army.mil/cmhpg/acquisition/
acqhome.htm
The DAH Project is a multi-year program to pro-
duce a detailed history of defense acquisition
since 1947, to be published in six volumes. The
site features a quarterly online newsletter, project
status announcements, acquisition history links,
and contact information.
Defense Acquisition University (DAU)
http://www.dau.mil
DAU Course Catalog, Program Manager magazine
and Acquisition Review Quarterly journal; course
schedule; policy documents; guidebooks; and
training and education news for the Defense Ac-
quisition Workforce.
Defense Acquisition University Distance
Learning Courses
https://dau.mil/registrar/apply.asp
Take DAU courses online at your desk, at home,
at your convenience!
Army Acquisition Corps (AAC)
http://dacm.rdaisa.army.mil
News; policy; publications; personnel demo; con-
tacts; training opportunities.
Army Acquisition
http://acqnet.saalt.army.mil
A-MART; documents library; training and busi-

Department of Defense



Provides information and guidance on the
requirements for shipping cargo on U.S.-flag ves-
sels.
MANPRINT (Manpower and Personnel In-
tegration)
http://www.MANPRINT.army.mil
Points of contact for program managers; relevant
regulations; policy letters from the Army Acquisi-
tion Executive; as well as briefings on the MAN-
PRINT program. 
DoD Specifications and Standards
Home Page
http://www.dsp.dla.mil
All about DoD standardization; key Points of
Contact; FAQs; Military Specifications and Stan-
dards Reform; newsletters; training; nongovern-
ment standards; links to related sites.
Joint Advanced Distributed Simulation
(JADS) Joint Test Force
http://www.jads.abq.com
JADS is a one-stop shop for complete
information on distributed simulation and its ap-
plicability to test and evaluation and acquisition.
Program Management Community of
Practice (PMCoP)
http://www.pmcop.dau.mil
Includes risk management, contracting, system
engineering, total ownership cost (TOC) policies,
procedures, tools, references, publications, Web
links, and lessons learned.
Earned Value Management
http://www.acq.osd.mil/pm
Implementation of Earned Value Management;
latest policy changes; standards; international de-
velopments; active noteboard.
Fedworld Information
http://www.fedworld.gov
Comprehensive central access point for search-
ing, locating, ordering, and acquiring
government and business information.
GSA Federal Supply Service
http://pub.fss.gsa.gov
The No. 1 resource for
the latest services and
products industry has to
offer. 
Commerce Business Daily
http://www.govcon.com/
Access to current and back issues
with search capabilities; business
opportunities; interactive yellow
pages.
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Acquisition Reform Network (ARNET) 
http://www.arnet.gov/
Virtual library; federal acquisition and
procurement opportunities; best practices; elec-
tronic forums; business opportunities; acquisition
training; Excluded Parties List.
Committee for Purchase from People
Who are Blind or Severely Disabled
http://www.jwod.gov
Provides information and guidance to federal cus-
tomers on the requirements of the Javits-Wagner-
O’Day (JWOD) Act.
Federal Acquisition Institute (FAI)
http://www.faionline.com
Virtual campus for learning opportunities as well
as information access and performance support. 
Federal Acquisition Jump Station
http://nais.nasa.gov/fedproc/home.html
Procurement and acquisition servers by contract-
ing activity; CBDNet; Reference Library.
Federal Aviation Administration (FAA)
http://www.asu.faa.gov
Online policy and guidance for all aspects of the
acquisition process.
General Accounting Office (GAO)
http://www.gao.gov
Access to GAO reports, policy and guidance, and
FAQs.
General Services Administration (GSA)
http://www.gsa.gov
Online shopping for commercial items to support
government interests.
Library of Congress
http://www.loc.gov
Research services; Congress at Work; Copyright
Office; FAQs. 
National Technical Information Service
(NTIS)
http://chaos.fedworld.gov/onow/
Online service for purchasing technical reports,
computer products, videotapes, audiocassettes,
and more!
Small Business Administration (SBA)
http://www.SBAonline.SBA.gov
Communications network for small businesses.
U.S. Coast Guard
http://www.uscg.mil
News and current events; services; points of con-
tact; FAQs.
Committee for Purchase From People
Who are Blind or Severely Disabled
http://www.jwod.gov
Provides information and guidance to federal cus-
tomers on the requirements of the Javits-Wagner-
O’Day (JWOD) Act.
U.S. Department of Transportation MAR-
ITIME Administration
http://www.marad.dot.gov/offices/cargo_perf.html

Federal Civilian Agencies Topical Listings Industry and Professional
Organizations

DAU Alumni Association
http://www.dauaa.org
Acquisition tools and resources; government and
related links; career opportunities; member fo-
rums.
Electronic Industries Alliance (EIA)
http://www.eia.org
Government Relations Department; includes
links to issue councils; market research
assistance.
National Contract Management Associa-
tion (NCMA)
http://www.ncmahq.org
“What’s New in Contracting?”; educational prod-
ucts catalog; career center. 
National Defense Industrial Association
(NDIA)
http://www.ndia.org
Association news; events; government policy;
National Defense magazine.
International Society of Logistics
http://www.sole.org/
Online desk references that link to logistics prob-
lem-solving advice; Certified Professional Logisti-
cian certification.
Computer Assisted Technology Transfer
(CATT) Program
http://catt.bus.okstate.edu
Collaborative effort between government, indus-
try, and academia. Learn about CATT and how to
participate.
Software Program Managers Network
http://www.spmn.com
Site supports project managers, software practi-
tioners, and government contractors. Contains
publications on highly effective software devel-
opment best practices.
Association of Old Crows (AOC)
http://www.crows.org
Association news; conventions, conferences and
courses; Journal of Electronic Defense magazine.
Project Management Institute
http://www.pmi.org
Program management publications, information
resources, professional practices, and career cer-
tification.

If you would like to add your
acquisition or acquisition and lo-
gistics excellence-related Web site
to this list, please put your request in
writing and fax it to Sylwia Gasiorek-
Nelson, (703) 805-2917. 

DAU encourages the reciprocal
linking of its Home Page to

other interested agencies.
Contact the DAU
Webmaster at: webmas-
ter@dau.mil.



Purpose
The purpose of Program Manager Magazine is to instruct members of
the DoD Acquisition, Technology & Logistics (AT&L)  Workforce and De-
fense Industry on policies, trends, legislation, senior leadership changes,
events, and current thinking affecting program management and defense
systems acquisition, and to disseminate other information pertinent to
the professional development and education of the DoD Acquisition Work-
force.

Subject Matter
Subjects may include, but are not restricted to, all aspects of program
management; professional and educational development of DoD’s AT&L
Workforce; acquisition and logistics excellence; Defense industrial base;
research and development; test and evaluation; modeling and simula-
tion; commercial best business practices; and interviews with Govern-
ment-Industry Defense executives.

Program Manager is not a forum for academic papers, fact sheets, tech-
nical papers, or white papers (these are typically recognized by their struc-
tured packaging, e.g., Introduction, Background, Discussion, Methodol-
ogy, Recommendations, Conclusions). Those papers are more suited for
DAU's journal, Acquisition Review Quarterly. Program Manager Magazine
publishes, for the most part, feature stories that include real people and
events. Stories that appeal to our readers—who are senior military per-
sonnel, civilians, and defense industry professionals in the program man-
agement/acquisition business—are those taken from real-world experi-
ences vs. pages of researched information. 

Good writing sounds like comfortable conversation. Write naturally and
avoid stiltedness. Except for a rare change of pace, most sentences should
be 25 words or less, and paragraphs should be six sentences. Vary your
syntax. Avoid falling into the trap of writing one declarative sentence after
another. Package your article with liberal use of subheads.

Length of Articles
Program Manager is flexible regarding length, but articles most likely to
be published are generally 2,000-3,000 words or about 10 double-
spaced pages, each page having a 1-inch border on all sides. However,
do not be constrained by length requirements; tell your story in the most
direct way, regardless of length. Do not submit articles in a layout format,
nor should articles include any footnotes, endnotes, or references. Be
sure to define all acronyms.

Photos and Illustrations
Articles may include figures, charts, and photographs. They must, how-
ever, be in a separate file from the article. Photos must be black and white
or color. Program Manager does not guarantee the return of photographs.
Include brief, numbered captions keyed to the photographs. Place a cor-

responding number on the lower left corner, reverse side of the pho-
tographs. Also, be sure to include the source of the photograph. Program
Manager publishes no photos from outside the Department of Defense
without express permission. Photocopies of photographs are not ac-
ceptable. 

With the increase in digital media capabilities, authors can now provide
digital files of photos/illustrations. (Our author guidelines at http://
www.dau.mil/pubs/pm/articles.asp contain complete instructions on trans-
ferring these files.) Note that they must meet the following publication
standards set for Program Manager: color and greyscale (if possible); EPS
files generated from Illustrator (preferred) or Corel Draw (if in another for-
mat, provide program format as well as EPS file); TIFF files with a resolu-
tion of 300 pixels per inch; or other files in original program format (i.e.,
Powerpoint).

Biographical Sketch
Include a short biographical sketch of the author(s)—about 25 words—
including current position and educational background.

Clearance
All articles written by authors employed by or on contract with the U.S.
Government must be cleared by the author’s public affairs or security of-
fice prior to submission. In addition, each author must certify that the ar-
ticle is a “Work of the U.S. Government.” This form is found at the end of
the PM Author Guidance. Click on “Copyright Forms” and print the last
page only, sign, and submit with the article. Since all articles appearing
in Program Manager are in the public domain and posted to the DAU
Web site, no copyrighted articles will be accepted. This is in keeping with
DAU’s policy of widest dissemination of its published products.

Submission Dates
Issue Author’s Deadline
January-February 1 December
March-April 1 February
May-June 1 April
July-August 1 June
September-October 1 August
November-December 1 October

Submission Procedures
Articles (in MS Word) may be submitted via e-mail to collie.
Johnson@dau.mil or via U.S. mail to: DAU PRESS, ATTN C. JOHNSON,
9820 BELVOIR RD, SUITE 3, FORT BELVOIR VA  22060-5565. For
photos/illustrations accompanying your article, send us the original pho-
tos or follow the guidance under “Photos and Illustrations”—opposite col-
umn. All submissions must include the author’s name, mailing address,
office phone number (DSN and commercial), and fax number. 

Program Manager Writer’s Guidelines in Brief
(http://www.dau.mil/pubs/pm/articles.asp
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